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Preface

This book describes how to administer connections between DEFINITY® ECS switches (csi, si, and
r models). The main focus is on TCP/IP for DCS signaling, introduced with DEFINITY Release 7,
and H.323 trunks, introduced with DEFINITY Releases 8.

Purpose

This document provides the information needed to understand and administer the connections between

DEFINITY ECS systemsin a network using IP connections. It does not cover the installation or upgrade
procedures for establishing physical connectivity between DEFINITY switches or for connecting the CMS and

Intuity AUDIX adjuncts to a DEFINITY switch — that information is contained in the upgrades and installatior
documents listed in the References section.

Audience

This document is intended for anyone involved in planning, designing, or administering DEFINITY ECS
systems as part of networks using IP connectivity.

Issue Status

First issued for DEFINITY ECS Release 7, this update includes Release 8 new hardware and administration
described below.

IP Interface assembly ~ The Release 8 IP Interface assembly is a 3-slot wide TN802B circuit pack. It enable
the transmission of voice and signaling data over IP connections. It can be used in o
of two operating modes:

+ MedPro mode — enables H.323 tie trunks over IP connections

» |P trunk mode (as in Release 7) — enables emulation of DS1 trunks over IP
connections.

Each IP Interface assembly operates in either Medpro mode or IP trunk mode for al
trunks assigned to it — it cannot mix modes. The MedPro mode is the normal
operating mode for R8 systems. The IP Trunk mode is used only for compatibility
with existing R7 systems that cannot be upgraded to R8.

The C-LAN (TN799B) circuit pack is required to handle signaling for the Medpro
mode. C-LAN can be used, but is not required, for signaling in the IP Trunk mode.

Administration for the MedPro mode includes the H.323 trunking introduced with
Release 8 and is documented in Chapter 2. Administration for the IP trunk mode is
documented in Appendix F and is unchanged from Release 7.

Administration for Network Connectivity
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Preface

Screen Changes In Release 8, the following changes have been made to screensrelated to | P networks.

Ethernet Data Module screen
The ethernet Data Module screen is changed in Release 8.

add dat a- nodul e next Page 1 of X
DATA MODULE
Dat a Extension: 2377 Nare:
Type: ethernet
Port:
Li nk: 2_

Network uses 1's for broadcast addresses?: y

1 The following fields have been removed from the ethernet Data M odul e screen:

Broadcast Address
Automatic Subnet Routing
The Broadcast Address field previously enabled you to specify that broadcast

messages are to be sent to a subset of the host's subnet. Now, broadcast
messages are always sent to the host’s full subnet.

The Automatic Subnet Routing field previously enabled you to disable
automatic subnet routing. Now, automatic subnet routing is always enabled.

2 The following fields have beemoved from the ethernet Data Module screen to
the new IP Interfaces screen:

Enable Link?
Node Name
Subnet Mask

3 Thefollowing field is added to the ethernet Data M odule screen:

Network uses 1's for broadcast addresses?

This field enables you to accommodate systems on your network that use the
older method of putting 0’s instead of 1's in the host portion of a broadcast
address.

Administration for Network Connectivity
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ppp Data Module screen
The ppp Data Module screen is changed in Release 8.

add dat a- nodul e 1994

Page 1 of x
DATA MODULE

Dat a Ext ensi on: 1994 Nanme: _ppp on link 4 to node 4 BCC. 2
Type: ppp cos: 1
Port: 01c1502 COR 1
Li nk: 4 TN 1
Enabl e Link? n

Node Nane: pppl4
Subnet Mask: 255.255.255.0

Est abl i sh Connection: y

DESTI NATI ON
Digits: 7241991
Node Nane: ppp4l
CHAP? n

The following fields have been added to the ppp Data Module screen:
+ Subnet Mask

The Mask field enables you to specify a subnetwork for the IP address of this
node.

iP routing and the IP Route screen

add i p-route next Page 1 of 1
| P ROUTI NG

Rout e Number: 3
Desti nati on Node:
Gat eway:
C- LAN Boar d:
Metric:

The following fields have been added to the | P Routing screen:
» Route Type — display only

For the display, change, and list IP Route commands, a display-only field,
Route Type, indicates whether this IP route is a “host” or “network” route.
Whether an IP route is a host or network route is determined by the
Destination Node IP address and the subnet mask associated with that addre

Administration for Network Connectivity
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New Fields

In addition to the R8 screen changes described above, the following screens have new
fields that specify IP trunk or IP Softphone parameters:

» Optiona Parameter (System-Parameters Customer Options)
«  Trunk Groups

» Signaling Group

« Station

« Severa Status and Measurement screens
New Screens In Release 8, the following | P-related screens are new.

IP Interfaces screen

The IP Interfaces screen is new for Release 8.

change ip-interfaces Page 1 of 2
IP Interfaces

Inter-region |IP connectivity allowed? n

Enabl e Net
Eth Pt Type Sl ot Code Sfx Node Nane Subnet Mask Gat eway Addr Rgn
n 255. 255. 255. 0 . .
n 255. 255. 255. 0
n 255. 255. 255. 0
n 255. 255. 255. 0

The fields for this screen are described in Appendix A, “Screens Reference.”

IP Media Parameters

The IP Media Parameters screen specifies the type of codecs available for voice
processing. The order in which you list the codecs is the order in which the system
will use them. This screen also specifies the range of audio port numbers available.

change i p- paraneters Page 1 of 1
| P Medi a Paraneters

Audi o Codec Preferences

1. G711MJ

2: G 723-6.3K
3: G 729A

4:

UDP Port Range

M n: 2048
Max: 65535

Administration for Network Connectivity
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Reorganization The following chapter reorganization has been made for Release 8.

New Chapter 2 covers H.323 trunk administration.

The previous Chapter 2 has been renamed Chapter 3. This chapter now

describes how to connect switches and adjuncts using the C-LAN signaling
connectivity — without the H.323 functionality — if you are running Release
8 software. This would be the case if you use R8 as a bugfix for R7 or if you
are using the IP Interface board in IP Trunk mode.

Chapter 3 has been renamed Chapter 4. The example network is the same as
for R7 with the Data Module and I P Interfaces screens updated. A subsegquent
issue of this book will add MedPro functionality in the example network.

The appendix sections are organized as in R7 and updated for R8 changes.

Administration for Network Connectivity
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Organization

Preface

Organization

This document is organized into four chapters and seven appendixes. Chapter 2 gives the essential information
needed to administer H.323 trunk connections.

apter 1 —

ﬁ
Overview

N

An overview of DEFINITY
Connectivity and IP
Addressing

Appendix C Security

A brief discussion of security
issues as related to networking.

6apter 2—

H.323 Trunk Administration

Gives detailed procedures
for initial administration of
IP trunks using H.323 IP

connections.

Appendix D —
Capacity and Performance

A brief discussion of network
capacities and how to estimate
C-LAN and voice-processing
resources.

Appendix E —

Chapter 3 —
C-LAN Administration

Gives detailed procedures
for six basic network
configurations using

¥ C-LAN IP connections.

N

C-LAN Installation

Installation procedures for the
C-LAN circuit pack.

Appendix F—
IP Trunk Installation & Admin

Installation and initial
administration for IP Trunk.

Chapter 4 —
Network Example

Shows administration
screens for setting up a

Appendix G-
complex network. PP

Document Reference

The DEFINITY documentation
library.

Appendix A —
Screens Reference

Field descriptions for
network-related
administration screens.

Glossary

Appendix B —
Private Networking

DCS features and QSIG.

Index

Xiv
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Terminology

Terminology

Preface

The terms form, screen and node are used in this book with somewhat different meanings than in previous
documents. The usage of the terms MedPro and IP Interface in this book deserve an explanation.

Screen

Node

IP Interface and MedPro

The term “screen” is used in this book to mean what used to be called “form” — the
set of switch-administration interface pictures that contain the fields that hold the
switch-translations values. For example, the “Data Module screen.” Each screen ca
have one or more pages.

In some parts of this book, he terms “screen” and “form” are used interchangeably.

The term “node” has two meanings for DEFINITY ECS switches connected in a
network. In a DCS networkiode means a switch or adjunct. This is how the term is
used on the Dial Plan screen for the field name, “Local Node Number.”

With TCP/IP connectivitynode has a different meaning — it refers to an interface to
a network. For example, each of the 17 ports on the C-LAN board is a node in this
sense. This is how the term is used on the Node Names, Data Module, Processor
Channel, and IP Routing screens. This is also the common usage in a data networki
environment. With these definitions, a “DCS node” (a switch) can have many “IP
nodes,” (network interfaces).

In this book,node is used in the second sense, as a network interface. A “DCS node’
is referred to as switch or, in Chapter 4, assaitch node.

The official name for the TN802B circuit packl B Interface assembly. It is a media
processing circuit pack in a 3-slot wide assembly. It can be administered to operate
one of two modes —H° Trunk mode oMedPro mode.

MedPro is a contraction of the wordsiedia processor. Since the TN802B IP
Interface assembly does media processing, it is also referred toNaediPie board.

The TN802B IP Interface assembly is an IP interface for DEFINITY ECS — it
connects directly to a 10/100BaseT LAN or WAN, which uses the TCP/IP protocols.
The C-LAN (TN799B) circuit pack is also an IP interface for DEFINITY ECS.

In this book, the term$N802B circuit pack, TN802B IP Interface, IP Interface
assembly, andMedPro board are used interchangeably.
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How to access this book from the web Preface

How to access this book from the web

If you have internet access, you can view and download the latest version of
DEFINITY ECS Release 8.2 Administration for Network Connectivity. To view the
book, you must have a copy of Adobe Acrobat Reader (www.adobe.com).

To access the |atest version:

1 Accessthe Customer Self-Service Center web site at
http://www.lucent.com/enterprise/selfservice

Click Information Resources.
Click ELMO

Enter your IL to access the library.

a A W DN

Enter 555-233-504 (the document number) to view the latest version of the
book.

To access this book from within the Lucent intranet, go to
www.prodpubs.lucent.com.

How to order more copies

Call:  Lucent Technologies Publications Center
Voice 1-800-457-1235
Fax 1-800-457-1764
International Voice 317-322-6416
International Fax 317-322-6699

Write:  Lucent Technologies Publications Center
2855 N. Franklin Road, Indianapolis, IN 46219

Order:  Document No. 555-233-504
Comcode 108678749, Issue 1, April 2000

We can place you on a standing order list so that you will automatically receive
updated versions of this book. For more information on standing orders, or to be put
on alist to receive future issues of this book, please contact the Lucent Technologies
Publications Center.
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Tell us what you think Preface

Tell us what you think

Let us know what you like or don't like about this book. Although we can’t respond
personally to all your feedback, we promise we will read each response we receive.
You can use the comment card at the back of the book or send us your feedback in
your own format.

Write tous at:  Lucent Technologies
Product Documentation Group
Room 22-2H15
11900 North Pecos Street
Denver, CO 80234 USA

Fax to: 303-538-1741

Send email to: document@drmail.lucent.com

How to Order Books

In addition to this book, other description, installation and test, maintenance, and
administration books are available. A complete list of DEFINITY books can be found
in the Business Communications System Publications Catalog, 555-000-010.

This book and any other DEFINITY books can be ordered directly from the Lucent
Technologies Business Communications System Publications Fulfillment Center at
1-317-322-6791 or toll free at 1-800-457-1235.

How to Comment on This Book

Lucent Technologies welcomes your feedback. Please fill out the reader comment
card found at the front of this manual and return it. Your comments are of great valu
and help improve our documentation.

If the reader comment card is missing, FAX your comments to 1-303-538-1741 or tc
your Lucent Technologies representative, and mention this book’s name and humbe
DEFINITY ECS Release 8.2 Administration for Network Connectivity, 555-233-501.
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Where to Call for Technical Support Preface

Where to Call for Technical Support

Use the telephone numbers in the following table for technical support.

Telephone Number
Streamlined Implementation (for missing equipment) 1-800-772-5409
USA/Canada Technical Service Center 1-800-248-1234
Technical Service Center (INADS Database 1-800-248-1111
Administration)
Asia/Pacific Regional Support Center 65-872-8686
Western Europe/South Africa/Middle East 441-252-774-800
Business Communications Europe 441-252-391-789
Eastern/Central Europe 361-345-4334
International Technical Assistance Center (ITAC) 1-303-804-3777
Latin/Central America & Caribbean 1-303-804-3778
DEFINITY Helpline 1-800-225-7585
Lucent Technologies Toll Fraud Intervention 1-800-643-2353
Lucent Technologies Technical Service Center 1-800-242-2121
Lucent Technologies Corporate Security 1-800-822-9009
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Trademarks

Trademarks

Preface

Thefollowing are trademarks or registered trademarks of Lucent Technologies:

5ESS™, 4ESS™

AUDIX®
®

®

Callvisor
Callmaster
CentreVvu™
CONVERSANT®
DEFINITY®
DIMENSION®
INTUITY ™
MERLIN®
vOICE POWER®

Thefollowing are trademarks or registered trademarks of AT&T:

ACCUNET®
DATAPHONE®
MEGACOM®
MULTIQUEST®
TELESEER®

The following are trademarks or registered trademarks of other companies:

Acrobat® isa registered trademark of Adobe Systems Incorporated
MS-DOS® (registered trademark of the Microsoft Corporation)
MULTIQUEST ® (registered trademark of Telecommunications Service)
Proshare® (registered trademark of Intel Corporation)

uNix® (trademark of the Novell Corporation)
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1 Networking Overview

This chapter provides background information that will help you understand and use the
information in the remainder of the book. There are two major sections in this chapter. The first
section describes how DEFINITY ECS switches can be connected, with a focus on IP connectivity.
The second section describes IP addressing and subnetting.

DEFINITY Switch Connectivity

This section describes the basic components of a network of DEFINITY switches and how voice and signaling
data are transmitted between switches for the different types of switch connections. It also provides a summary
of the administration procedures for connecting switches viaan I P network (using the C-LAN and
TN802B-MedPro circuit packs).

Connectivity Overview

Why connect switches? DEFINITY switches can be connected in various ways for various reasons. The main
motivation for connecting switches is to enable people within an enterprise to easily
communicate with one another, regardless of their physical location or the particular
communications server they are assigned to. Inter-switch connections also enable the
sharing of communications resources such as messaging and Call Center services.

What kinds of Trunks
connections are . . . .
possible? Switches communicate with each other over trunk connections. There are several

kinds of trunks — each kind provides a different set of services for the connection.
Commonly used trunk types are (Central OffiC€) trunks, which provide

connections to the public telephone network through a central officéiegnahks,
which provide connections between switches in a private network.

These and other common trunk types are describB&ERNITY ECS
Administrator’s Guide555-233-506.

DEFINITY ECS Release 8 introduces the H.323 trunk, which allows voice and fax
data to be transmitted over the Internet to another DEFINITY system with H.323
Trunk capability. The H.323 trunk supports Q.931 services such as DCS+ and QSIG.

Administration for Network Connectivity
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DEFINITY Switch Connectivity 1 Networking Overview

Networks

When two or more switches are connected viatie trunks, they form a private network.
There are two basic types of networks for Lucent switches:

« Main-satellite/tributary (MS/T) — A network of switches in whicmain switch
is fully functional and provides attendants and CO trunks for connsatigiite
switchesTributary switches are connected to the main and may have their own
attendant and CO trunks. The main switch may be connected to one or more
Electronic tandem networks (ETNS).

« Electronic tandem network (ETN) — A wide-area network of switches in which a
call can tandem through one or more switches on its way from the originating
switch to the destination switch. ETNs have a uniform dial plan (UDP), automatic
alternate routing (AAR), and automatic route selection (ARS).

AT&T provides a service callesbftware-defined network (SDN) that allows you to
build a private network through the AT&T public network facilities. An ETN can be
combined with an SDN to form a hybrid (ETN/SDN) network.

The switches in MS/T or ETN networks need to be provisioned with special
DEFINITY networking software packages.

DCS

Distributed Communications System (DCS) is a messaging overlay for ETN or MS/T
networks. The overlay provides signaling connections between network nodes that
enable certain key call features to operate transparently across the DCS network. Tt
is, the transparent features appear to operate as if the switches in the DCS network
were a single switch. For example, the DCS Call Coverage feature enables calls to
extension on one switch to be covered by extensions on a remote switch in the
network.

DCS consists of two components — routing and message signaling. Routing the
message requires one of several networking software packages. Typically, UDP is
used singe it is included with DCS at no additional charge.

Although DCS is actually a messaging overlay for an existing network, it is
commonly thought of as a type of network itself. In this document, we will refer to
DCS in this way —DCS network will refer to a cluster of switches that are part of an
existing ETN or MS/T network and are also administered for DCS.

In addition to the normal tie-trunk connections for the transmission of voice and
call-control data, DCS requires a special signaling connection to carry the
information needed to make the DCS features work. This signaling connection, or
link, between two switches in a DCS network can be implemented in one of three
ways:

« over aprocessor interface (Pl) channel (on the st model) or a packet gateway
(PGATE) channel (r model) using the X.25 protocol

« over an ISDN-PRI D-channel (csi, si, or r models)
« over aTCP/IP (either PPP or 10Base-T Ethernet) connection (csi, si, or r models)

Note: Thecsi model does not support X.25 connections.

Administration for Network Connectivity
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DEFINITY Switch Connectivity 1 Networking Overview

What is transmitted
between connected
switches?

How does the data
move between
switches?

TCP/IP signaling connections were introduced with DEFINITY Release 7. Starting
with R7, X.25 was no longer sold with new systems. R7 and later new systems ship
with only TCP/IP connections or ISDN-PRI for DCS signaling. However, existing
systems with X.25 and/or ISDN-PRI DCS signaling can be upgraded to the latest
version and keep those signaling links, or a new system can be added to an existing
DCS network. Connections to the CMS Call Center and Intuity AUDIX adjuncts can
use either X.25 or 10Base-T DCS signaling.

When a DCS network uses a mixture of two or three of the different DCS signaling
types, one or more switches in the network must act as agateway. A gateway switch
is connected between two switches using different signaling protocols and the
gateway enables the two end switches to communicate by converting the signaling
messages between the two protocols. A gateway switch can provide conversion
between two or al three of the signaling protocols, but only one protocol can be used
for DCS signaling between any two switches.

A telephone call consists of voice (bearer) data and call-signaling data. If the call is
over aDCS network, DCS signaling datais also required. The DCS signaling dataiis
sent over a separate path from the voice and call-signaling data.

Call-signaling data

The call-signaling data includes messages necessary to set up the call connection,
maintain the connection during the call, and remove the connection when the call is
finished.

DCS-signaling data

The DCS-signaling datais separate from the call-signaling data. How it gets
transmitted depends on the connection type, which determines the type of signaling
protocol used.

Figure 1 shows some of the major components of switch connections. Before R7, a
call from switch 1 to switch 2, which consists of voice and signaling data, is sent
through atrunk circuit pack acrossa TDM transmission facility to atrunk circuit pack
in switch 2. Releases 7 and later add alternate pathways for the call data. In R8 and
later releases, Q.931 signaling is used, which enables support for DCS+ and QSIG.
The C-LAN circuit pack enables signaling datato be packetized and sent over aL AN,
WAN, or the Internet. The IP Interface (TN802B) circuit pack enables voice dataand
non-DCS signaling datato be sent over IP facilities.

Administration for Network Connectivity
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DEFINITY Switch Connectivity 1 Networking Overview

Figure 1. Components of Switch Connectivity
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What do the The function of each circuit pack shown in Figure 1 is described below.

components do?

Processor

The processor board is the main control element in handling the call. Thisisthe
UN332B for ther model, the TN 790B for the si model, and the TN798B for the csi
model.

PGATE (r only)

On ther model, the PGATE board (TN577) connects the processor to the packet bus
and terminates X.25 signaling.

NetPkt (si only)

The Network control/Packet | nterface (NetPkt) board (TN794) replacesthe NETCON
(TN777B) and the PACCON (TN778) circuit packs in the R7si model. It aso
replaces the LAPD portion of the Pl (TN765) circuit pack.

Administration for Network Connectivity
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DEFINITY Switch Connectivity 1 Networking Overview

Pre-R7 circuit packs

C-LAN

The C-LAN circuit pack (TN799B) enables signaling data to be transmitted viathe
TCP/IP protocols across aLAN or WAN. Signaling types include call setup and
teardown, registration of 1P softphones, TSCs, QSIG and DCS signaling.

The C-LAN circuit pack providesthe datalink interface between the switch processor

and the transmission facilities. C-LAN prepares the signaling information for TCP/IP
transmission over one of two pathways — either via an Ethernet LAN or a point to
point protocol (PPP) connection — depending on how the data link is administered. |
the link is administered for an ethernet connection, the signaling data is sent out on
10Base-T network, which is connected directly to the C-LAN ethernet port. If the link
is administered for a PPP connection, C-LAN inserts the signaling data on the TDM
bus for subsequent inclusion (via the switching fabric) in the same DS1 bit stream a
the voice transmissions.

The C-LAN board can be inserted in any available port slot. Up to 10 C-LAN boards
can be used in the DEFINITY ECS R8r and R8si models — up to 2 C-LAN boards
can be used in the R8csi model. Each C-LAN board has 17 ports; port 17 is used fc
the LAN interface and the other 16 can be used for PPP connections. Up to 508
sockets are available on each C-LAN circuit pack.

IP-Interface

The IP Interface circuit pack (TN802B) enables two switches to transmit voice data
between them over an IP network. The TN802B normally operates in the MedPro
mode, which enables support of applications that comply with the H.323-v2
protocols. It can also operate in the IP Trunk mode to support R7 IP trunks that
emulate DS1 connections.

Tie-Trunk Circuit Packs

The tie-trunk circuit packs provide an interface between the switch and the
transmission facilities for voice data, call-signaling data and date/Sem
Description, 555-230-211 for descriptions of tie-trunk (and other) circuit packs.

PI (si only)

The PRI functionality of the Processor Interface (PI) board (TN765) is replaced by
the NetPkt board (TN794) in R7. The PI board will no longer be shipped with new
systems starting with R7. The Pl board is needed in switches upgraded to R7 and la
releases only if existing X.25 connections are retained. The Pl board has 4 data link
that can connect to DS1 tie trunks over the TDM bus for interface to DCS or ISDN
applications. The Pl board terminates BX.25 and ISDN-PRI link access procedure o
the D-Channel (LAPD).

NETCON (si only)

The network controller (NETCON) board (TN77B) is replaced by the NetPkt board
(TN794) starting in R7. For pre-R7 systems, NETCON provides an interface to the
processor for the port circuit packs on the TDM bus.

Administration for Network Connectivity
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DEFINITY Switch Connectivity

PACCON (si only)

The Packet Controller (PACCON) board (TN778) is replaced by the NetPkt board
(TN794) starting in R7. For pre-R7 systems, PACCON provides an interface to the
processor for D-Channel signaling over the packet bus.

1 Networking Overview

The following table gives a summary of the different types of call connections and
how the voice and signaling data are transmitted between switches.

Connection
Type

ISDN
(DCSH)
& QSIG

X.25

C-LAN
PPP

C-LAN
Ethernet

IP
Interface

R7—DS1
emulation

(IP Trunk
mode)

IP
Interface

R8 — H.323
trunk

(MedPro
mode)

Tie Trunk

Voice & Call-
Signaling
TL/EL facilities
using ISDN-PRI or
DS1 B-Channel

T1/EL facilities
using ISDN-PRI or
DS1 B-Channel
OR

Analog trunk

T1/EL facilities
using ISDN-PRI or
DS1 B-Channel
OR

Analog trunk

T1/EL facilities
using ISDN-PRI or
DS1 B-Channel
OR

Analog trunk

DCS
Signaling

TSCson the

ISDN-PRI
D-Channel

Packet PVC

Packet PVC

Packet PVC
(X.25)

LAN or WAN

Call & DCS
Voice Signaling

TSCsonthe
ISDN-PRI
D-Channel
TCP
Packet
(bcs
signaling
only)

RTP

Packet TCP

(IPInterface  Packet

inip trunk (C-LAN)

mode)

RTP

Packet TCP

(IPInterface Packet

in medpro (C-LAN)

mode)

For DCS+, X.25, and ppp connection types, the signaling and voice data are sent
together over tie-trunk facilities as TDM-multiplexed frames. The DCS signaling data
is sent as packets over a permanent virtual circuit (PVC) on tie-trunk facilities.

For C-LAN Ethernet connections, the signaling and voice data are sent together over
tie-trunk facilities as TDM-multiplexed frames. The DCS signaling datais sent as
TCP datagrams over an | P network through the C-LAN.

CID: 77730
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DEFINITY Switch Connectivity 1 Networking Overview

For IP Trunk connections, the voice data is sent over |P facilities as RTP datagrams

using the IP Interface assembly (TN802 or TN802B) — each packet can potentially
take a different route through the network. The call and DCS signaling data are sen
as datagram packets over an IP network using the C-LAN interface. The R7 type of |
trunk (IP Interface operating ip trunk mode) can also use tie-trunk PVC facilities

for the DCS signaling.

Release 8 Hardware Requirements

For the three DEFINITY ECS switch models — csi, si, and r — Release 8 IP trunking (H.323) and IP Softpho
connections require at least one IP Interface (TN802B) circuit pack and at least one C-LAN (TN799B) circuit
pack. DEFINITY One requires only the IP Interface circuit pack.

IP Interface

C-LAN

The IP Interface assembly (J58890MA-1 L30) is a 3-slot wide TN802B circuit pack
that provides voice processing over IP connections. The IP Interface assembly
contains an NT processor, which is automatically administered by the DEFINITY
software. The TN802B can be administered to operat®dipro mode for H.323

trunks and IP softphones, origtrunk mode for R7-type IP Trunk connections.

The C-LAN circuit pack, TN799B, provides call setup, TSCs, QSIG, and DCS
signaling over IP connections.

Note: The TN799B must be used to handle call signaling for the TN802B in
MedPro mode. However, the previous version of C-LAN (TN799) can be
used for call signaling with the TN802 or the TN802B operating in IP
Trunk mode. The TN799 can also be used for DCS signaling connections
on a switch that is using the TN802B in MedPro mode, as long as there
are TN799Bs to handle the call signaling for the TN802B.

Hardware Requirements for Upgrades from Pre-R7 Switches

DEFINITY release 7 introduced several hardware changes that are also required for release 8. This section
summarizes the hardware changes needed for pre-R7 switches upgrading to R8 for each switch model and
type of non-H.323 connectivity.

R8r model

The following table shows the hardware required for an upgrade to an R8r.

Connection Type | Hardware Required

BX.25 (Existing PGATE (TN577)
systems only)
TCP/IP C-LAN (TN799B)

(ethernet and ppp)
ISDN-PRI No hardware changes required

Administration for Network Connectivity
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DEFINITY Switch Connectivity 1 Networking Overview

R8si model The following table shows the hardware required for an upgrade to an R8si.

Connection Type Hardware Required

BX.25 (Existing - PI(TN765)

systems only) + NetPkt (TN794) —replaces the NetCon (TN777B) and the

PACCON (TN778) circuit packs
« Upgraded processor (TN790B)

« Induplicated systems, a second NetPkt Control
Assembly and anew DUPINT (TN792)

TCPIP « C-LAN (TN799B)

(ethernet and ppp) NetPkt (TN794) —replaces the NetCon (TN777B) and the
PACCON (TN778) circuit packs

« Upgraded processor (TN790B)

« Induplicated systems, a second NetPkt Control
Assembly and anew DUPINT (TN792)

« Expansion Interface (TN570) if there isan EPN and
there are packet-based applications (such as TCP/IP
over the C-LAN or ISDN-PRI over the TN464). The
TN776 El can be used only when the switch has no
packet-based applications.

ISDN-PRI + NetPkt (TN794) —replaces the NetCon (TN777B) and the
PACCON (TN778) circuit packs

« Upgraded processor (TN790B)

« Induplicated systems, a second NetPkt Control
Assembly and anew DUPINT (TN792)

« Expansion Interface (TN570) if thereisan EPN.

ISDN-PRI capabilities formerly provided by the Pl and
PACCON circuit packs are now provided by the NetPkt.
Note that you do not need to replace the TN767 with the
TNA464 since NetPkt supports D-channel signaling over the

TDM bus.
R8csi model The following table shows the hardware required for an upgrade to an R8csi.
Connection Type Hardware Required
BX.25 (Existing systems | The csi model does not support BX.25 connectivity.
only)
TCP/IP »  C-LAN (TN799B)
(ethernet and ppp) »  Upgraded processor (TN798B)
ISDN-PRI »  Upgraded processor (TN798B)

Administration for Network Connectivity
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DEFINITY Switch Connectivity

DEFINITY Connection types and capacities

1 Networking Overview

This subsection gives an overview of the types of connections that can be set up with DEFINITY switches and
adjuncts and capacities for some connectivity parameters.

Types of connections  Thistable lists the types of connections possible with each DEFINITY model and

adjunct.
DEFINITY ECS
R8 Model Connection Type | Endpoint
Ethernet DCS, CMS, Intuity AUDIX
) Synchronous PPP DCS

R8csi
ISDN-PRI DCS+
H.323 Trunk DCS+
Ethernet DCS, CMS, Intuity AUDIX
Synchronous PPP DCsS

R8s ISDN-PRI DCS+
BX.25 DCS, CMS, Intuity AUDIX,

DEFINITY AUDIX

H.323 Trunk DCS+
Ethernet DCS, CMS, Intuity AUDIX
Synchronous PPP DCsS

RS ISDN-PRI DCS+
BX.25 DCS, CMS, Intuity AUDIX,

DEFINITY AUDIX

H.323 Trunk DCS+

If an R8 switch is connected to two endpoints by different connection types, it acts as
agateway (protocol converter) between the endpoints.

Administration for Network Connectivity
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DEFINITY Switch Connectivity

DEFINITY Capacities

1 Networking Overview

The following table shows maximum allowable values and ranges for severa

connectivity parametersfor DEFINITY ECS Release 8. Note that some or all maxima
may not be achievable, depending on specific switch/traffic configurations.

csi si r
Circuit Packs 2C-LAN 10 C-LAN 10 C-LAN
X IP-Interface (medpro) 1 NetPkt 4 PGATE
2P 46 | P-Interface (medpro)
14 IP-Interface (medpro)
Audio Streamsper 31 for G711 codec 31 for G711 codec 31 for G711 codec

IP-Interface 22 for compression 22 for compression 22 for compression
board" codecs codecs codecs
H.323 IP Trunks 300 300 1000
+ IP Stations
Processor
Channels na 1-64 1-128

X.25 | 1-128 1-256 1-384

ethernet/ppp

Interface Channels
(listen ports):

X.25| na 1-64 1-64

ethernet/ppp 5000-64,500 5000-64,500 5000-64,500
ISDN-TSC na 128 256
Gateway Channels
Links per System 25 25 33
Links per Circuit
Pack:
Pl na 4 na
PGATE | na na 4
C-LAN 1 ethernet, 16 ppp | 1 ethernet, 16 ppp | 1 ethernet, 16 ppp

IP Routes

Hop Channels
(X.25 only)

270

na

* Circuit pack abbreviations:
C-LAN: Control LAN (TN799B)

400
128

650
256

NetPkt: Network Control/Packet Interface (TN794)
PI: Processor Interface (TN765; used only for X.25 connections retained from pre-R7 systems)
PGATE: Packet Gateway (TN577)
IP-Interface: Used in the Medpro mode (TN802B)
T The number of audio streams per board is 22 if only one call uses a compression codec, even if all
other calls use the G711.
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IP Softphones 1 Networking Overview

IP Softphones

This book focuses on administration for the trunk side of the DEFINITY |P Solutions offer. The administration
of the line side (1P Softphones) is covered in DEFINITY ECS R8 Administrator's Guideb5-233-506. For
completeness, abrief checklist of 1P Softphone administration is presented here.

For R8, there are two main types of DEFINITY IP Softphone applications — the
telecommuter application and the road-warrior application. The CentreVu IP Agent i
a variation of the telecommuter application.

Telecommuter The telecommuter application uses two connections to the DEFINITY system: a

application connection to the PC over the IP network and a connection to the telephone over th
PSTN. The user places and receives calls with the DEFINITY IP Softphone interfac
running on a PC and uses the telephone handset to speak and listen.

To administer a telecommuter application, you must complete these steps:

1 Verify that the DEFINITY system is enabled for IP Softphone use. On the Systen
Parameters Customer Options screen, verify that:
~ Maximum H.323 Stations is > 0
~ Maximum IP Softphones is > 0
~ |P Stations iy

2 Add a DCP station (or change an existing DCP station) using the Station screen

~ Type [enter the phone model you wish to use, such as 6408D]
~ Port:x if virtual, or the port number of an existing phone

~ Security Code: [enter the user’s password]

~ IP Softphoney

~ Go to page 2; Service Link Modas-needed

3 Install the IP Softphone software on the user's PC

Road-warrior The road-warrior application uses two separate software applications running on a P

application that is connected to a DEFINITY system over an IP network. The single network
connection carries two channels: one for call control signaling and one for voice.
DEFINITY IP Softphone software handles the call signaling and an H.323
VV2-compliant audio application (such as Micro@dﬁetMeetin@) handles the voice
communications.

To administer a road-warrior application, you must complete these steps:

1 Verify that the DEFINITY system is enabled for IP Softphone use. On the Systen
Parameters Customer Options screen, verify that:

~ Maximum H.323 Stations is > 0
~ Maximum IP Softphones is > 0
~ |IP Stations iy

2 On the DEFINITY system, add an H.323 station using the Station screen:

~ TypeH.322
~ Port:x

Administration for Network Connectivity
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3 Add aDCP station (or change an existing DCP station) using the Station screen:

~ Type [enter the phone model you wish to use, such as 6408D]
~ Port; x if virtual, or the port number of an existing phone
~ Security Code: [enter the user’s password]

~ Media Complex Ext: [enter the extension of the H.323 station from the
previous step]

~ IP Softphoney
~ Go to page 2; Service Link Modas-needed

4 Install the IP Softphone software on the user's PC

5 Install an H.323 VV2-compliant audio application (such as Microsoft NetMeeting)
on the user’s PC

Administration for Network Connectivity
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IP Addressing

This section describes P addressing, subnetting, and routing.

Physical Addressing

The Address Resol ution Protocol (ARP) software on the C-LAN circuit pack relates
the 32-bit logical 1P address, which is configured in software, with the 48-bit physical
address of the C-LAN circuit pack, which is burned into the board at the factory. The
C-LAN board has an ARP table that associates the | P addresses with the hardware
addresses, which are used to route messages across the network. Each C-LAN board
has one physical address and up to 17 assigned | P addresses (one for each port).

Logical Addressing

An |P addressis a software-defined 32-bit binary number that identifies a network
node. The IP address has two main parts -- the first n bits specify a “network ID” anc
the remaining 32 — n bits specify a “host ID.”

Format
n -
- > 82-n >
Gl Network ID Host ID
Type
Dotted Decimal The 32-bit binary IP address is what the computer understands. For human use, the
notation address is typically expressed in dotted decimal notation — the 32 bits are grouped

into four 8-bit octets (bytes) and converted to decimal numbers separated by decim
points, as in the example below.

Octet 1 Octet 2 Octet 3 Octet 4
11000010 00001101 11011011 00000111

T L ¥

194 .13.219.7

The eight binary bits in each octet can be combined to represent decimal numbers
ranging from O to 255.

Administration for Network Connectivity
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Conversion between

binary and decimal

IP Address Classes

1 Networking Overview

Conversion from binary to decimal notation is accomplished by adding the powers of
2 corresponding to the 1's positions in each byte:

20= | 26=  25=  24= | 23= 22=  pl= 20

128 64 32 16 8 4 2 1
194 = 1 1 0 0 0 0 1 0
13 = 0 0 0 0 1 1 0 1
219 = 1 1 0 1 1 0 1 1
= 0 0 0 0 0 1 1 1

The IP address space’{r about 4.3 billion addresses) has been divided into five
groups, Classes A-E, to accommodate the need for different network sizes. Each
class has a different allocation of bits between the network and host IDs. The classt
are identified by a fixed pattern of leading bits.

In Class A addresses, the first (leftmost) bit is always 0. So Class A IP addresses ha
7 bits to define network IDs; 7 bits can define a total of 128 (0-->127) Class A
networks. The remaining 24 bits of a Class A IP address are used to define host ID:
So for each of the 126 networks, there &fed 16,777,216 possible hosts.

The following table shows how IP addresses are the allocated among the five classe
Octet 1 R Octet 2 . Octet 3 P Octet 4

Ll
P

y
A
A
N
y

Class A

0| Network ID Host ID
50%

Class B

2504 1/0 Network 1D Host ID

Class C
12.5%

[y
[N
o

Network ID Host ID

Class D
6.5%

Reserved for Multicast addresses

Class E
6.5%

Reserved for future use

Address classes A, B, and C cover 87.5% of the address space. These addresses «
assigned by the ISP or the Internet Assigned Number Authority (IANA) to
organizations for their exclusive use. The remaining 12.5% of addresses, designate
classes D and E, are reserved for special purposes.

14
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Private IP Address

1 Networking Overview

The lANA assigns a network address to an organization and a network administrator
in the organization assigns the Host 1Ds associated with that Network ID to nodes
within the organization’s network.

The following table shows the ranges of network and host IDs, and the total numbel
of IP addresses (# network IDs times # host IDs), for each class.

Network ID Range Host ID Range Total IP
Addresses
Class A 7 bits 24 bits 2.1 Billion
126 Networks: igsvxll(ll_mn Hosts per 50%
1to 126 ’
0.0.1 to 255.255.254
Class B 14 bits, 16 bits 1.1 Billion
16,382 Networks: 65,534 Hosts per network 2506
128.0 to 191.255 0.1 to 255.254
Class C 21 bits, 8 bits 0.5 Billion
2.1 Million Networks: 254 Hosts per network: 12.5%
192.0.0 to 233.255.255 1to 254
Classes 0.5 Billion
D&E 12.5%

You can tell the class of an IP address by the first octet. For example, 191.221.30.1(
is a Class B address and 192.221.30.101 is a Class C address.

Addresses on the Internet need to be unique to avoid ambiguity in message routing
over the Internet. To insure uniqueness, the Internet Assigned Number Authority
(IANA) controls the use of IP addresses. Organizations that maintain private
networks that never communicate with the Internet can use arbitrary IP addresses ¢
long as they are unique within the private network. To help prevent the duplication o
IP addresses on the Internet, the IANA has reserved the following ranges of IP
addresses for private networks:

1 Class A networks: 16.6 Million addresses: 10.0.0.0 --> 10.255.255.255
16 Class B networks: 1 Million addresses: 172.16.0.0 --> 172.31.255.255
256 Class C networks: 65,000 addresses:192.168.0.0 --> 192.168.255.255

These IP addresses can be used repeatedly in separate private networks, which are
connected to the Internet. Routing tables prohibit the propagation of these addresse
over the Internet. (See RFC 1918). All other IP addresses are unique and must be
assigned by the IANA or ISP.

Administration for Network Connectivity
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Subnetting

Subnetting is the grouping of 1P addresses associated with anetwork ID into two or
more subnetworks. The subnets of a network ID are visible only within the
organization that owns the network 1D; Internet routers route messages based on the
network ID and the routers within the private organization differentiate between the
individual subnets.

Reasons for subnetting Subnetting is desirable because it enables amore efficient allocation and management
of |P addresses.

The three-class hierarchy of 1P addresses resultsin an inefficient allocation of
addresses in many cases because addresses are assighed and managed in blocks by
network ID. For example, a company that needs 10,000 | P addresses in each of two
locations might be assigned two Class B network IDs, each of which provides 65,534
| P addresses. Even though one Class B network ID would provide more than enough
addresses for both locations, having a separate network 1D for each location is easier
to manage. If the company uses only 20,000 of these addresses, about 100,000 go
unused.

In this case, subnetting would enable the company to use one Class B network 1D and
subdivide the addresses into two subnets, one for each location. Each subnet would

have a unique “extended network ID” that would enable them to be managed as if
they had unique network IDs.

Typically, organizations need to manage IP addresses in separate groups based or
several criteria in addition to location:

» different typesof LANs

» different server applications
» different work projects

e Security

The grouping of 1P addresses provided by the three-Class structure does not allow
nearly enough flexibility to meet the needs of most organizations. Subnetting allows
the N P addresses associated with anetwork ID to be divided into asfew as 2 groups,
each with N/2 addresses, or into as many as N/2 groups, each with 2 addresses, if

desired.
How subnets are RFC 950 defines a standard procedure to divide a Class A, B, or C network 1D into
created subnets. The subnetting adds a third level of hierarchy to the two-level hierarchy of

the Class A, B, and C network ID number. An “extended network prefix” is formed
by using two or more bits of the Host ID as a subnet number, and appending this
subnet number to the network ID.

Administration for Network Connectivity
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Subnet Masks

1 Networking Overview

Two-level classful hierarchy

Cless Network 1D Host ID
Type ~
//
Three-level subnet hierarchy Y 2
Clees Network ID Subnet ID Host ID
Type

¢ Extended Network Prefix——p»

Subnet mask

1111111111111111111...1 '00000...0

The extended network prefix isthen treated as a normal network ID. The remaining

host ID bits define the host Ds within each subnet. For example, ablock of IP

addresses could be subdivided into four subnets by using 2 host bits to “extend” the
network ID. Now there are 4 times as many (extended) networks and 1/4 as many
hosts per network.

Note: In adding up the number of network and host IDs, certain addresses
cannot be counted. In general, addresses with all ones or all zeros in
either the network portion or the host portion of the address are not
usable. These are reserved for special uses, such as broadcasting or
loopback.

Routing protocols usesaibnet mask to determine the boundary between the extended
network ID and the host ID in an IP address. The subnet mask is a 32-bit binary
number consisting of a string of contiguous 1's followed by a string of contiguous
0’s. The 1's part corresponds to the extended network prefix and the 0’s part
corresponds to the host ID of the address.

Each of the three classes of addresses has a default subnet mask that specifies the
of the 1st, 2nd, and 3rd octet as the boundary between the extended network prefix
and the host ID. The default subnet mask in each case means “no subnetting.”

Default Subnet Mask

ClassA | 11111111.00000000.00000000.00000000
255.0.0.0

Class B 11111111.11111111.00000000.00000000
255.255.0.0

Class C 11111111.11111111.11111111.00000000
255.255.255.0

In addition to the default subnet masks, which divide the network and host IDs at th
octet boundaries in the IP address, subnets can be formed by using 2 or more bits
from the host octets to define the subnet ID.

Administration for Network Connectivity
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Class-C subnets The following table shows that Class-C | P addresses can have 5 subnetting schemes,
each with adifferent number of subnets per network. The first and last subnet, formed
by using 1 and 7 bits respectively, are unusabl e because they result in either the
subnet ID or the host ID having all zeros or all ones.

No. No.of | No.of Binary
0. 0.0 0.0 Subnet .
Sub- Usable | Hosts No. of D Decimal Class C
Usable IP Subnet
net | Subnets| per Addresses D Subnet Masks
bits = per NW | Subnet (4th
Octet)
1 0 126 0 1000000( 128 | 255.255.255.1728
2 2 62 124 11000000 192 255.255.255/192
3 6 30 180 11100000 224 255.255.255/224
4 14 14 196 11110000 240 225.225.225/240
5 30 6 180 11111000 248 255.255.255/248
6 62 2 124 11111100 252 255.255.255/252
7 126 0 0 11111111 254 | 255.255.255.254

3-bit subnets

As an example, the third row of the table shows the results of using 3 bits for the

subnet ID. Three bits are “borrowed” from the host ID leaving 5 bits for the host IDs.
The number of subnets that can be defined with three bitssi82669 001, 010,

011, 100, 101, 116;3)L10f these, only 6 are usable (all ones and all zeros are not
usable). The remaining 5 bits are used for the host IDs. Of these, 2 30 are

usable. As shown in columns 2—4 (row 3), by using 3 bits for subnetting, a Class C
network can be divided into 6 subnets with 30 host IDs in each subnet for a total of
6 X 30 = 180 usable IP addresses.

Subnet mask

The subnet mask is defined as follows. The subnet bits “borrowed” from the host ID
are the highest-order bits in the octet of the host ID. The 5th and 6th columns of the
table show the binary and decimal subnet IDs, formed by using the subnet bits as tt
highest-order bits in an octet. For example, in the third row of the table, the binary bi
pattern is 11100000, which is decimal 224. This is the highest number that can be
formed with the 3 high-order bits in the octet. The subnet mask is formed by putting
this number in the 4th octet of the default subnet mask (shown in the last column of
the table).

The mask, 255.255.255.224, corresponds to a bit pattern of 27 ones followed by 5
zeros. This mask would be used to check that two IP addresses are on the same or
different subnets by comparing the first 27 binary digits of the two addresses. If the
first 27 binary digits are the same, the two addresses are on the same subnet.

Administration for Network Connectivity
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1 Networking Overview

Example

To continue the example using a 3-bit subnet ID, assume a Class C network ID of
192.168.50.xxx. This network ID can provide 254 usable | P addresses, all on the

same network — from 192.168.50.1 to 192.168.50.254. If we divide this network intc
3-bit subnets, we will have 6 usable subnets with 30 usable IP addresses in each
subnet. Note that we have lost 74 usable IP addresses in the process because we |
to discard the all-ones and all-zeros subnet IDs (62 addresses) and host IDs (12
addresses). There is always a loss of usable IP addresses with subnetting.

The following table shows the subnet boundaries for the six subnets formed with 3
bits. The boundaries are the numbers formed by using all combinations of 3 bits as
highest-order bits in an octet (Columns 1 and 2) and then using these numbers in tt
4th octet for the host IDs.

Binary Decimal Range of usable IP
Subnet Subnet Addresses in the
Boundaries Boundaries| Subnet
(for 3 bits)
00000000 0 not usable
00100000 32 192.168.58B to
192.168.5@®2
01000000 64 192.168.5h to
192.168.5@4
01100000 96 192.168.9. to
192.168.50L26
10000000 128 192.168.529 to
192.168.50L58
10100000 160 192.168.5®1 to
192.168.50L90
11000000 192 192.168.5@3 to
192.168.5@22
11100000 224 not usable

For example, the IP addresses 192.168.50.75 and 192.168.50.91 are on the same
subnet but 192.168.50.100 is on a different subnet. This is illustrated in the following
diagram where the subnet mask, 255.255.255.244 is used to compare the first 27
binary digits or each address.

Administration for Network Connectivity
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192 168 50 75
11000000 10101000 00110010 01001011
192 168 50 91
11000000 10101000 00110010 01d11011
192 168 50 100
11000000 10101000 00110010 01100100
Subnet mask 255 255 255 224
11111111 11111111 11111111 11100000
- 27 digits >

The other four possible subnetting schemesfor Class C addresses, using 2, 4, 5, and 6
subnet bits, are formed in the same way. Which of the 5 subnetting schemes to use
depends on the requirements for the number of subnets and the number of hosts per
subnet.

Class-A and Class-B For Class A and Class B IP addresses, subnets can be formed in the same way asfor

subnets Class C addresses. The only difference is that many more subnets per network can be
formed. For Class B networks, subnets can be formed using from 2 to 14 bitsfrom the
3rd and 4th octets. For Class A networks, subnets can be formed using from 2 to 22
bits from the 2nd, 3rd and 4th octets.

The Subnet Mask field on the ppp Data M odule screen (used for ppp connections) and
on the IP Interfaces screen (used for ethernet connections) enables the specification of
asubnet for the | P address.

Administration for Network Connectivity
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Valid subnet masks

Class A
(default 255.0.0.0)

255.192.0.0
255.224.0.0

255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.

240.
248.
252.
254,
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.

0.0
0.0
0.0
0.0
0.0

128.
192.
224,
240.
248.
252.
254.
255.
255.
255.
255.
255.
255.
255.

Ol o o o o o o

128
192
224
240
248
252

Class B:
(default 255.255.0.0)

255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.

255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.
255.

The valid subnets for each Class of address are:

192.
224.
240.
248.
252.
254.
255.
255.
255.
255.
255.
255.
255.

0

oO/lo o o o | o

128
192
224
240
248
252

1 Networking Overview

Class C

(default 255.255.255.0)
255.
255.
255.
255.
255.

255.
255.
255.
255.
255.

255.192
255. 224
255. 240
255. 248
255. 252

Notice that all 5 valid Class C subnet masks can also be valid Class B or Class A
subnet masks, and all 13 valid Class B subnet masks can also be valid Class A subnet

masks.

For example, 255. 255. 255. 224 isavalid subnet mask for al three address
classes. It allows 6 (23-2) subnetworks for Class C addresses, 2046 (211-2)

subnetworks for Class B addresses and 524,286 (21°~2)subnetworks for Class A
addresses. Each of these subnetworks can have 30 (2°-2) hosts.
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Default Gateway

1 Networking Overview

On LANSs that connect to other networks or subnetworks, it is convenient to define a
default gateway node. The default gateway node is usually arouter that is connected
to 2 or more different (sub)networks. It could also be a C-LAN ethernet port that is
connected to other C-LANSs on the same switch. Any packets addressed to a different
(sub)network, and for which no explicit IP route is defined, are sent to the default
gateway node. The default gateway nodeis either directly connected to the addressed
node or knows of another router that knows how to get to the packet address.

A default gateway can be assigned to anode (C-LAN port or |P Interface port) on the
IP Interfaces screen. If you do not assign adefault gateway to a node, an explicit host
I P route must be defined to enable communications to any node on a different
(sub)network.

Y ou can also assign a default gateway by setting up an IP route with the default node

as the destination and the router (or C-LAN) as the gateway. The default nodeisa
display-only entry on the Node Names screen with IP address 0.0.0.0. It actsas a

variable that takes on unknown addresses as values. When the “default” IP route is ¢
up, any address not know by C-LAN is substituted for the default address in the
default IP route, which uses the router as the “default” gateway.

A SECURITY ALERT:
A default gateway could allow unauthorized access to your network if it
is not properly administered and maintained.

22
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When to use IP routes

Y ou need to define IP routes only in special cases when default gateways are not
defined or when you want to limit communication between nodes. This section
describes the network configurations that require explicit | P routes.

The following table summarizes when you would use IP routes:

Connection When IP Routes are Needed:
Type

The endpoints are on different subnets and no default
gateway is defined on the I P Interfaces screen for the
local node, and

»  Youwant theloca nodeto communicate with only
Ethernet the specified node on a remote subnet (thisisa
host route type), or

» You want the local node to communicate with any
node a remote network but not with nodes on other
networks (thisis a network route type)

There are one or more intermediate nodes between

PPP endpoints.

The host and network route types are not specified directly. The system implies the
type from the specified destination 1P address and its associated subnet mask. The
route type is displayed on the |P Routing screen for the display, list, and modify
commands.

The endpoint nodes are on the same subnet if the following three conditions are met:
« the endpoints are on the same physical subnetwork

« the Subnet Mask field is assigned the same value on the IP Interface
screens for the two endpoint nodes

« thenetwork + subnet portions of the |P addresses (as determined by the
subnet mask) are the same

See Subnetting (page 16) for more information about subnet masks.
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IP Routing Screen

The following diagram shows the IP Routing screen.

1 Networking Overview

display ip-route 1 Page 1 of 1
I P ROUTI NG
Rout e Number: 1
Desti nati on Node: clan-a2
Gateway: router-1

C- LAN Board: 1b01
Metric: O

Rout e Type: host

To set up an IP route, enter the node names for the destination and the gateway, and
enter the slot location of the C-LAN on the local switch. The destination and gateway
node names and their associated | P addresses must be specified on the Node Names
screen.

The Route Type isadisplay-only field that appears on the screen for the display, list,
and change ip-route commands. Thisfield indicates whether the route is a host or
network route. It is a host route if the destination address (associated with the
Destination Node on the Node Names screen) isthe address of a single host, or node.
Itisanetwork routeif the destination addressis the address of a network, not asingle
node.

An |P address for a network has the network 1D in the network portion and 0 in the
host portion. For example, 192.168.1.0 is the network address for the 192.168.1
network.

When anetwork is subnetted, and you want to set up a network 1P routeto a

subnetwork, the | P address of the subnetwork is the first addressin that subnetwork,

which has all 0’s for the host portion of the address. For example, the subnet mask
formed by using 2 bits of the host portion of a Class C address is 255.255.255.192
(1100000 = 192). For the 192.168.1 network, this subnet mask creates 2 usable
subnetworks whose IP addresses are 192.168.1.64 (0100000 = 64) and 192.168.1.:
(1000000 = 128), with 62 usable host addresses in each subnetwork.

If you wanted the local C-LAN node to be able to communicate with the nodes on th
192.168.1.64 subnetwork and not with others, you could do the following:

1 Leave blank the Gateway Address field on the IP Interfaces screen.

2 Enter a node name — for example, “subnet-1” — and the IP address,
192.168.1.64, on the Node Names screen.

3 Set up an IP route with “subnet-1" in the Destination Node field.

See the description of the subnet masRiibnetting (page 16dr more information
on subnet addresses. 3BeRouting (page 251ih Appendix A for a description of
the Metric field.
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IP Route Examples

1 Networking Overview

PPP Connections

The diagram below shows three switches in a DCS network with PPP signaling
connections between switches A & B and between switches A & C. All nodesin this
diagram are C-LAN ports. PPP data modul es are administered between nodes 1 & 2
on switches A & B, and between nodes 3 & 4 on switches A & C. With these
connections, switch A can communicate with switches B and C without using the IP
Routing screen to administer explicit host I P routes. However, switches B and C need
host IP routes to communicate with each other because they are not directly
connected.

SW B
_ 1 Ds1
S DCS Signaling over PPP
/ 1|C-LAN
/
/ SW C
ppp / I DS1
/ / :
~
/ _ — " 4|CLAN
DS1- . _ _ — — — - = -
]
1
C-LAN %

The | P routes needed between nodes for this example are listed in the following table.
The Destination Node and Gateway Node columnsin the table show the nodes that
you would enter on the |P Routing screen to administer a host |P route. On the IP
Routing screen, you would enter the node names assigned on the Node Names screen
for these nodes.

Node Destination Route

Connections  Node  Cateway Comments

Switch Tvpe
Node yp

host IP route needed
because there is an

B 1—>4 4 2 intermediate node
between nodes 1 & 4.
host IP route needed
C 4—>1 1 3 because there is an

intermediate node
between nodes 4 & 1.

Note: (1) The PPP data modules on switches B and C for the connectionsto A
must be enabled before the | P routes can be administered.

Note: (2) Nodes 2 and 3 in this example are two ports on the same C-LAN
board. Messages from node 1 destined for node 4 arrive at node 2; the
C-LAN ARP software routes the messages to node 4 through node 3.
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1 Networking Overview

PPP with Ethernet Connections

The diagram below shows two interconnected (sub)networks. There are three
switchesin a DCS network with a ppp signaling connection between switches A & B
and an ethernet signaling connection between switch A and the adjunct. Switches A
& B and the adjunct are on one (sub)network and switch C is on another
(sub)network.

Switch A acts as a gateway to convert between the two signaling protocols. PPP data
modul es are administered between nodes 1 & 3 on switches A & B and ethernet data
modul es are administered on switches A & C for the C-LAN ethernet port interfaces
to their LANSs. With these connections, switch A can communicate with switch B and
with the adjunct without using the | P Routing screen to administer explicit | P routes.

Normally, node 5 would be defined as the default gateway for node 2 on the IP
Interfaces screen, which would enable switch A to communicate with switch C
without an explicit I P route defined. However, if node 5 is not assigned as the default
gateway for node 2, switch A needs an IP route to communicate with switch C
because these switches are on different (sub)networks. Similarly, node 6 would
normally be defined as the default gateway for node 7; if not, switch C needsan IP
route to communicate with switch A.

Also, switch B needs an | P route to communicate with switch C because B is
connected to A via ppp and there are intermediate nodes between B & C.

SWB DCS Signaling over PPP
3] Dps1 .
~ ; DCS Signaling over Ethernet/Internet
/ L R
/ C-LAN
/ SWC
ppp /
Y. DS1
SWA 1 - Network 1 Network 2 7
DS1l . _— — r-4C-LAN
1
I |
C-LANp = - - - - - - ) LAN !
Ethernet | | ' |
L LAN : Ethernet
| 1 1 o = -l
I 1
\ .
|
|
|
"4
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The following table shows the IP routes needed if nodes 5 and 6 are not defined as
default gateways for nodes 2 and 7, respectively.

Node IP Route |IPRoute

Switch : Destination | Gateway Comments
Connections
Node Node

IP route needed because nodes 2
& 7 are on different subnets and

A 2—>7 7 5 the Gateway Address field for the
node-2 C-LAN is blank on the IP
Interfaces screen.

IP route needed because 3 is
connected to 1 via ppp and there
are intermediate nodes between 3
3—>4 4 1 & 4. The data module for the ppp
connection between nodes 3 and 1
must be enabled before
administering this route.

IP route needed to because 3 i<
connected to 1 via ppp and there
are intermediate nodes between 3
3—>7 7 1 & 7. The data module for the ppp
connection between nodes 3 and 1
must be enabled before
administering this route.

IP route needed because nodes 4
& 7 are on different subnets and

7—>4 4 6 the Gateway Address field for the
node-7 C-LAN is blank on the IP
Interfaces screen.

IP route needed because nodes 2
& 7 are on different subnets and
7—>2 2 6 the Gateway Address field for the
C node-7 C-LAN is blank on the IF
Interfaces screen.

IP route needed because nodes 3
& 7 are on different subnets. This
route depends on route 7—>2.

7—>3 3 2 Note: this route would not be
needed if node 6 is administered
for proxy ARP to act as a proxy
agent for node 3.
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Ethernet-only Connections

The diagram below shows three interconnected (sub)networks. There are three
switches in a DCS network with ethernet signaling connections between them.
Switches A & B and the adjunct are on one (sub)network and switch C is on another
(sub)network. Nodes 1, 2, and 6 are C-LAN ports. Node 3 is the adjunct interface port
tothe LAN. Nodes 4, 5, and 7 are interfaces to the WAN/Internet cloud and have |P
addresses that are on different (sub)networks. An ethernet data module and 1P
Interface is administered for the C-LAN ethernet port on each switch.

Switches A and B can communicate with each other and with the adjunct without
using the | P Routing screen to explicitly administer host 1P routes. Normally, node 4
would be defined as the Gateway Address for node 1 on the IP Interfaces screen,
which would enable switch A to communicate with switch C without an explicit host
I P route defined. However, if node 4 is not assigned as the Gateway Address for node
1, switch A needs an IP route to communicate with switch C because these switches
are on different (sub)networks. Similarly, node 5 would normally be defined as the
default gateway for node 6; if not, switch C needs an | P route to communicate with
switch A.

In this configuration, network IP routes could be used alone, or in combination with
host IP routes, to tailor access among nodes. For example, if you wanted node 1 to be
able to communicate with any node on (sub)networks 2 and 3, you would define node
4 asthe Gateway Address for node 1. Then you would not need any | P routes defined
for node 1. If you wanted node 1 to be able to communicate with all nodes on
(sub)network 3 but none on (sub)network 2, you would define a network |P route to
(sub)network 3 (and not assign node 4 as the Gateway Address for node 1). Then
node 1 could communicate with any node on (sub)network 3 without defining host 1P

routes to them.
SWB
DsS1
DCS Signaling over Ethernet/Internet
¢AN L---"""""""""""-""=""=-"-
2,
I
I
| SwWcC
: DS1
I Network 1 Network 2 6 C-LAN
SWA | 19216810 10216820 T
DS1 I 1
1 | LAN !
CLANF=------ a | H
| LAN | !
! | |
|
|
|
|
'3
Network 3
192.168.3.0 LAN
1
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The following table shows the IP routes needed if node 4 is not defined asthe
Gateway Address (on the IP Interfaces screen) for nodes 1, 2, and 3 but node 5is
defined as the Gateway Address for node 6.

Node IP Route |IPRoute
Route

Switch | Connec- Destination Gateway Tvoe Comments
tions Node Node yp
IP route needed because
nodes 1 & 6 are on different
subnets and no Gateway
—> . o
! 6 6 4 host Address is specified for the:
node-1 C-LAN on the IP
Interfaces screen.
A This route enables node 1/to
communicate with any noce
1—> on Network 3. The node
network-3 4 network namenetwork-3 must be
network 3

associated with the IP
address 192.168.3.0 on th2
Node Names screen.

IP route needed because
nodes 2 & 6 are on different
subnets and no Gateway

B 2—>6 6 4 host ' Address is specified for the
node-1 C-LAN on the IP
Interfaces screen.
No IP routes are needed an
C Switch C because node 5 |s

defined as the Gateway
Address for node 6.
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2 H.323 Trunks

This chapter describes how to set up and perform initial administration of IP Trunks between
DEFINITY ECS switches and between DEFINITY and non-DEFINITY switches that support the
H.323 V2 signaling protocols. The IP trunk connections described in this chapter use the TN802B
circuit pack in the MEDPRO mode. See Appendix F for administration of trunk connections that
use the TN802 or TN802B in the IP Trunk mode.

Overview

This section provides a summary of DEFINIY [P Solutions for DEFINITY ECS Release 8.2.

IP Solutions

DEFINITY ECS IP Solutions provide TCP/IP connectivity for two types of trunks and three types of IP
Softphones. On DEFINITY ECS, IP Solutions use the TN802B | P Interface assembly for voice processing and the
TN799B C-LAN for signaling. The TN802B IP Interface includes a Windows NT server that resides on the
TN802B circuit pack insidethe DEFINITY ECS.

The TN802B IP Interface, introduced in Release 8, can be administered to operates in either the MedPro mode
(for H.323-compliant ISDN PRI-equivalent trunk connections) or IP Trunk mode (for DS1-emulation
connections). It will typically be used in the MedPro mode. The IP Trunk mode is provided for compatibility
with existing R7 IP Trunk connections.

The TN802 IP-Interface introduced in Release 7, which operates only in the IP Trunk mode, can be upgraded via
firmware download to the TN802B.

The following table lists the | P Solutions configurations and the circuit packs and software used with each.

Circuit Pack Requirements Software
IP Solutions Requirements
R7 R8
TN802B inmedpro mode
H.323 Trunk B with TN799B -
Trunks TN8O02B ini k mod
inip trunk mode
IP Trunk TN802 with TN7998 -
Road-warrior B TN802B inmedpro mode DEFINITY IP Softphone!
application with TN799B Microsoft NetMeeting
P
Softphones | Slecommuter - TN799B DEFINITY IP Softphone
application
CentreVu IP Agentf  — TN799B DEFINITY IP Softphorie

* The IP Softphones should work with other audio applications that are fully H.323 v2-compliant.
DEFINITY IP Solutions was devel oped and tested with Microsoft NetMeeting.
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IP-Connected Trunks

H.323 Trunk

IP Trunk

IP Softphones

I P-connected trunks allow trunk groups to be defined as | SDN-PRI-equivalent tie
lines between switches over an |P network.

Trunks using I P connectivity provide cost-reduction and simplified management.
Benefits include a reduction in long distance voice and fax expenses, facilitation of
global communications, full-function networks with data and voi ce convergence, and
network optimization by using the existing network resources.

The TN802B IP Interface in Medpro mode enables H.323 trunk service using IP
connectivity between two DEFINITY ECS systems. H.323 trunk groups can be
configured as DEFINITY -specific tie trunks supporting ISDN trunk features such as
DCS+ and QSIG, or as generic tie trunks permitting interconnection with other
vendors’ H.323 v2-compliant switches, or as direct-inward-dial (DID) type of
“public” trunk providing access to the switch for unregistered users. A variety of
signaling options can be chosen by the system administrator.

The IP Trunk mode (of the TN802B IP Interface) will typically be chosen for
interoperability with existing TN802 (as opposed to the TN802B) IP Interface circuit
packs. IP Trunk mode can be used only between two DEFINITY switches. Each IP
Interface circuit pack in IP Trunk mode provides a basic twelve-port package that ca
be expanded up to a total of 30 ports.

DEFINITY IP Softphones operate on a PC equipped with Microsoft Windows
95/98/NT and with TCP/IP connectivity to DEFINITY ECS. DEFINITY IP Solutions
supports three IP Softphone configurations:

« Road-warrior application of IP Softphone — a PC running the DEFINITY IP
Softphone application and an H.323v2-compliant audio application, with a single
IP connection to a DEFINITY server.

« Telecommuter application of IP Softphone — a PC running the DEFINITY IP
Softphone application with an IP connection to the DEFINITY server, and a
standard telephone with a separate PSTN connection to the DEFINITY server.

- CentreVu IP Agent — same as the Dual-Connection IP Softphone with the
addition of call-center agent features that enable agents to work at home.

The DEFINITY IP Softphone can also operate in a “native H.323" mode, which is a
PC-based single phone with limited features.

Documentation on how to set up and use the IP Softphones is included on the
CD-ROM containing the IP Softphone software. The documentation includes a
Getting Started quick reference, an overview and troubleshooting document, and
context-sensitive help integrated with the softphone software.

Procedures for administering the DEFINITY ECS server to support IP Softphones ar
given inDEFINITY ECS R8.2 Administrator's Guidsb5-233-506.

32
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H.323 Trunk Administration

This section describes the administration steps needed to setup H.323 trunks. The first subsection coversthe
enabling administration that needs to be in place before the trunk administration can be done. The second
subsection gives a summary of the H.323 trunk administration and the last subsection gives the detailed steps.
The screens used for this administration are described in detail in Appendix A, Screens Reference.

Screen fields not mentioned here are administered as in previous releases.

Enabling Administration

Before you can administer an H.323 trunk, afew customer options and circuit pack parameters need to be
properly set. In addition, there are some optional maintenance and | P parameters that can be administered. These
enabling settings are summarized here.

Optional Features The Optional Features screen must be administered by the init login. Open the screen

(System Parameters with the change command (ch sys cu) and set the following fields:
Customer Options)

page 1
e G3Version=V8

»  Maximum H.323 Trunks = number purchased; must be greater than 0.

page 3
e H.323Trunks?=y

e ISDN-PRI?=Yy
Circuit Pack The C-LAN and IP Interface assembly circuit packs must be administered on the

Circuit Pack screen. Open the Circuit Pack screen with the change command (ch ci)
and enter the board codes in available port slots:

C-LAN
« Code=TN799
« Sx=B

« Name=C-LAN

IP Interface assembly — enter in a slot with at least two empty slot before it
» Code=TN802

- Sx=B
+ Name= MAPD Board {entered automatically by system}

Thetwo slotsimmediately before this slot are automatically populated as follows:
» Code=DSMAPD {displays automatically}

Change DSMAPD to MEDPRO {the IP Interface board defaults to the IP Trunk
mode, which is specified by the DSMAPD in thisfield. Changing thisfield to
MEDPRO changes the board’s mode to MEDPRO}

«  Sx={blank}
« Name=Reserved - IP {displays automatically}
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Maintenance-Related Four parameters on the Maintenance-Related System Parameters screen set threshold

System Parameters values for network performance:
page 4
» Roundtrip Propagation Delay (sec) High: 800 Low: 400
»  Packet Loss (%) High: 40 Low: 15

» Ping Test Interval (sec): 20
»  Pings per Measurement Interval: 10

These parameters have no effect unless the bypass function is activated on the
Signaling Group screen. If the bypass function is activated for a signaling group,
ongoing measurements of network activity collected by the system are compared with
these values. If the values of these parameters are exceeded by the current
measurements, the bypass function terminates further use of the network path
associated with the signaling group. The following actions are taken when thresholds
are exceeded:

+ existing cals are maintained
» incoming calls are allowed

» outgoing calls are blocked on this signaling group; if so administered, blocked
calls are diverted to alternate routes (either 1P or circuits) as determined by the
administered routing patterns

Y ou can use the default values set for these parameters, or you can change them to fit
the needs of your network. The Maintenance-Related System Parameters screen can
be administered by the init, inads, or craft logins. Open the screen with the change
command (ch sys ma).

IP Parameters The IP Media Parameters screen allows you to specify the type of codec used for
voice encoding and companding (compression/decompression). The main difference
between codecsis in the compression algorithm used: some codecs compress the
voice data more than others. A greater degree of compression results in lower
bandwidth requirements on the network, but may also introduce transmission delays
and lower voice quality.

The default codec is set for G711. The G711 provides the highest voice quality
because it does the least amount of compression, but it uses the most bandwidth. The
G711 default setting can be changed to one of four other codecsif the G711 does not
meet your desired voice-quality/bandwidth tradeoff specification. Also, if the far-end
switchisanot aDEFINTIY ECS, you may need to change the codec to match one
that is supported by that switch.

The order in which the codecs are listed on this screen is the order of preference of
usage. A trunk call between two DEFINITY switches will be set up to use the first
common codec listed on the two | P Parameters screens.

NOTE: The codec ordering must be the same on DEFINITY switches at
both ends of an H.323 trunk connection. The set of codecs listed need
not be the same, but the order of the listed codecs must be the same.
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Best Service Routing

Y ou can aso use the Audio I P port number range field to specify a block of port
numbersto be used for audio connections. Then, if your network is equipped with the
appropriate datafiltering devices, audio data can be segregated from other datatraffic
to improve quality of service.

Open the screen with the change command (ch ip-p) and set the following fields:

»  Codec type = { enter as many of the following types as supported by thisswitch, in
the preferred order of usage — G711A, G711Mu, G723-6.3k, G723-5.3k,

G.729A}. Refer to the following table of bandwidth requirements to decide which

codecs to administer:

Codec Bandwidth Requirement
G711 A-law @ 64K bps 117.6 Kbps

G711 Mu-law @ 64Kbps 117.6 Kbps

G723 @ 6.3Kbps 31.1 Kbps

G723 @ 5.3Kbps 29.6 Kbps

G729A @ 8Kbps 33.6 Kbps

» Audio IP port number range =

UDP Port Range
Min: 2048
Max: 65535

The G711 codecs use either an A-law or Mu-law companding algorithm. The Mu-law
algorithm isused in the U.S. and Japan; the A-law istypically used in other countries.

The call center Best Service Routing (BSR) feature can be implemented using H.323
trunks. Y ou can use H.323 trunks for just the polling function or for both the polling
and interflow functions. Since polling requires only a small amount of data exchange,
the additional network traffic isinsignificant. However, the interflow function
requires a significant amount of bandwidth to carry the voice data. Depending on the
other uses of the LAN/WAN and its overall utilization rate, the voice quality could be
degraded to unacceptable levels.

Lucent recommends that if H.323 trunks are used for BSR interflow, thistraffic
should be routed to alow-occupancy or unshared LAN/WAN segment. Alternatively,
you might want to route internal interflow traffic (which may have lower
quality-of-service requirements) over H.323 trunks and route customer interflow
traffic over circuit-switched tie trunks.

Administration for Network Connectivity
555-233-504 — Issue 1 — April 2000 CID: 77730 35



H.323 Trunk Administration 2 H.323 Trunks

H.323 Trunk Administration — Task Summary

After the enabling administration is complete, you can administer the H.323 IP trunks. The screens and fields
that need to be administered are listed below.

Node names

IP Interfaces

Ethernet Data Module

NOTE: Thisis only alist of screens and the fields that need to be
administered. The values that need to be entered in these fields are
described in the next section.

A node name and | P address must be entered on the Node Names screen for each
C-LAN and IP Interface board on the local switch. For each far-end node that the
H.323 trunks on the local switch will connect to, anode name and IP address must be
entered for the far-end gatekeeper, which isa C-LAN board if the far-end isa
DEFINITY switch. Enter valuesin these fields:

~ Node Name
~ [P Address

Each DEFINITY switch in an IP network has one | P Interfaces screen. One line on
this screen must be administered for each C-LAN and each |P Interface board. Enter
valuesin these fields:

~ Network regions are interconnected?
~ Enable

~ Type

~ Slot

~ Code

~ Sfx

~ Node Name

~ Subnet Mask

~ Default Gateway Address

~ Region

A data modul e screen, type ethernet, must be administered for each C-LAN board on
the switch. Enter valuesin thesefields:

~ Type

~ Port

~ Link

~ Name

~ Network uses 1's for broadcast address?
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Signaling Group Each H.323 trunk must be assigned to a signaling group. Enter valuesin these fields:

page 1
~ Group Type
~ Trunk Group for Channel Selection
~ Near-end Node Name
~ Near-end Listen Port
~ Far-end Node Name (Optional)
~ Far-end Listen Port (Optional
~ LRQ Required?
~ Calls Share | P Signaling Connection?
~ BypassIf IP Threshold Exceeded?

Page 2 — Administered NCA TSC Assignment

NCA TSCs need to be administered only if thissignaling group isto be used for DCS,
AUDIX, MASI, or as Gateway. Administration of TSCsisthe same asin previous
releases.

Trunk Group Each H.323 trunk must be assigned to a trunk group, which is assigned to asignaling
group. Enter valuesin these fields:

page 1
~ Group Type
~ Carrier Medium
~ Service Type
~ Codeset to Send Display
~ TestCal ITC
~ TestCal BCC

page 2
~ Used for DCS?

~ PBXID
~ DCS Signaling

page 4—trunk group members assignment
~ Port

~ Code
~ Name
~ Night
~ SigGrp
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IP Media Parameters Each DEFINITY switch in an IP network has one |P Media Parameters screen. Use
this screen to enter:

~ thetypes of codecs (for audio processing) available on this switch
~ the preferred order of use of the codec types
~ therange of port numbers available for audio connections

Network Regions The Region field on the | P Interfaces screen allows you to set up segregated groups of
C-LAN and IP Interface (Medpro) resources. This feature can be used in avariety of
ways. For example, you could useregionsto allocate specific C-LAN and I P Interface
boards to H.323 trunks and others to stations; or you could use regionsto avoid
multimediatraffic over low bandwidth or high-latency network links.

H.323 Trunk Administration — Task Detail

This section describes the tasks that need to be completed to administer an H.323 trunk. Sample values are used
to populate the fields to show the relationships between the screens and fields.

Task 1 — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network that this
switch communicates with via | P connections. A Node Names screen must be
administered on each DEFINITY switch in an IP network.

A node is defined as any of the following — a C-LAN ethernet or ppp port, a bridge
or router, a CMS ethernet port, or an Intuity AUDIX or other MSA network interface
card. The AUDIX and MSA node name and IP address must be entered on page 1
the screen. The data for all other node types must be entered on pages 2-6.

For H.323 connections, each MedPro ethernet port (IP intedadb¢ local switch
only must also be assigned a hode name and IP address on this form.

The node names and IP addresses in any network should be assigned in a logical &
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a Lucent representative.

Note: Enter node names for Intuity AUDIX and MSA adjunctgpage 1. Enter
node names for switches, routers, and CMS startinmpga?2.
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Task 1 Steps

Begin
> Open Node Names screen — emtkr node- n

> Go to page 2 of the screen

change node- nanes Page 2 of 6
NODE NAMES

Name | P Addr ess Name | P Addr ess

clan-al ~ 192.168.10 .31  __ P s o
clan-a2 _ 192.168.20_.31  _ PSP
defaul t 0 o .o .o e
nedpr o-al _ 192.168.10 .82 .
nedpr o- a2 _ 192.168.20_.812 .
nedpr o- a3 _ 192.168.10 .82 e
medpro-bl  _ 192.168.10 .83 -

> Enter values.

Field Conditions/Comments
Name Enter unique node names for:
« Each C-LAN ethernet port on the network
« Each IP-Interface (Medpro) board on the local switch.

The default node name and | P address is used to set up a default
gateway, if desired. Thisentry isautomatically present on the Node
Names screen and cannot be removed.

When the Node Names screen is saved, the system automatically
alphabetizes the entries by node name.

IP Address | Enter aunique IP addresses for each hode named in the previous
field.

> Submit the screen
End
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2 H.323 Trunks

ThelPinterface for each C-LAN and MedPro board on the switch must be defined on
the IP Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces
form.

Task 2 Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces

Inter-region | P con

I P Interfaces

nectivity all owed?

Page 1 of 2

n

Enabl e Net
Eth Pt Type Sl ot Code Sfx Node Nane Subnet Mask Gat eway Addr Rgn
y C-LAN 01A10 TN799 B clan-al 255. 255. 255. 0 192.168.10 .100 1
y VEDPRO 01A13 TN802 B nedpro-al 255. 255. 255. 0 192.168.10 . 100 1
y VMVEDPRO 01A16 TN802 B nedpro-a2 255, 255. 255. 0 192.168.20 .100 1
y C-LAN 01A09 TN799 B clan-a2 255. 255. 255. 0 192. 168.20 . 100 2
y VEDPRO 01B13 TN802 B nedpro- a3 255. 255. 255. 0 192.168.10 . 100 2
y IVEDPRO 01B09 TN802 B nedpro-bl 255, 255. 255. 0 192.168.10 . 100 2
n 255. 255. 255. 0
> Enter values
Field Conditions/Comments
Inter-region IP Entery to allow IP endpoints (phones and trunks) to Use
connectivity MedPro resources administered in regions that are
allowed? different from the endpoints’ regions.

Enable Eth Pt

Type
Slot
Code

Sfx

Node name

The Ethernet port must be enalylgtiéfore it can be
used. The port must be disabled before changes can be
made to its attributes on this screen.

Enterc-lan or medpro.
Enter the slot location for the circuit pack.

Display only. This field is automatically populated with
TN799 for C-LAN or TN802 for MedPro.

Display only. This field is automatically populated with B
for the TN802 and TN799.

Enter the unique node name for the IP interface. Thz node
name entered here must already be administered or| the
Node Names screen

lof2
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Field Conditions/Comments
Subnet Mask Enter the subnet mask associated with the I P address for
this IPinterface. (The IP address is associated with the
node name on the Node Names screen).
Gateway Addr Enter the address of a network node that will serve asthe
default gateway for the IP interface.
Net Rgn Enter the region number for this IP interface.
20f2
> Submit the screen
End
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Task 3 — Assign Link via ethernet Data Module to the LAN

Thistask administers an ethernet data modul e for the connection between the C-LAN
board’s ethernet port (port 17) and the LAN. The data module associates a link
number and extension number with the C-LAN ethernet port location. This
association is used by the DEFINITY processor to set up and maintain signaling
connections for multimedia call handling.

The C-LAN ethernet port is indirectly associated with the C-LAN IP address via the
slot location (which is part of the port location) on the IP Interfaces screen and the
node name, which is on both the IP Interfaces and Node Names screens.

Task 3 Steps

Begin

> Open Data Module form — entex da n

add dat a- nodul e next Page 1 of X
DATA MODULE

Dat a Extension: 2377 Nane: ethernet on link 2
Type: ethernet
Port: 01c0817
Li nk: 2_

Network uses 1's for broadcast addresses?: y

> Enter values

Field Conditions/Comments
Type: Thisindicates the data-modul e type (ethernet) for thislink.
Port: Ethernet connections must be assigned to port 17 on the C-LAN
circuit pack.
Link: The link number must be in the range 1 — 33 for G3r, or 1 — 25 for

G3si and G3csi, and not previously assigned on this switch.

Name: This field is information-only; it appears in lists generated by the
“list data module” command.

Network Leave the defaulty) if the private network contains only

uses 1's for, DEFINITY switches and adjuncts. Setrtmnly if the network

broadcast includes non-DEFINITY switches that use the 0’s method of

addresses? forming broadcast addresses. See Appendix A, “Data Moduls -
type ethernet” for more information about this field.

> Submit the screen
End
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Task 4 — Create a signaling group

Thistask creates a signaling group that will be associated with H.323 trunks that
connect this switch to a far-end switch. One or more unique signaling groups must be
established for each far-end node that this switch is connected to via H.323 trunks.

Note: Thefollowing steps address only those fields that are specifically related
to H.323 trunks. The other fields are administered asfor previousreleases

and are described in the Administrator’s Guide.

Task 4 Steps

Begin

> Open new Signaling Group form — entersi g n

add signaling-group n Page 1 of 5

SI GNALI NG GROUP

G oup Number: 3 G oup Type: h.323
Max nunber of NCA TSC:. 0
Max number of CA TSC. O
Trunk Group for NCA TSC
Trunk G oup for Channel Selection:

Suppl enentary Service Protocol: a

Near - end Node Nane: cl an-al Far-end Node Nane: clan-bl
Near - end Listen Port: 1720 Far-end Listen Port: 1720
LRQ Requi red? n Calls Share | P Signaling Connection? n
Bypass If | P Threshol d Exceeded? n
I nt er net wor ki ng Message: PROG ess

> Enter values

Field Conditions/Comments

Group Type: Enteh.323

Trunk Group for Leave blank until you create a trunk group in the

Channel Selection:

Near-end Node Name:

Near-end Listen Port:

following task; then use the change command and jenter
the trunk group number in this field.

Enter the node name for the C-LAN IP interface bn this
switch. The node name must be administered on the
Node Names screen and the IP Interfaces screen.

Enter an unused port number from the range 1719, 172
or 5000-9999. The numb&r20 is recommended.

If the LRQ field is set ty, the near-end
Listen Port must b&719.

Note:

1of2
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Field Conditions/Comments

Far-end Node Name; Thisisthe node name for the far-end C-LAN IP
Interface used for trunks assigned to this signaling
group. The node name must be administered on the
Node Names form on this switch.

Thisfield can be left blank if the signaling group is
associated with an unspecified destination.

Far-end Listen Port: The same number as entered in the Near-end Listen
Port field is recommended; this number must match the
number entered in the Near-end Listen Port field on the
signaling group form for the far-end switch.

Thisfield can be left blank if the signaling group is
associated with an unspecified destination.

LRQ Required? Leave the default (n) if the far-end switchisa
DEFINITY ECS. Settoy only if the far-end switchisa
non-DEFINITY switch and requires alocation request
(to obtain a signaling address) in its signaling protocol.

Calls Share IP Alwaysenter y for inter-DEFINITY connections. If the
Signaling Connection?| loca and/or remote switch isanon-DEFINITY switch,
leave the default (n).

Bypassif IP Threshold ~ Set toy to automatically remove from service trunks

Exceeded? assigned to this signaling group when | P transport
performance falls below limits administered on the
Maintenance-Related System Parameters (sys par

maint) screen.
2o0f2
>Go to page 2
add si gnal i ng-group next Page 2 of 5
ADM NI STERED NCA TSC ASSI GNVENT
Ser vi ce/ Feat ur e: As-needed | nactivity Tinme-out (mn):
TSC  Local Mach.
I nde Ext . Enabl ed Est abli shed Dest. Digits Appl. I D
1: n
2: n
3: n
4: n
5: n
6: n
7. n
8: n

If this signaling group will be used for DCS, enter NCA TSC information here. See
Chapter 3, Configuration 4, for instructions.

> Submit the screen
End
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2 H.323 Trunk

Task 5 — Create a trunk group

Thistask creates a new trunk group for H.323 trunks. Each H.323 trunk must be a
member of an ISDN trunk group and must be associated with an H.323 signaling

group.

The following steps address only those fields that are specifically related
to H.323 trunks. The other fields are administered asfor previousreleases
and are described in the Administrator’s Guide.

Note:

Task 5 Steps

S

Begin
> Open new Trunk Group form —entar tr n
add trunk-group n Page 1 of 10
TRUNK GROUP
G oup Number: 3 Group Type: isdn CDR Reports: vy
G oup Name: TG 3 for H. 323 trunks COR 1 ™: 1 TAC. 103
Direction: two-way Qut goi ng Di splay? n Carrier Medium I[P
Di al Access? n Busy Threshol d: 99 Ni ght Servi ce:
Queue Length: O
Servi ce Type: tie Aut h Code? n TestCall ITC: rest
Far End Test Line No:
TestCall BCC: O
TRUNK PARAVETERS
Codeset to Send Display: O Codeset to Send National |Es: 6

Max Message Size to Send: 260 Char ge

Answer Supervi sion Timeout: O

Advi ce: none

Suppl enentary Service Protocol: a Digit Handling (in/out): enbloc/enbloc
Trunk Hunt: cycli cal QS| G Val ue- Added Lucent? n
Digital Loss Group: 13
Cal i ng Nunber - Del ete: Insert: Number i ng For mat :
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In? y Qut? n

> Enter values

Field Conditions/Comments
Group Type Entersdn.

Carrier Medium Enteip.

Service Type Entetie.

TestCall ITC: Enteunre (unrestricted).
TestCall BCC: Ente0.
Codeset to Send Display Enter

Note: Outgoing Display

This field may need to be changed if the
far-end is a non-DEFINITY switch.
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> If using DCS, go to screen page 2

add trunk-group n Page 2 of 10
TRUNK FEATURES

ACA Assignment ? n Measur ed: none W deband Support? n
Internal Alert? n Mai nt enance Tests? y

Data Restriction? n NCA- TSC Trunk Menber:
Send Nanme: n Send Cal ling Nunber: n

Used for DCS? v PBX ID: 4
Suppress # Qutpul sing? n DCS Si gnal i ng: d-chan

CQut goi ng Channel | D Encodi ng: excl usive UU | E Treatnment: service-provider

Repl ace Restricted Nunbers? n
Repl ace Unavai |l abl e Nunbers? n
Send Connected Nunber: n

Send UCI D? n
Send Codeset 6/7 LAl IE? y

> Enter values

Field Conditions/Comments
Used for DCS? Entery.
PBX ID: Enter the switch ID. Thisisthe valuein the

Destination Node Number field onthe Dial Plan
Record screen of the remote switch.

DCS Signaling: Enter d- chan.
Note: These fields may need to be changed if the
«  Send Name far-end isanon-DEFINITY switch.

»  Send Calling Number
«  Send Connected Number

> Goto page 4
add trunk-group 3 Page 4 of 10
TRUNK GROUP
Adm ni stered Menbers (m n/nmax): 0/0
GROUP MEMBER ASSI GNVENTS Total Admi ni stered Members: 0
Por t Code Sfx Nane Ni ght Sig Gp

1. ip H 323 Tr 1 3

2: ip H 323 Tr 2 3

3:ip H 323 Tr 3 3

4.

5:

Note: Each signaling group can support up to 31 trunks. If you need more than
31 trunks between the same two switches, add a second signaling group
with different listen ports, and add a second trunk group. See Signaling
group assignments (page 50) for more information about the relationship
between signaling groups and H.323 trunk groups.
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> Enter group members

Field Conditions/Comments

Port Enter ip. When the screen is submitted, this value will
automatically be changed to a “T” number of the form
TXXXXX.

Name Enter a 10-character descriptive name for the trunk. The
name is to help you identify the trunk — it is not used by
the system.

Sig Grp Enter the number of the signaling group that you set up

for H.323 trunks.

>Submit the screen

When the screen is submitted, the Port field for the IP (H.323) trunksis changed to a
Txxxxx number, as shown below.

di spl ay trunk-group 3 Page 4 of 10
TRUNK GROUP
Adm ni stered Menbers (m n/ nmax): 1/3
GROUP MEMBER ASS| GNMENTS Total Adm ni stered Menbers: 3
Por t Code Sfx Name Ni ght Sig Gp

1: TO0004 H 323 Tr 1 3

2: TO0005 H 323 Tr 2 3

3: T00006 H 323 Tr 3 3

4:

5:

End
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Task 6 — Modify signaling group

Thistask modifiesthe signaling group form to add atrunk group number to the Trunk
Group for Channel Selection field.

Task 6 Steps

Begin
> Busy out the signaling group — entar si g 3
> Open the Signaling Group form — entdr sig 3

change signaling-group 3 Page 1 of 5

G oup Nunber: 3 G oup Type: h.323

S| GNALI NG GROUP

Max nunmber of NCA TSC. 0
Max nunmber of CA TSC. 0
Trunk Group for NCA TSC

Trunk G oup for Channel Selection: 3_
Suppl enentary Service Protocol: a
Near - end Node Name: clan-al Far-end Node Nane: clan-bil
Near-end Listen Port: 1720 Far-end Listen Port: 1720
LRQ Required? n Calls Share | P Signaling Connection? n
Bypass If |IP Threshol d Exceeded? n
> Enter values
Field Conditions/Comments

Trunk Group for Channel Enter the trunk group number. If there is more than

Selection one trunk group assigned to this signaling group, the
group entered in this field will be the one that cah
accept incoming calls.

> Submit the screen

> Release the signaling group — entet si g 3.
End
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Task 7 — Specify codecs

Thistask modifies the |P Media Parameters screen to specify the type of codecs
available on this switch and the preferred order of use of the different types.

Task 7 Steps

Begin

> Open the IP Parameters screen — egtteri p- p

change i p- paraneters Page 1 of 1
| P Medi a Paraneters

Audi o Codec
Pr ef er ences

G 711MJ
G 723-6. 3K
G 729A

2 HNE

UDP Port Range

M n: 2048
Max: 65535 n

> Enter values

Field Conditions/Comments

Audio Codec Preferences  Enter up to four codec types in the order of
preference of use. Valid types are: G711A, G711Mu,
G723-6.3k, G723-5.3k, G.729A.

Note: The codec orderingust be the same on
DEFINITY switches at both ends of an
H.323 trunk connection. The set of
codecs listed need not be the same, but
the order of the listed codecs must be thi2
same.

SeelP Parameters (page 34y a description of thiz
differences between codec types.

UDP Port Range Enter a minimum and maximum port number to
specify a block of port numbers to be used for audio
connections. Valid values are 1 to 65535, with M n <
Max.

> Submit the screen
End
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Troubleshooting IP Solutions

This section provides solutions to some commonly encountered problems with H.323 trunks and 1P Softphones.

H.323 Trunk Problem Solving

Signaling group
assignments

Multiple H.323 trunk groups can be assigned to a single signaling group, as with
standard trunk groups that use circuit-switched paths. However, when multiple H.323
trunk groups have different attributes, it is usually better to assign each H.323 trunk
group to a separate signaling group. An H.323 signaling group directs all incoming
callsto a single trunk group, regardiess of how many trunk groups are assigned to
that signaling group. This is specified in the field “Trunk Group for Channel
Selection” on the H.323 signaling group screen.

In the example shown in Figure 2, two trunk groups are assigned to the same
signaling group on each of two switches, A and B. Trunk groups Al and B1 are set u
to route calls over a private network. Trunk groups A2 and B2 are set up to route cal
over the public network. The signaling group on switch B terminates all incoming
calls on trunk group B1 as specified by the “Trunk Group for Channel Selection”
field. Calls from switch A to switch B using trunk group Al and the private NW are
terminated on trunk group B1, as desired. However, calls from switch A to switch B
using trunk group A2 and the public NW are also terminated on trunk group B1, not
trunk group B2, which would be the desired outcome.
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No MedPro resources
available

C-LAN sharing

The solution to this problem isto set up a separate signaling group for each trunk
group, as shown in Figure 3. More generally, set up a separate signaling group for
each set of trunk groups that have common attributes.

Figure 2. Shared signaling group

TGAL Private NW oBL
SGB1
SGA1l Trunk Group
for Channel
Selection =
. TGB1
TGA2 Public NW TGB2
Switch A Switch B

Figure 3. Separate signaling group

SGAl Private NW SGB1
TGAL Trunk Group TGB1
for Channel

Selection =
TGB1

TGAZ SGA2 Public NW SGB2 TGB2
Trunk Group
for Channel
Selection =
TGB2
Switch A Switch B

If two switches are connected viaan H.323 trunk and all MedPro resources are in use
on the call-destination switch when acall is made, the call will fail even when a2nd
preference is administered in the routing pattern on the source switch. This can be
avoided by setting the first preference look ahead routing (LAR) to “next” in the
routing pattern.

Depending on the network configuration, a single C-LAN board has the capacity to
handle the signaling for multiple applications. For example, the call center Call
Management System (CMS) would typically use a small portion of a C-LAN’s
capacity so the same C-LAN could easily handle the signaling for other IP endpoint
at the same time. There are many variables that affect the number of C-LAN and
TN802B (MedPro) circuit packs that you will need for your network configuration.
To accurately estimate the C-LAN and MedPro resources needed, a network
configuration tool is available from Lucent. See ApperdliXCapacities and
Performancdor a summary of this tool.

Traffic congestion is potentially a problem when multiple IP Interfaces (such as
C-LAN, MedPro, PCs, CMS) share a network and some of the endpoints are heavil
used. This problem can be minimized by using a switched network and assigning
endpoints (such as CMS) to a separate LAN/WAN segment.
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IP Softphone Problem Solving

Codecs used with
Netmeeting

Telecommuter use of
phone lines

NetMeeting drops
unanswered calls

NetMeeting ignores
out-of-band tones

Voice quality for the road-warrior application of DEFINITY P softphone will vary
depending on several factors. Poor voice quality can be caused by the use of the
high-compression codecs (G.723 or G.729) in situations where the low-compression

codec (G.711) should be used. This can happen unexpectedly when using NetM eeting

— when the G.711 is set as the preferred codec on the switch, NetMeeting may fail 1
use it. Since there is no way to monitor which codec is being used, the only way to
determine that this is the problem is to disable all but the G.711 codecs. Then, if cal
no longer work, it can be concluded that NetMeeting is failing to use the G.711. The
solution to this problem is to reinstall NetMeeting.

The telecommuter application of the IP Softphone requires the use of two phone line
one for the IP connection to DEFINITY, which is used for softphone registration and
call signaling, and the other for a PSTN connection, which DEFINITY uses as a
callback number to establish the voice path. How you allocate your phone lines to
these two functions may make a difference.

For example, assume that you have telephone services provided by the local phone
company, such as voice mail, associated with one of your lines and not the other. Ir
this case, you should use the line with the services to make the initial IP connection 1
register the softphone and use the line without the services as the POTS callback f
the voice path. Otherwise, there could be undesirable interactions between the
softphone and the local services. For example, if your telecommuter application is
registered and you were using your POTS callback line for a personal call when a
business associate dialed your work extension, the business associate would heary
home voice mail message.

For calls made to a NetMeeting softphone, if the call is not answered or if coverage |
not administered, after about 5 rings NetMeeting drops the call and the station stop:
ringing but the caller continues to hear ringback. To avoid this situation, make sure
that coverage is administered for the NetMeeting softphone.

NetMeeting ignores any H.323 digits received out-of-band, so it never hears DTMF
from DEFINITY, which always strips DTMF from the audio path and plays it
out-of-band with H.323.

For example, if you are on a call on a NetMeeting softphone and the calling party
presses a number or character on their keypad, you will not hear the tone.
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This chapter describes how to administer TCP/IP data connections between DEFINITY ECS
switches using the C-LAN circuit pack. This chapter does not cover the use of the IP Interface
circuit pack for H.323 connectivity.

Overview

This chapter provides an update of the R7 administration procedures, which were
described in Chapter 2, “DCS Administration,” of issue 1 of this book. The R8
changes described in this chapter are:

« R8administration procedures using the changed ethernet Data M odul e screen and
the new IP Interfaces screen

« useof IP Routes, which, in some cases, are not needed in R8 when they were
needed in R7

« additional procedures for administering CMS and Intuity AUDIX

TCP/IP connections (ppp or ethernet) require DEFINITY ECS Release 7 or later
hardware and software. ISDN and BX.25 connections are supported on switches
upgrading to R8 and pre-R7 switches can be connected to R8 switches vialSDN or
BX.25. However, new systems are not sold with X.25 connections. Therefore, all
switchesin the configuration are assumed to be upgraded to release R7 or later.

Supported Switches and Adjuncts

Csi-model switches cannot have X.25 connections. New R8si and R8r switches
cannot have new X.25 connections but pre-R7 switches with X.25 connections can be
upgraded to R8 and keep the X.25 connections.

The vs model of DEFINITY ECS cannot be upgraded to R8 — R6.3 is the last releas
supported for the vs model. However, pre-R7 releases of the vs model will be
supported (via X.25 and ISDN, not TCP/IP) in customer networks that include R8
versions of the csi, si, and r models.

The call management system (CMS) and Intuity adjuncts can be connected to the
DEFINITY ECS R8csi with an ethernet connection and to the si and r models with
either an ethernet or Bx.25 connection. Procedures for administering these
connections are not covered in this book. They are documen@sttie\Vu CMS

Switch Connections and Administration (585-215-876) for CMS and imtuity

Messaging Solutions, LAN Integration with DEFINITY ECS (585-313-602) for

Intuity. CMS administration is covered @entre CMS Software I nstallation and

Setup, 585-215-866.
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Checklist for Prerequisite Administration

Thisisachecklist of thingsthat need to be completed before you can proceed with the
network administration tasks. Review this checklist before starting the administration

tasks.

O Checklist ltem

The prerequisite administration needed depends on whether the system is new or
is being upgraded from an R7 or pre-R7 system to R8. Use the following map to
determine which steps to perform.

‘ New

[R7 |

Pre-R7 si with ‘\/\

ISDN connections 4 5 6 7 —=

| 1 2 3
to be preserved }_/\/

Other Pre-R7

For more information about the checklist items, refer to Appendix A or the
appropriate upgrades book in "References”, page 56.

UPGRADES ONLY: Steps 1-6 apply only to systems being upgraded to K8
from an R7 or pre-R7 release. For new systems, skip to step 7.

1 Save translations on customer flash card (csi or si models) or tape (r
model). For R7 systems, skip to step 5.

2 This step is for thei model only. It preserves ISDN-PRI connections,
which (for R7 and later) are carried on the NetPkt circuit pack instead of
the Pl or PACCON circuit packs. ISDN-PRI connections are preserved
transparently on the csi and r models.

If:
the si switch has existing ISDN-PRI connections that the customer wants to
keep, complete the following steps:

~ De-administer the ISDN-PRI connections:
« busy the ISDN links
« remove comm-interface links of type ISDN
» remove comm-interface processor channelsthat use ISDN links
« remove data modules using those links

~ Save translations on a “working” flash card

Otherwise:

skip to step 3.
1of3
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O Checklist Item
3 Remove old circuit packs:

~ Turn off the power.

~ For the csi model, remove the Processor (TN798) circuit pack (Dont
remove the processor circuit pack if it isa TN798B).

~ For the si mode] remove the Processor (TN790), PACCON (TN778),
and NETCON (TN777) circuit packs. If there are X.25 connections
that the customer wants to keep, leave the Pl (TN765) circuit pack in
the switch; otherwise removeit.

~ For ther mode| if there are X.25 connections that the customer wants
to keep, leave the PGATE (TN755) circuit pack in the switch;
otherwise, removeit.

4 Install new circuit packs on al switches upgrading from a pre-R7
software load to R8:

~ For csi modelsinstall the TN798B (processor) and TN799B
(C-LAN) circuit packs.

~ For si modelsinstall the TN790B (processor), TN794 (NetPkt), and
TN799B (C-LAN) circuit packs. For any PPN or EPN that will be
carrying packet data, replace the TN776 (Expansion Interface) with
the TN570B or TN570C circuit pack.

~ For r modelsinstall TN799B (C-LAN.)
The C-LAN circuit pack is required for TCP/IP (ppp and ethernet)

connections. In all cases, the R8 software will run without the TN799B
(C-LAN) circuit pack; all other new circuit packs are required for R8.

5 Install the R8.1 Software on al switches upgrading to R8.1

6 Copy trandations from translations flash card or tape (G3r). Use the
“working” flash card if ste8 was performed.

NEW and UPGRADE Systems — the following items apply to both new systems
and systems being upgraded to R8 from a previous release. For more informatio
about the checklist item, refer to the appropriate installation book in "References”
page 56

7 Established physical connections at each node.
8 Set software version on the System Parameters Customer Optioris forn

General Administration for new installations — the following translations should
already be in place for existing systems and usually should not need to be ¢hange
for an upgrade to R8 unless new nodes are being added to the network. R=fer to
appendix A for more information about these tasks.

9 DS1 circuit packs administered
20f3
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O Checklist Item
10 Signaling group administered

~ page 1 — Trunk board address and Interface ID
~ Page 2 — Administered NCA TSC assignment

11 Synchronization plan administered
12 Trunk groups assigned

13 Dial plan administered

14 Uniform dial plan administered

15 AAR analysis administered

16 Route pattern administered

17 Hunt groups assigned
30f3

Configurations

The task descriptions are presented in six relatively simple configurations. Each
configuration describes how to administer either a 2-switch connection or a 3-switch
gateway connection. The procedures for administering these configurations can be
used either individually or in groups as “building blocks” for constructing most
networks involving DEFINITY ECS R8 and pre-R7 switches.

The following table lists the configurations described in this chapter.

Config- | Switch | Connection| Switch | Connection| Switch Page
uration 2 1 1 2 3
1 R7si ppp R7r page 60
2 R7csi ethernet R7r page 73
(+CMS)
3 Si bx.25 R7r ethernet R7si | page 99
4 csi isdn R7si ppp R7csi| page 124
5A R7csi ppp R7r ethernet R7si | page 146
5B R7csi ppp R7r ethernet R7si | page 171
(2 C-LAN
boards)

The first 2 configurations are simple 2-switch networks. The next two are 3-switch
networks with Switch 1 serving as a gateway between different signaling types for
connection 1 and connection 2. The last two configurations are ppp—ethernet
networks; 5B, is the same as 5A except the Switch 1 has two C-LAN boards insteac
of one.
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TCP/IP connections (ppp or ethernet) require DEFINITY ECS Release 7 or later
hardware and software. ISDN and BX.25 connections are supported on switches
upgrading to R8 and pre-R7 switches can be connected to R8 switches vialSDN or
BX.25. However, new systems will not be sold with X.25 connections. Therefore, all
switchesin the five configurations are assumed to be upgraded to release R7 or later
except the si connected via BX.25 and the csi connected vial SDN in configurations 3
and 4 — these 2 switches could be either R7 or pre-R7 versions.

Organization of this chapter

Configuration Overview

Task Summary

Configuration Diagram

The descriptions of the configurations have a common format. Each configuration
section has the following subsections:

» Configuration overview

»  Task summary

»  Checklist of prerequisite tasks
» Configuration diagram

«  Administration tasks

The subsections are described bel ow.

Each of the configuration sections begins with a brief description of the network
represented by the configuration. This section includes a high-level diagram and a
description of the switches and their connections for each node in the network.

Lists the tasks that need to be performed to administer this configuration.
1 Review checklist
2 Assign node names
3 Assignlinks
4 Assign processor channels

Procedures for completing each of these tasks are described in detail following this
summary.

A detailed diagram of the configuration is shown after the task summary. The

diagram is in two parts — one part showing the software-defined connections and tf
other part showing the hardware connections. The diagram shows many of the
parameters that are entered on the administration screens
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In the hardware part of the diagram, the paths for voice and signaling data are shown
by dashed or dotted lines. The data for voice and call-setup signaling usually takes a
different path through the switch hardware from the path for DCS and | SDN signaling
data. These two types of data are distinguished in the hardware part of the diagram by
the following convention.

A dashedline, " — — — _ _ ", indicates voice and call-setup data.
A dotted ling, " - - - - - - - - - - - ", indicates DCS signaling data.

In the software part of the diagram, the virtual path from processor to processor
between two nodes istraced by dashed lines. The path starts at a processor channel on
one node, through the link/interface-channels on each node, to the processor channel
on the connected node.

This section gives the detailed steps for administering the connections between
switches. For each configuration, there are several tasks and each task consists of
several steps. All of the tasks needed to administer all the nodes in the network are
included in each configuration.

The administration task sectionslist the steps for completing a screen (or "form™) and
show a representation of the filled-in screen. Many of the field values shown in the
screens are examples — you will use different values that are appropriate for your
system. Information about the fields and their values — when and why different
values are used — is given for each screen. More detailed information about the
screens and their fields is given in Appendix A.

Supported Switches and Adjuncts

Csi-model switches cannot have X.25 connections. New R8si and R8r switches
cannot have new X.25 connections but pre-R7 switches with X.25 connections can t
upgraded to R8 and keep the X.25 connections.

The vs model of DEFINITY ECS cannot be upgraded to R8 — R6.3 is the last releas
supported for the vs model. However, pre-R7 releases of the vs model will be
supported (via X.25 and ISDN, not TCP/IP) in customer networks that include R8
versions of the csi, si, and r models.

The call management system (CMS) and Intuity adjuncts can be connected to the
DEFINITY ECS R7csi with an ethernet connection and to the si and r models with
either an ethernet or Bx.25 connection. Procedures for administering these
connections are not covered in this book. They are documen@stitieVu CMS

Switch Connections and Administration (585-215-876) for CMS and imtuity
Messaging Solutions, LAN Integration with DEFINITY ECS (585-313-602) for

Intuity. CMS administration is covered @entre CMS Software I nstallation and

Setup, 585-215-866.
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Intuity AUDIX LAN Setup Summary

Thefollowing list summarizes the steps for setting up an Intuity AUDIX onaLAN.

1
2

Assign node name and IP address

Assign UNIX machine name, |P address, configure LAN card.
“Networking Administration, TCP/IP Administration”
Assign country and switch type

“Switch Interface Administration, Switch Selection”

Assign extension length, Host Switch Number (switch node from dial plan),
Audix Number, Switch Number IP address of the switch, and TCP Port.

“Switch Interface Administration, Call Data Interface Administration, Switch
Link Administration.”

Reboot the Intuity AUDIX

“Customer/Services Administration, System management, System Control,
Shutdown System.”

Set up the DCS Network Time Zones

“Audix Administration, change switch-time-zone.”

CMS LAN Setup Summary

The following list summarizes the steps for setting up a CMS server.

Edit the /etc/hosts file to add switch names and IP addresses
Set up a second NIC

Add a default router

Set up the local/remote port

Choose between x.25 and TCP/IP signaling

For X.25, define which physical port is used on CMS

For TCP/IP, assign the switch host name or IP address and TCP port number
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Configuration 1: rsr <—ppp—> Rssi
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Configuration 1 is a ppp connection between a DEFINITY ECS R8r and a

DEFINITY ECS R8s switch in a DCS network.

Switch 1

DEFINITY
ECS R8r

node-1

Switch 2

DEFINITY ECS
R8si

node-2

DS1

C-L.AN

Task Summary

ppp

DSs1

C-LlAN

Complete the following tasks for Switch 1 and Switch 2:

1 Review prerequisite administration checklist

2 NODE 1 administration

a Assign node names

b Assign link (viaadata module) to node-2

¢ Assign processor channels

3 NODE 2 administration

a Assign node names

b Assign link to (viaadata module) node-1

¢ Assign processor channels

4 Enablelinks and processor channels
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Prerequisite Administration

Configuration 1: R8r <—ppp—> R8si

3

C-LAN Administration

There are some system administration tasks that need to be completed before you can
proceed with the connectivity administration described in this section.

Review the checklist of prerequisite administration tasksin Checklist for Prerequisite
Administration (page 54), before proceeding with the connectivity administration in

this section.

SWITCH 1

Configuration 1

DEFINITY ECS R7r

SWITCH 2

DEFINITY ECS R7si

software-defined connections
Processor Interface Interface Processor
channels channels channels channels
1 1 1 1
2 5000 5000 2
: 5001 5001 :
12 . . . R
. “~| 5003 x(any) [~ .
384 64500 64500 256
Link 1 Link 3
Processor hardware connections Processor
UN331B TN790B
H T 1 N

v - - - Processor bus

Pk.I Network DS1 -~~~ """""----- Volcedata______________
tUnt | control | | TN767/
TNI655 | | jN332B | | TNABA | pppdata
: ! 1 :
1 N
: b
TDM bus
§ () @
C-LAN node-1 node-2
TN799 Ext 2010 Ext 3020
: loc 1b0115 loc 1a1206
........................... 192.168.10.31 192.168.10.32
Packet bus

cydfecla EWS 052099

1 H
Processor bus - - .-

NetPkt

Packet bus
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Configuration 1: R8r <—ppp—> R8si 3 C-LAN Administration

Switch 1 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 1. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names screen — emtkr node- n

> Go to page 2 of the screen

change node- nanes Page 2 of 6
NODE NAMES
Nare | P Addr ess Nane | P Addr ess
def aul t 0O .0 .0 .0 e
node-1 192.168.10_.31 N S Y
node- 2 192.168.10_.32_ o o o_
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 2 nodes:

e C-LAN PPP port on Switch 1
« C-LAN PPP port on Switch 2.
IP Address | The unique IP addresses of the nodes named in the previous field.

> Submit the screen
End
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Configuration 1: R8r <—ppp—> R8si 3 C-LAN Administration

Switch 1 Task — Assign Link via ppp Data Module to Switch 2
Thistask administers a ppp datamodule on Switch 1 for the ppp connection to Switch

2. The data module defines a network interface — it associates a link number with ¢

port address and node name for the C-LAN port on Switch 1. It also specifies the
node name for the destination node, which is a C-LAN port on Switch 2.

Steps

Begin

> Open Data Module form — entad da n

add dat a- nodul e next

Page 1 of x
DATA MODULE
Dat a Ext ensi on: 2010 Nanme: _ppp on link 1 to node-2 BCC. 2
Type: ppp cos: 1
Port: 01b0115 COR 1
Link: 1 ™. 1
Enabl e Li nk? n
Node Nane: node-1
Subnet Mask: 255.255.255.0

Est abl i sh Connection: y

DESTI NATI ON
Digits: 6113020
Node Nane: node-2
CHAP? n

[The system assigns the extension 2010 to this data module. Insteéakat) in the
command line, you could specify any unused extension in the dial plan.]

> Enter values

Field Conditions/Comments

Type: This indicates the data-module type for this connection (ppp).

Port: In this example, the C-LAN circuit pack is in slot 01b01; the ppp
connection is through port 15.

Link: For G3r, the link number must be in the range 1 — 33, not
previously assigned on this switch.

Enable Link?  If you need to add an IP route that uses this node as a galeway,
this field must be set tp before adding the IP route. Otherwise
leave this field set ta until the link administration is complet?;
that is, until after all data modules and the processor channpls are
assigned, then setyo

Name: Information-only; appears in list generated by the "list data

module" command.
lof2
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Configuration 1: R8r <—ppp—> R8si 3 C-LAN Administration

Field Conditions/Comments
COSs
) The values for these fields will be specified by the system
COR: o
administrator.
TN:
BCC: Bearer Capability Class. Thisis adisplay-only field.

Node Name: | The node name for theinterface (C-LAN port) defined by this
data module. This must be a name previously entered on the

Node Names screen.
Subnet Mask:
Establish y means that this switch will be responsible for the call setup for
Connection? | thisconnection. Enter n when administering the data module for
Switch 2.
Destination Trunk access code (611) plus extension of data module on node 2
Digits: (3020). If you use just the extension, then you must administer

UDP and AAR route patterns to access the correct trunk group.

Destination Name of the node at the far end (Switch 2) of this connection.
Node Name: | Thismust be a name entered on the Node Names screen (on both
switches).

CHAP? This field enables/disables the Challenge Handshake
Authentication Protocol security mechanism on thislink. If you
enter y, another field will appear prompting for a CHAP secret
(password).

20f2
> Submit the screen
End

Administration for Network Connectivity
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Configuration 1: R8r <—ppp—> R8si

3 C-LAN Administration

Switch 1 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on
Switch 1 and specifies the destination node and machine ID.

Steps

Begin

> Open the Processor Channel Assignment form — efitecom p

Proc
Chan Enabl e
1: n
2: n
1.2: \2
6.4: n

Appl .

dcs

change conmmuni cati ons-interface processor-channel s

Page 1 of X
PROCESSOR CHANNEL ASSI GNVENT

G wy Interface Desti nati on Sessi on Mach
To Mde Link/Chan Node Port Local/Renpte |D

_ — 0 - _

_ _ 0 - _

s 1 5003 node- 2 0 12 21 2_

_ _ 0 - _

> Enter values for processor channel 12

Field

Enable

Appl.
Mode

Interface Link

Interface Chan

Conditions/Comments
Set ty .
Set todcs for DCS signaling.

node-1 is the "server" for this session. Set node-2 to "client"
(c).

This must match the link number assigned on the nod>-1
data module screen in the previous task.

For TCP/IP, interface channel numbers are in the ran¢e 500
—64500.

The recommended values are: 5001 for CMS, 5002 for
Intuity AUDIX, and 5003 for DCS connections that are nhot
gateways. These three values should be reused for m Itiple
instances of these applications; for example, if there ar2 two
Intuity AUDIX'’s, use 5002 for both; or if there are four
DEFINITY ECS's, use 5003 for all four. The combination

of Link, Interface Channel, and Mach ID must be unique.

The recommended values for gateway switches is
6001-6099. The interface channel number must be un que
for each gateway.

This number must match the Destination Port number c¢n the
node-2 Processor Channel screen.
lof2
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Configuration 1: R8r <—ppp—> R8si 3 C-LAN Administration

Field Conditions/Comments

Destination Node | Name of the far-end node for this channel. Thismust be a
name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Name
entered on the ppp Data Module screen.

Destination Port A value of 0 allows any available interface channel on the
destination node to be used for this connection. The
Interface Channel number for this connection on the
Switch-2 Processor Channel screen must also be setto 0.

Session - Local The Local and Remote Session humbers can be any value
. between 1 and 256 (si model) or 384 (r model), but they
on - Remote must be consistent between endpoints. For each connection,
the Local Session number on this switch must equal the
Remote Session number on the remote switch and vice
versa.

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
alowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch 1D identified on the dial plan of the
destination switch (in the Local Node Number field).

20f2
>Submit the screen
End

Administration for Network Connectivity
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Switch 2 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 2. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — entgi node- n

> Go to page 2 of the screen

change node nanes
Page 2 of 6
NODE NAMES
Narme | P Addr ess Name | P Addr ess
def aul t 0 .0 .0 .0 - e
node- 1 192.168.10_.31_ -
node- 2 192.168.10_.32_ -
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 2 nodes:
« C-LAN PPP port on Switch 2
« C-LAN PPP port on Switch 1.
IP Address The unique | P addresses of the nodes named in the previous

field.

> Submit the screen
End

Administration for Network Connectivity
555-233-504 — Issue 1 — April 2000 CID: 77730 67
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Switch 2 Task — Assign Link via ppp Data Module to Switch 1

Thistask administers a ppp datamodule on Switch 2 for the ppp connection to Switch
1. The data module defines a network interface — it associates a link number with
port address and node name for the C-LAN port on Switch 2. It also specifies the

node name for the destination node, which is a C-LAN port on Switch 1.

Steps

Begin

>Open Data Module form — entad da n

add dat a- nodul e next

Page 1 of x
DATA MODULE
Dat a Ext ensi on: 3020 Nanme: _ppp on link 3 to node-1 BCC:
Type: ppp cos: 1
Port: 01al1206 COR 1
Link: 3 ™: 1

Enabl e Li nk? n

Node Nane: node-2
Subnet Mask: 255.255.255.0

Est abl i sh Connection: n

DESTI NATI ON
Digits:
Node Nane: node-1
CHAP? n
[This data module is assigned the next available extension, 3020.]
>Enter values

Field Conditions/Comments

Type: This indicates the data-module type for this link.

Port: In this example, the C-LAN circuit pack is in slot 01a12; the ppp
connection is through port 06.

Link: The link number must be in the range 1 — 25, not previously
assigned on this switch.

Enable Link?  If you need to add an IP route that uses this node as a gateway.
this field must be set tp before adding the IP route. Otherwise
leave this field set ta until the link administration is complete;
that is, until after all data modules and the processor chanhels
are assigned, then setyto

Name: Information-only; appears in list generated by the “list datel
module” command.

lof2
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Configuration 1: R8r <—ppp—> R8si

Field
COoSs
COR:
TN:

BCC:

Node Name:

Subnet Mask:

Establish
Connection?

Destination
Digits:

Destination

Node Name:

CHAP?

3 C-LAN Administration

Conditions/Comments

The values for these fields will be specified by the system
administrator.

Thisisadisplay-only field.

The node name for the interface (C-LAN port) defined by this
data module. This must be a name entered on the Node Names
screen.

n means that the switch at the remote end of this connection
(Switch 1 inthis case) will be responsible for the call setup.
Enter y when administering the data module for Switch 1.

Not needed if the “Establish Connection?” field is set to

Name of the node at the far end (Switch 1) of this connection.
Must be a name entered on the Node Names screen.

This field enables/disables the Challenge Handshake
Authentication Protocol security mechanism on this link. If you
entery, the system will prompt for a CHAP secret (passwo d).

2o0f2
>Press the ENTER/SAVE key to save and exit
End
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Configuration 1: R8r <—ppp—> R8si

3 C-LAN Administration

Switch 2 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on

Switch 2.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p

Proc
Chan Enabl e
1: n
2: n
2.1: \2
6.4: n

PROCESSOR CHANNEL ASSI GNVENT

G wy
Appl. To Mdde

dcs _ c

change conmmuni cati ons-interface processor-channel s

Page 1 of X
Interface Desti nation Sessi on Mach
Li nk/ Chan Node Port Local/Renote |D
- o =
3_ 0 node-1 5003 21 12 1
_ 0 - _

> Enter values

Field

Conditions/Comments

Processor Channel 21: (ppp connection to Switch 1)

Enable

Appl.
Mode

Interface Link

Interface Chan

Set ty .
Set todcs for DCS signaling.

Node-2 is the “client” for this session. Set node-1 to “sefver”
(s)-

This must match the link number on the node-2 data mbdule
screen in the previous task.

A value @f allows any available interface channel to be tsed
for this connection. The Destination Port number on the
Switch-1 Processor Channel screen must also be 8et to

Destination Node Name of the far-end node for this channel. This must ke a

name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Name
entered on the ppp Data Module screen.

Destination Port ~ This number must match the Interface Channel number

assigned on the Switch-1 Processor Channel screen.
1of2
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Configuration 1: R8r <—ppp—> R8si

Field
Session - Locd
Session - Remote

3 C-LAN Administration

Conditions/Comments

The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they must
be consistent between endpoints. For each connection, the
Local Session number on this switch must equal the Remote
Session humber on the remote switch and vice versa

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.
2o0f2
> Submit the screen
End
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Configuration 1: R8r <—ppp—> R8si 3 C-LAN Administration

Enable links and processor channels

Y ou must enable links and processor channels before the connections can be used.

To enable alink, open its datamodule screen (ch da [ext ]) and set the Enable
Link?fieldtoy.

[note: to view a list of assigned data modules and their extensions, enter the “list
data-module” command ( da)]

To enable the processor channels, open the processor channelsresmg p)
and set the Enable field yofor each assigned processor channel.

Note: 1. You must disable a link or processor channel before you can change its
parameters.

Note: 2. Thebusy-out command overrules the data module Enable Link? field.

Note: 3. Onthe C-LAN boards, low-level connectivity can remain intact when
higher-level applications such as DCS are not functioning. For example,
an external ping to a C-LAN’s ethernet port could be successful even
when the board is busied-out. When debugging connectivity problems,
pinging only checks low-level connectivity.
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Configuration 2: R7r (+CMS) <—ethernet—> R7csi

Configuration 2: r7r (+cMs) <—ethernet—> R7csi

3 C-LAN Administration

This configuration isa 10BaseT ethernet connection between a DEFINITY ECS R8r
and aDEFINITY ECS R8cs switch in a DCS network, which includes routers
between the switches. The R8r is connected to a CM S adjunct (the DEFINITY
administration for Intuity AUDIX would be similar) viathe LAN.

-

G

~

\

! Router! node-4
\ ’

LAN L,
T node-3, Router!
\ /
~N_ 7
Switch 1
DEFINITY ECS -
R Ethernet node-2 ,
CMS
or ~
C-LAN |node-1 Intuity
AUDIX

7’

node-5

Switch 2

DEFINITY ECS
R8csi

C-LAN

Note: Thisnetwork has5 |P nodes: 2 DCS nodes, 2 nodes on the router and one

adjunct node. The router separates two subnets, so IP routes are needed
from each switch to the nodes on the other side of the network.
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Configuration 2: R7r (+CMS) <—ethernet—> R7csi 3 C-LAN Administration

Task Summary
The following tasks need to be completed for Switch 1 and Switch 2:
1 Review prerequisite administration checklist
2 Switch 1 administration

a Assign node names

b Assign IP Interfaces

¢ Assignlink (viaadatamodule) to the LAN
d Assign processor channels

3 Switch 2 administration

Enable bus bridge connectivity

Assign node names

Assign IP Interfaces

Assign link (viaadata module) to the LAN
Assign IP routes

Assign processor channels

4 Intuity AUDIX administration

a Administer the UNIX name and IP address

b Administer the switch interface link

¢ Administer extension numbers, channels, and services
d Administer subscribers

5 CMS administration.

See CentreVu CMS Software Installation and Setup, 585-215-866 and CentreVu
CMS Switch Connections and Administration, 585-215-876 for details of CMS
setup and administration. (For Intuity AUDIX connections, see Intuity Messaging
Solutions LAN Integration with DEFINITY ECS, 585-313-602.)

-~ DO Q O T Q

6 Enable links and processor channels

Administration for Network Connectivity
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Configuration 2

3 C-LAN Administration

SWITCH 1 SWITCH 2
DEFINITY ECS R8r DEFINITY ECS R8csi
Processor Interface software-defined connections Interface Processor
channels channels channels channels

1| 1 1 41

2 | .| 5000 5000 | 1] 2

: *y 5001 5001 :

12 b | . . R
. > 5003 x@ny) 1~ .
384 64500 64500 256
Link 2 Link 5
hardware connections
Processor
UN331B
T
1
...... R Processor bus
. |
Network DS1 ; DS1
T’f"‘ltggs control | | TN767/f-------------- Voicedata______________| TN767/ PTVE%SBSS
UN332B TN464 TN464 r
| . S e ! !
TDM bus ®,R\outer TDMbus 7T
Ethernet | ... : -
C-LAN | data \/® ........ C-LAN | Bus :
TN799 k@ /® \ / @/ TN799 | bridge:
- Router - :
: CMS or
,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,, 1 Intuity
Packet bus LAN AUDIX Packet bus
@® @) ® @ ®
node-1 node-2 node-3 node-4 Node-5
Ext 2377 192.168.1.125 192.168.1.97 192.168.1.39 Ext 3201
loc 1co877 loc 1a0517
192.168.1.124 192.168.1.51 | cydfec2b KLC 101899
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Configuration 2: R7r (+CMS) <—ethernet—> R7csi 3 C-LAN Administration

Switch 1 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 1. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2

change node nanes Page 2 of 6
NODE NAMES

Name | P Addr ess Name | P Addr ess

def aul t 0O .0 .0 .0 e
node-1 192.168.1 _.124 e
node- 2 192.168.1 _. 125 oo o
node- 3 192.168.1 _.97_ e e -
node-5 192.168.1 _.51_ N S

Field Conditions/Comments

Name: Enter node names for the following 4 nodes:
« node-1: C-LAN Ethernet port on Switch 1

+ node-2: CMS node (for consistency, use the host name of the
CMS computer assigned during the CMS setup procedurz —
seeCentreVu CMS Software Installation and Setup,
585-215-866)

- node-3: Interface on the router to the subnet of Switch 1.
« node-5: C-LAN Ethernet port on Switch 2.

IP Address:] The unique IP addresses for the nodes named in the previous field.
See the description of the Subnet Mask field in the next task for
information on valid | P addresses.

> Submit the screen

End

Administration for Network Connectivity
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Switch 1 Task — Assign IP Interfaces

ThelPinterface for each C-LAN and MedPro board on the switch must be defined on
the IP Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces

form.

Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces

IP Interfaces

Inter-region |IP connectivity allowed? n

Enabl e Net
Eth Pt Type Sl ot Code Sfx Node Nane Subnet Mask Gat eway Addr Rgn
y C-LAN 01c08 TN799 B node-1 255. 255. 255. 224 192.168.1_.97_ 1
n 255. 255. 255. 0
n 255. 255. 255. 0
n 255. 255. 255. 0

Page 1 of 2

> Enter values

Field

Inter-region IR
connectivity
allowed?

Enable Eth Pt

Conditions/Comments

Entery to allow IP endpoints (phones and trunks) to use MedPro
resources administered in regions that are different from the
endpoints’ regions.

The Ethernet port must be enalyigti€fore it can be used. The
port must be disabled) before changes can be made to its
attributes on this screen.

Type Enter c-lan or medpro.
Slot Enter the slot location for the circuit pack.
Code Display only. This field is automatically populated with TN;799
for C-LAN or TN802 for MedPro.
Sfx Display only. This field is automatically populated with B fcr
the TN802 and TN799.
Node name Enter the unique node name for the IP interface. The node nam
here must already be administered on the Node Names sdreen
lof2
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Configuration 2: R7r (+CMS) <—ethernet—> R7csi 3 C-LAN Administration

Field
Subnet Mask

Gateway Addr

Net Rgn

> Submit the screen
End

Conditions/Comments

Enter the subnet mask associated with the | P address for this IP
interface.

The |P address for node-1, specified on the Node Names screen,
i$192.168.1.124. The 192 in the first octet puts this addressin

the range of “Class C” addresses, which means the first 3 octets
are used for the network ID and the fourth octet is used for host
IDs.

The subnet mask defines the network and host parts of the IP
addresses. In the Subnet Mask for this example (192.168.1.224),
the 224 in the fourth octet indicates that 3 high-order bits fijom
the fourth octet are used to define subnets on the network
192.168.1 (224 = 128+64+32 = 11100000). The first 3 bits are
used for subnet IDs and the last 5 bits are used for host ICs.
Eight subnets can be defined with 3 bits and each subnet ¢an
have a maximum of 32 hosts, defined with the remaining & bits.
Of these, only 6 subnets with 30 hosts each are usable.

The usable IP addresses in the 6 subnets have the followihg
ranges of values for the fourth octet: 33-62, 65-94, 97-|126,

129-158, 161-190, and 193-222. The IP address for this
(node-1) IP interface, 192.168.1.124, is on the third subne|
because 124 lies in the range 97-126. Note that node 2 (afijunct
192.168.1.125) and node 3 (router, 192.168.1.97) are both also
on the third subnet. Node 4 (192.168.1.51) and node 5
(192.168.1.39) are both on the first subnet.

The first and last IP addresses in each subnet are not usable as
host addresses because they have all 0’s or all 1's for hos] IDs.
For example, in the third subnet, the fourth octet of the firs: IP
address is 96 (= 0110000and the fourth octet of the last IP
address is 127 (= 01111111

The “network address” of a subnet is the first IP address (the all
0’s host ID) of that subnet. In this example, the subnet addiesses
of the six subnets are 4st: 192.168.1.32 2nd: 192.168.1.6:4

3rd: 192.168.1.96 4th: 192.168.1.128 5th: 192.168.1.160

6th: 192.168.1.192.

See Chapter 1 for more information on IP addresses and
subnetting.

Enter the address of a network node that will serve as the defau
gateway for the IP interface.

Enter the region number for this IP interface.
2o0f2
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Switch 1 Task — Assign Link via ethernet Data Module to the LAN

This task administers an ethernet data module for the ethernet connection to the CMS
adjunct and to Switch 2. The data module defines a network interface — it associate
a link number with a port address and node name for the C-LAN port used for this
connection.

Steps

Begin

> Open Data Module form — entex da n

add dat a- nodul e next
Page 1 of X
DATA MODULE
Dat a Extension: 2377 Name: ethernet on link 2
Type: ethernet
Port: 01c0817
Li nk: 2
Network uses 1's for broadcast addresses? y _
> Enter values
Field Conditions/Comments
Type: Thisindicates the data-modul e type for this link.
Port: Ethernet connections must be assigned to port 17 on the C-LAN
circuit pack.
Link: The link number must be in the range 1 — 33 (for G3r), not
previously assigned on this switch.
Name: This field is information-only; it appears in lists generated by the
“list data module” command.
Network Leave the defaulty) if the private network contains only

uses 1's for, DEFINITY switches and adjuncts. Setrt@nly if the network

broadcast includes non-DEFINITY switches that use the 0’s method of

addresses? forming broadcast addresses. See Appendix A, “Data Moduls -
type ethernet” for more information about this field.

> Submit the screen
End
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Switch 1 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on the
node 1 switch.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNMENT
Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renpte |D
1 y mnms_ s 2_ 5001 node-2 0 R .
2: n _ _ . 0 o .
3: n _ _ . 0 o .
4: n _ _ 0 o _
lé: y des s 2 5003 node- 5 0 12 21 2_
6.4: n__ _ . 0 o .
> Enter values
Field Conditions/Comments
Processor Channel 1:(connectionto CMS)
Enable Setty.
Appl. Enterm s for the CMS connection on Processor Channe|l 1.
Mode Set the Mode t® (“server”) on both switches for connections
to CMS.
Interface Link This must match the link number assigned on the node-1 date
module screen.
Interface Chan For TCP/IP, interface channel numbers are in the range 500(

— 64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not
gateways. These three values should be reused for muliiple
instances of these applications; for example, if there are two
Intuity AUDIX'’s, use 5002 for both; or if there are four
DEFINITY ECS's, use 5003 for all four. The combinatior) of
Link, Interface Channel, and Mach ID must be unique.

The recommended values for gateway switches is 6001-6099.
The interface channel number must be unique for each
gateway.

1of3
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Field
Destination Node

Destination Port

Session - Locd
Session - Remote

Mach ID

Conditions/Comments

Name of the far-end node for this channel. This must be a
name entered on the Node Names screen.

A value of 0 allows any available interface channel on the
destination node to be used for this connection. The Interface
Channel number on the Switch-2 Processor Channel screen
must also be set to 0.

The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they must
be consistent between endpoints. For each connection, the
Local Session number on this switch must equal the Remote
Session number on the remote switch and vice versa.

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Thisfield is not used for CMS.

Processor Channel 12: (ethernet connection to Switch 2)

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination Node

Destination Port

Settoy.
Enter dcs for the DCS connection on Processor Channdl 12.

Set the node-5 Modefield to ¢ (“client”) on the Processor
Channel Assignment screen on Switch 2.

This must match the link number assigned on the node-1 date
module screen.

For TCP/IP, interface channel numbers are in the range 500(
—64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not
gateways. These three values should be reused for muliiple
instances of these applications; for example, if there are two
Intuity AUDIX'’s, use 5002 for both; or if there are four
DEFINITY ECS's, use 5003 for all four. The combinatior) of
Link, Interface Channel, and Mach ID must be unique.

The recommended values for gateway switches is 6001-6099.
The interface channel number must be unique for each
gateway.

Name of the far-end node for this channel. This must ke a
name entered on the Node Names screen.

A value d@ allows any available interface channel on th2
destination node to be used for this connection. The Inte rface
Channel number on the Switch-2 Processor Channel scfeen
must also be set .

20f3
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Field
Session - Locd
Session - Remote

Mach ID

> Submit the screen
End

Conditions/Comments

The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they must
be consistent between endpoints. For each connection, the
Local Session number on this switch must equal the Remote
Session number on the remote switch and vice versa

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Destination switch ID. Thisisthe Local Node Number on the
dial plan of the destination switch.
30f3
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Switch 2 Task — Enable Bus Bridge Connectivity

3 C-LAN Administration

Thistask enables the bus bridge functionality on the C-LAN circuit pack to provide a

path between the packet bus and the processor.

Note: BusBridge Connectivity is used on the csi model only. This task may
have been completed when the C-LAN circuit pack was installed.

Steps

Begin

> Open the Maintenance-Related System Parameters form —a@mterys na

> Go to page 2 and skip to the Packet Intf2? field near the bottom of the screen.

change system paraneters nai nt enance Page 2 of 3
MAI NTENANCE- RELATED SYSTEM PARAMETERS
M NI MUM MAI NTENANCE THRESHOLDS ( Before Notification )
TTRs: 4 CPTRs: 1 Call Cassifier Ports: O
MMs: O VCs: 0
TERM NATI NG TRUNK TRANSM SSI ON TEST ( Extension )
Test Type 100: Test Type 102: Test Type 105:
| SDN MAI NTENANCE
| SDN- PRI Test Call Extension: | SDN- BRI Service SPID:
DS1 MAI NTENANCE
DSO Loop- Around Test Call Extension:
LOSS PLAN ( Leave Blank if no Extra Loss is Required )
M ni mum Nunber of Parties in a Conference Before Addi ng Extra Loss:
SPE OPTI ONAL BOARDS
Packet Intfl? y Packet Intf2? y
Bus Bridge: 01a05 Inter-Board Link Tinmeslots PtO: 6 Pt1: 1 Pt2: 1

> Enter values

Field Conditions/Comments

Packet Intf2?
Bus Bridge:

Inter-Board
Link
Timeslots:
Pt0, Pt1, Pt2

Enables the bus bridge.

Location of the C-LAN circuit pack. If the system has two
C-LANSs, only one is administered for bus bridge.

Specifies the bandwidth used on the 3 ports of the Inter-Boird
Link. The total number of timeslots assigned cannot exceec 11.
PtO carries PPP traffic and can have 1-9 timeslots. Ptl carries
maintenance messages and can have 1-3 timeslots. Pt2 célrries
broadcast messages and can have 1-3 timeslots.

> Submit the screen

End
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Switch 2 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network on the
Node Names screen. This screen is administered on Switch 2. A Node Names screen
must be administered on each switch in the network.

The node names and | P addresses in a network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2

change node nanes Page 2 of 6
NODE NAMES
Name | P Addr ess Name | P Addr ess
def aul t 0O .0 .0 .0 e
net - 96 102.168.1 _. 96 e e -
node-1 192.168.1 _. 124 oo o
node- 2 192.168.1 _. 125 R
node-4 192.168.1 _.39_ e
node-5 192.168.1 _.51 oo o
> Enter values.
Field Conditions/Comments
Name: Enter node names for the following 5 nodes:
« net-96: the network address of the node-1 and node-2 subnet
(thisis described in the | P-Route task)
« node-1: C-LAN Ethernet port on Switch 1
» node-2; CMS node (for consistency, use the host name of the
CMS computer assigned during the CMS setup proceduie —
seeCentreVu CMS Software Installation and Setup,
585-215-866)
« node-4: Interface on the router to the subnet of Switch 2.
« node-5: C-LAN Ethernet port on Switch 2.
IP Address:. The unique IP addresses of the nodes named in the previous field.
> Submit the screen
End
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Switch 2 Task — Define IP Interfaces

ThelPinterface for each C-LAN and MedPro board on the switch must be defined on
the IP Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces

form.

Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces

Inter-region | P connectivity all owed?
Enabl e
Eth Pt Type Sl ot Code Sfx Node Nane
y C-LAN 01a05 TN799 B node-5
n
n
n

IP Interfaces

Page 1 of 2

n
Net
Subnet Mask Gat eway Addr Rgn
255. 255. 255. 224 1
255. 255. 255. 0
255, 255. 255. 0
255. 255. 255. 0

> Enter values

Field

Inter-region IP
connectivity
allowed?

Enable Eth Pt

Type
Slot
Code

Sfx

Node name

Conditions/Comments

Entery to allow IP endpoints (phones and trunks) to use
MedPro resources administered in regions that are
different from the endpoints’ regions.

The Ethernet port must be enalylgtiéfore it can be
used. The port must be disabled efore changes can be
made to its attributes on this screen.

Enterc-lan.
Enter the slot location for the circuit pack.

Display only. This field is automatically populated with
TN799 for C-LAN or TN802 for MedPro.

Display only. This field is automatically populated with B
for the TN802 and TN799.

Enter the unique node name for the IP interface. Thz node
name here must already be administered on the Node
Names screen

lof2
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Field Conditions/Comments

Subnet Mask Enter the subnet mask associated with the I P address for
this IPinterface. (The IP address is associated with the
node name on the Node Names screen).

Since the node-1 and node-5 I P interfaces are on the same
network (192.168.1), they must be assigned the same
subnet mask.

In thisexample, the subnet mask 255.255.255.224 divides
the network 192.168.10 into 6 (usable) subnets. This
C-LAN IP Interface (node-5) is on the first subnet. See
Switch 1 Task — Assign IP Interfaces (page for)an
explanation of this subnet. S8ebnetting (page 1)
Chapter 1 for a detailed description of subnetting.

Gateway Addr Leaving this field blank adds a level of network seclurity
for this IP interface but requires that IP routes be
administered to enable communication with nodes on
different (sub)networks.

Net Rgn Enter the region number for this IP interface.
20f2

Administration for Network Connectivity
86 CID: 77730 555-233-504 — Issue 1 — April 2000



Configuration 2: R7r (+CMS) <—ethernet—> R7csi 3 C-LAN Administration

Switch 2 Task— Assign Link via ethernet Data Module to the LAN

Thistask administers an ethernet data module on Switch 2 for the ethernet connection
to Switch 1. The data module associates alink number with a port address, extension
number, and node name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entad da n

add dat a next

Dat a Ext ensi on: 3201

Network uses 1's for broadcast addresses? y

Type: ethernet
Port: 01a0517
Link: 5

Page 1 of X
DATA MODULE

Name: ethernet on link 5

[This data module is assigned the next available extension, 3020.]

> Enter values
Field

Type:
Port:

Link:

Name:

Network uses
1's for
broadcast
addresses?

Conditions/Comments
This indicates the data-modul e type for this link.

Ethernet connections must be assigned to port 17 on the C-LAN
circuit pack. In this example, the C-LAN circuit pack isin slot
1a05.

The link number must be in the range 1 — 25 (R8csi), not
previously assigned on this switch.

Information-only; appears in list generated by the “list data
module” command.

Leave the defaulty) if the private network contains only
DEFINITY switches and adjuncts. Setrtaonly if the network
includes non-DEFINITY switches that use the 0’'s method of
forming broadcast addresses. See Appendix A, “Data Module -
type ethernet” for more information about this field.

> Submit the screen

End
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Switch 2 Task — Assign IP Route (to Switch 1)

Thistask specifiesaroute for packets sent by the node 5 | P interface (the ethernet port
on the switch-2 C-LAN board) to the nodes 1 and 2. An IP route is required because
node 5 is on a different subnetwork from nodes 1& 2 (as defined in the Subnet Mask
field on the I P Interfaces screen), and the Gateway Address field for node 5 onthe IP
Interfaces screen was left blank.

The Destination Node will be set to “net-96”, which is associated with the network IP
address of 192.168.1.96 on the Node Names screen. This will enable node 5 to
communicate with any node on the 192.168.1.96 subnetwork.

Steps

Begin

> Open the IP Routing form —enter i p n

add i p-route next Page 1 of 1
I P ROUTI NG

Rout e Nunber: 2
Destinati on Node: net-96
Gat eway: node-4
C- LAN Board: 1c05
Metric: O

[The system assigns the route number 2.]

> Enter values

Field Conditions/Comments

Destination | The name of the node at the destination of this route. In this case,

Node: net-96 is associated with IP address 192.168.1.96 on the Node
Names screen. This is the network IP address of the subne; that
nodes 1 and 2 are on. See the description of the Subnet Mask fielc
in Switch 1 Task — Assign IP Interfaces (page.77)

Gateway: Node name of the IP-route gateway by which the destination node
is reached for this route. In this case, it is the node name of the
router port.

C-LAN The location of the C-LAN circuit pack that provides the interface
Board: for this route.
Metric: Enter0.

SeelP Routing (page 251) ippendix A for more information
on the use of the Metric field.

> Submit the screen
End
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Note:

We could have defined 2 individual IP routes, one each to node-1 and
node-2, instead of this |P route. However, the network route is easier
because we need only one. The network route enables packets to get to
any |P address on the 192.168.1.96 subnet (that is, addresses
192.168.1.97 through 192.168.1.126), so no other | P routes are needed.

No IP routes were needed on Switch-1 because a gateway address was
assigned to the C-LAN on the IP Interfaces screen. | P routes are needed
in only two cases: when a gateway addressis not assigned for an ethernet
interface, and when there are intermediate nodes between the endpoints
of appp connection.
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Switch 2 Task— Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on
Switch 2.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNMENT
Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renpte |D
1 y mnms_ s 5 5001 node-2 0 R .
2: n _ _ . 0 o .
3: n _ _ . 0 o .
4: n _ _ 0 o _
2i: y des c 5 0 node-1 5003_ 21 12 1
6.4: n _ _ . 0 o .
> Enter values
Field Conditions/Comments
Processor Channel 1:(connectionto CMS)
Enable Set tg .
Appl. Entermi s for the CMS connection on Processor Channel 1.
Mode Set the Mode t® (“server”) on both switches for connections
to CMS.
Interface Link This must match the link number assigned on the node-5 dats

module screen on this switch.

Interface Chan For TCP/IP, interface channel numbers are in the rangz 500C
—64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not gatevjays.
These three values should be reused for multiple instanc¢es of
these applications; for example, if there are two Intuity
AUDIX’s, use 5002 for both; or if there are four DEFINIT)Y
ECS'’s, use 5003 for all four. The combination of Link,
Interface Channel, and Mach ID must be unique.

The recommended values for gateway switches is 6001-6099.
The interface channel number must be unique for each
gateway.
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Field Conditions/Comments
Destination Name of the far-end node for this channel. This must be a
Node name entered on the Node Names screen.

Destination Port| A value of 0 allows any available interface channel on the
destination node to be used for this connection. The Interface
Channel number on the Switch-2 Processor Channel screen
must also be set to 0.

Session - Local The Local and Remote Session numbers can be any value
between 1 and 256 (s model) or 384 (r model), but they must

Remgtr;_ be consistent between endpoints. For each connection, the
Local Session number on this switch must equal the Remote
Session number on the remote switch and vice versa.
It is alowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Thisfield is not used for CMS.

Processor Channel 21: (ethernet connectionto Switch 1)

Enable Settoy.

Appl. dcs indicates that this connection will carry DCS data.

Mode Node-5 will be the “client” on this session. Set node-1 (on
Switch 1) to “server”g).

Interface Link This must match the link number assigned on the node-5 dats

module screen.

Interface Chan A value @ allows any available interface channel to be tsed
for this connection. The Destination Port number on the
Switch-1 Processor Channel screen must also be 8et to

Destination Name of the far-end node for this channel. This must beja
Node name entered on the Node Names screen.

Destination Port  This number must match the Interface Channel numbe
assigned on the Switch-1 Processor Channel screen.
20f3
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Field Conditions/Comments

Session - Local | The Loca and Remote Session humbers can be any value

. between 1 and 256 (s model) or 384 (r model), but they must
Session - . : .
Remote be consistent between endpoints. For each connection, the
Local Session number on this switch must equal the Remote
Session number on the remote switch and vice versa.

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch ID. Thisisthe Local Node Number on the
dial plan of the destination switch.
30f3

> Submit the screen
End

Intuity System Administration

Procedure Overview Thefollowing is achecklist of procedures that must be completed to administer a
DEFINITY ECSwith a TCP/IP connection to a Lucent Intuity system. The
DEFINITY administration procedures are described in DEFINITY ECS
Administrator's Guide555-233-502 and in previous sections of this chapter. The
Intuity system administration procedures are describe following the checklist.

For a complete description of the administration procedures for connecting an Intuity
systemto aDEFINTIY ECS, see Intuity Messaging Solutions Using a LAN to
Integrate with DEFINTIY EC$85-313-602 for Intuity R4.4 or 585-313-604 for
Intuity R5.

DEFINITY ECS administration
The following procedures must be done on the host switch:
*  Administer the local node number in the dial plan.

»  Administer the Intuity system voice ports as stations, including Class of
Restriction (COR) and Class of Service (COS).

« |If theswitchisacsi model, assign the bus bridge.
» Assign node names for the Intuity system and the switch.

»  Administer a hunt group, and add the Intuity system voice ports to that hunt
group.

» Add an ethernet data module.

» Administer a processor channel for the link from the switch to the Intuity system.

» Enablethelink on the ethernet data module.

»  Set up acoverage path for access to the voice port hunt group.

Administration for Network Connectivity
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« Apply the coverage path to stations, and if the switch is an r model, specify the
node name of the Intuity system for each station that has a voice mailbox on the
Intuity system.

Intuity system administration
The following procedures must be done on the Intuity system:
»  Administer the UNIX name and IP address for the Intuity system.

« Administer the switch interface link to the host switch. This includes the
Extension Length, Host Switch Number, AUDIX Number, Switch Number,
Switch IP Address, and TCP Port.

« Administer extension numbers, channels, and services.

«  Administer subscribers.

Administer the TCP/IP Do the following procedures to administer the Intuity system.
Network Addressing

If not already done, you must set up the basic networking addressing for the Intuity
system. Do the following:

1 Beginning at the Lucent INTUITY Main menu, select:

> TCP/IP Administration

> Network Addressing

The system responds with the Network Addressing window.

| TCP/IP Interface: eeE_O |

| Host Nane: denaudi x |

| | P Address: 192.168.1.125 |
Subnet Mask: 192.168.1.224 |

| Default Gateway |P Address: 192.168.1.97 |

2 Use Worksheet A to enter the correct valuesin this window.
3 PressF3 (Save).

4 Continue with the next procedure, “Administer Switch Interface.”
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Administer the Switch Y ou must now administer the switch interface. Do the following.
Interface
1 Starting at the Lucent INTUITY Main menu, select:

> Switch Interface Administration

> Call Data Interface Administration

> Switch Link Administration

The system responds with the Switch Interface Administration window.

| Switch Link Type: LAN Country: UNI TED STATES
Ext ensi on Length: 4 Swi tch: DEFI NI TY OVERLAN
Host Switch Nunber: 1
AUDI X Nunber: 1

Switch | P Address/ TCP Switch | P Address/ TCP
1 192.168.1. 124 5002

|
| |
| |
| |
| |
| Nunber Host Nane Por t Nunber Host Nane Por t |
| |
| |
| |
| |
| |

N /

2 Use Worksheet B to enter the correct values in this window.

3 PressF3 (Save).

4 Continue with the next procedure, “Administer Extension Numbers, Channels,
and Services.”

Administer Extension  To associate the switch voice ports, you must do the following on the Intuity system

Numbers, Channels, . .
and Services « Map channelsto switch extensions

» Map servicesto channels
» Assign servicesto called numbers.

For more information on this, see “Administering Channels” in_tieent INTUITY
Messaging Solutions Release 5 documentation.

Continue with the next procedure, “Administer Subscribers.”
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Administer Subscribers

3 C-LAN Administration

Subscribers must be administered on the I ntuity system. For moreinformation on this,
see the Lucent INTUITY Messaging Solutions Release 5 documentation. The following

screens show examples of subscriber

screens on the Intuity system.

ﬁd subscri ber 3066

Name:
Ext ensi on: 150
CCS: cl ass00
Switch Number: 1
Community ID 1
Secondary Ext:
Account Code:

N

Jean Collins

SUBSCRI BER

Locked? n
Passwor d:
M scel | aneous:
Covering Extension: 161
Broadcast Mail box? n

Page 1 of 2\

/

Qai | box Size (seconds), Maxinmum

ﬁd subscri ber 3066
SUBSCRI BER CLASS OF SERVI CE PARAMETERS

Addr essi ng Format: extension Logi n Announcenent Set: System
System Mul tilingual is ON Call Answer Primary Annc. Set: System
Call Answer Language Choice? n Call Answer Secondary Annc. Set: System
PERM SSI ONS
Type: cal | - answer Announcenent Control ?y Qutcal ling?n
Priority Messages? n Broadcast: none | MAPI Access? y
| VAPl Message Transfer? n Fax Creation? n Trusted Server Access? y
1 NCOM NG MAI LBOX Oder: fifo Category Order: nuo
Retention Tinmes (days), New. 10 ad: 10 Unopened: 10
OUTGO NG MAI LBOX Oder: fifo Category Order: unfda
Retention Tines(days), File Cab: 10 Del i ver ed/ Nondel i verabl e: 5
Voi ce Mail Message (seconds), Maxi mum Length: 300 M ni num Needed: 32
Call Answer Message (seconds), Maxi num Length: 120 M ni num Needed: 8
End of Message Warning Tine (seconds):
Maxi mum Mai ling Lists: 25 Total Entries in all Lists: 250
3600 M ni mum Guar antee: 0

Page 2 of 2\
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3 C-LAN Administration

Worksheet A: Names and IP Addresses for Lucent Intuity System

Complete the information on this worksheet to collect information required to
administer the Lucent INTUITY system for integration with the switch.

Field

Recommended | Your Entry

Intuity System TCP/IP Administration Screen (TCP/IP Administration, Network
Addressing or Networking Administration, TCP/IP Administration)

TCP/IP Interface

Host Name
(called UNIX Machine Name on R4.4)

This information may already be
administered. If not, enter the UNIX name
for this machine. The nameis
case-sensitive.

IP Address

I P address administered on the Lucent
Intuity system

Subnet Mask

Default Gateway IP Address

eeE O

denaudix

192.168.1.125

192.168.1.224

192.168.1.97

96
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Worksheet B: LAN Data for the Lucent Intuity System

Complete the information on this worksheet to administer the Lucent INTUITY system
for integration with the switch.

Field | Recommended | Your Entry

Lucent INTUITY System Switch Interface Administration Window

Extension Length 4
Use the extension length from the switch dial
plan

Host Switch Number 1

Use 1 if the integration supports only one
DEFINITY switch. If more than one
DEFINITY system will be supported, use the
number administered on the Local Node
Number field in the host switch dial plan.

AUDIX Number 1

The number assigned to the Lucent INTUITY
system on the DEFINITY ECS. For r-model
switches, a number from 1 to 8; for csi and si,
1. This must match the Machine-ID field of the
Processor Channels screen.

Switch Number 1

Enter the node number of the switch being
administered. If there is only one switch,

the value must be 1. This must match the
Local Node Number field in the switch dial

plan.

IP Address/Host Name 192.168.1.124
Enter the |P address for the switch being

administered.

TCP Port 5002

Enter a TCP port number for each Intuity
AUDIX for each switch being administered.
This must match the Interface Channel field of
the Processor Channels screen. Y ou should use
5002 for every switch linked over the LAN in
a DCS network. Use the numbers 6001-6999
for gateway TCP links to remote switchesin a
DCS network.
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Enable links and processor channels

Y ou must enable links and processor channels before the connections can be used.

To enable alink, open its datamodule screen (ch da [ext ]) and set the Enable
Link?fieldtoy.

[note: to view a list of assigned data modules and their extensions, enter the “list
data-module” command ( da)]

To enable the processor channels, open the processor channelsresmg p)
and set the Enable field yofor each assigned processor channel.

Note: 1. You must disable a link or processor channel before you can change its
parameters.

Note: 2. Thebusy-out command overrules the data module Enable Link? field.

Note: 3. Onthe C-LAN boards, low-level connectivity can remain intact when
higher-level applications such as DCS are not functioning. For example,
an external ping to a C-LAN’s ethernet port could be successful even
when the board is busied-out. When debugging connectivity problems,
pinging only checks low-level connectivity.
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Confi gu ration 3. Rssi<—x.25 —> R8r Gateway <—ethermnet—> R8si

In this configuration, a DEFINITY ECS R8r acts as a gateway between two other
nodes — one connected via X.25 to an R8si and the other via ethernet to another R¢

Switch 2
DEFINITY ECS
R8si
Switch 1 BX.25 Pl
PGATE DS1
PDM
DEFINITY ]
ECS R8r Switch 3
C-LAN Ethernet node-3
DEFINITY ECS
R8si

Task Summary
The following tasks need to be completed for Switch 1, Switch 2, and Switch 3:
1 Review checklist
2 Switch 1 administration

Assign node names

Assign pdm data module

Assign IP Interfaces

Assign link (via an x.25 data module) to Switch 2
Assign link (via an ethernet data module) to the LAN
Assign processor channels

-~ D0 QO O T Y

3 Switch 2 administration

a Assign link (via a proc-intf data module) to node 1
b Assign processor channels

4 Switch 3 administration

a Assign node names

b Assign IP Interfaces

¢ Assign link (via an ethernet data module) to the LAN
d Assign processor channels

5 Enable links and processor channels
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3 C-LAN Administration

Prerequisite Administration

There are some system administration tasks that need to be completed before you can
proceed with the connectivity administration described in this section.

Review the checklist of prerequisite administration tasksin Checklist for Prerequisite

Administration (page 54), before proceeding with the connectivity administration in
this section.

Configuration 3

SWITCH 2 SWITCH 1

SWITCH 3

DEFINITY ECS R7si | | DEFINITY ECS R7r | | DEFINITY ECS R7si
software-defined connections
Processor Interface Interface Processor Interface Interface Processor
channels channels channels channels channels channels channels
1 1 1 1 1 1 1
: 5000 500 2
2 |- 21 T e : : :
22 22 22 ;g < 2882 :Ez:y; 2;
23 p---- 23 23 -7 S Y
o - - 2 oy . : :
: : : e | . .
256 64 64 31 [, 64500 64500 256
Link 2 Link 5 32 Link 3 Link 3
384
| _ |
hardware connections
Processor Processor Processor
TN790B UN331B TN790B
. : : : 1 :
1 1 B :
1
_______ + Processor bus Processor bus - - - + Processor bus -
4444444444 Fovennn L !
! Voice o : |
' st -%%%--[ bst Newwork| | [ DS DS1 I
_______ etwor H .
NetPkt Pl : Voice NetPkt
TN767/| _x.25 |TN767/ control | i | TN767/ | - 5= =~ - TN767/
TN794 | | TN765 | | naa [ 777 2| Tnaea | |UN332B) || TNdea | 93| Thaes TN794
! k@ L | Bxzs” o R : :
M 1 N
TDMbus D: = TOM bus TDM bus
. [ Digital Pktint
: line TN1655 10BaseT
TN754 f ethernet | .
i RS232 | PGATE [ CLAN L ) CLAN
‘‘‘‘‘‘‘‘‘‘‘‘ ;| TN799 J'd| TN799
@DM @ﬂ TN577 | : : %‘ '@ﬁ :
Packet bus Packet bus Packet bus
) @ ® @
Ext 4121 Ext 2102 node-1 node-3
loc 10102 Ext 3391 Ext 4351
loc 1b0117 loc 1a1017
192.168.10.1 || 192.168.10.3 | \ ec3a Ews 052009
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<—ethernet—> R8si

Switch 1 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 1. A Node Names screen must be administered on
each switch in the network.

A node is defined as any of the following — a C-LAN port, a bridge or router, a CMS
ethernet port, or an Intuity AUDIX or other MSA network interface card. The Audix
and MSA node name and IP address must be entered on page 1 of the screen. The
for all other node types must be entered on pages 2—6.

The node names and IP addresses in any network should be assigned in a logical ¢
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a Lucent representative.

Note: Enter node names for Intuity AUDIX and MSA adjunctgpage 1. Enter
node names for switches, routers, and CMS startirmpga2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2.

change node- nanes
Page 2 of 6
NODE NAMES
Nanme | P Addr ess Name | P Addr ess
defaul t 0O .0 .0 .0 e e
node-1 192.168.10_.1__ e oo
node- 3 192.168.10_.3__ S
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 2 nodes:
« C-LAN Ethernet port on Switch 1
« C-LAN Ethernet port on Switch 3.
IP Address The unique | P addresses of the nodes named in the previous

field.

> Submit the screen
End
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Switch 1 Task — Assign pdm Data Module

Thistask administers a pdm data module for the connection between the PGATE
board and the DS1 board for the connection to node-2. The data module associates a
link number with a port address and extension number for the PGATE port used for
this connection.

Steps

Begin

> Open the Data Module form — entar da n

add dat a- nodul e next Page 1 of 2
Dat a Modul e
Dat a Extension: 30 Nanme: pdm on port 1c0102 BCC.
Type: pdm ~  CCSs: 1_ Renot e Loop- Around Test? n
Port: 01C0102 COR 1 Secondary data nodul e? n
ITC. restricted TN: 1 Connected to: dte

ABBREVI ATED DI ALI NG
Li st1:

SPECI AL DI ALI NG OPTI ON:

ASSI GNED MEMBER (Station with a data extension button for this data nodul e)
Ext Nane
1. 1002 station name

> Enter values

Field Conditions/Comments

Type: This indicates the data-module type for this connection.

Port: This example means that the PGATE circuit pack i in
slot 01c01 and link 5 uses port 02.

ITC: Enterrestricted. (unrestricted is used only for
wideband transmission.)

Name: Information-only; appears in list generated by the “ist
data module” command.

COs:

} The values for these fields will be specified by the

COR: L
system administrator.

TN:

Remote Loop-Around Set ton unless testing.
Test?
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Field Conditions/Comments
Secondary data Enter n.

modules?

Connected To Enter dt e.

K eep the default values for the rest of the fields.
20f2
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Switch 1 Task — Assign Link via x.25 Data Module to Switch 2

This task administers an X.25 data module for the connection to node 2. The data
modul e associates a link number with a port address and extension number for the
PGATE port used for this connection.

Steps

Begin

> If aPGATE circuit pack is not already administered in slot 1c01, insert the circuit
pack inthe slot and enter add pgat e 1c01, thenfill inthe PGATE screen.

>0Open the Data Module form — entar da n

add dat a- nodul e next

Page 1 of 2
DATA MODULE
Dat a Extension: 2102 Name: x.25 on link 5 to sw?2
Type: x.25 cos: 1 Renot e Loop- Around Test? n
Port: 01C0102 COR 1 Desti nati on Nunber: external
Baud Rate: 9600 ™: 1 Est abl i sh Connection? y
Endpoi nt Type: adjunct DTE/ DCE: dte Connect ed Data Mbdul e: 4121
Link: 5_ Enabl e Li nk? n Error Loggi ng? n
Permanent Virtual Circuit? y Hi ghest PVC Logi cal Channel: 64

Switched Virtual Crcuit? n

> Enter values

Field Conditions/Comments
Type: This indicates the data-module type for this connection.
Port: This example means that the PGATE circuit pack is in slct

01c01 and link 5 uses port 02.

Baud Rate: Set 18600 for DCS connections to vs or si models, orto énr

model with an external 9600 baud data line.

Set toswi t ched for r-to-r connections with common chanrjel

signaling on DS1 trunks.
Set to 9600 for connections to Intuity AUDIX.

Set to eithep600 or 19200 for CMS, depending on the
physical connectivity.

Endpoint Type: For DCS, CMS, or Intuity AUDIX, set this fieldaidj unct .

Link: The link number must be in the range 1 — 33 (for R8r), not
previously assigned on this switch.

1of2
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Field

Name:

Cos:
COR:

TN:
DTE/DCE:

Enable Link?

Remote
Loop-Around
Test?

Destination
Number:

Establish
Connection?

Connected
Data Module

Error Logging?

Permanent

Virtual Circuit?

Switched

Virtual Circuit?

Highest PVC
Logical
Channel:

> Submit the screen
End

Conditions/Comments

Information-only; appears in list generated by the “list data
module” command.

The values for these fields will be specified by the system
administrator.

The DTE/DCE assignments must be opposites on the two ends
of the connection. Usdce for node 2.

Set ty after the processor channels have been assigned

Set ton unless testing.

ext er nal is used when connecting an r-model to an si-mpdel.
For an r-to-r connection, enter the TAC+extension.

y means that this switch will be responsible for the call setup
for this connection. Enter when administering the data
module for Switch 2.

Extension of node-2 data module.

Set ta for normal operations.
Set toy for testing — logs all data module errors.
Alwaysy for DCS, CMS, and Intuity AUDIX.

Alwaysn for DCS, CMS, and Intuity AUDIX.

Set to 64 (the default) for normal operations.
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Switch 1 Task — Assign IP Interfaces

The IP interface for each C-LAN board on the switch must be defined on the P
Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces form.

Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces

IP Interfaces

Inter-region | P connectivity all owed?
Enabl e
Eth Pt Type Sl ot Code Sfx Node Nane
C LAN 01b01 TN/799 B node-1

Page 1 of 2

n
Net

Subnet Mask Gat eway Addr Rgn
255. 255. 255. 0 . . 1

255.255.255. 0

255. 255. 255. 0

[=R=N=0,5

N
(2}
N
(2l
N

55.0

> Enter values

Field

Inter-region IP
connectivity
allowed?

Enable Eth Pt

Type
Slot
Code

Sfx

Node name

Conditions/Comments

Entery to allow IP endpoints (phones and trunks) to use
MedPro resources administered in regions that are
different from the endpoints’ regions.

The Ethernet port must be enalylgtiéfore it can be
used. The port must be disabled efore changes can be
made to its attributes on this screen.

Enter c-lan or medpro.
Enter the slot location for the circuit pack.

Display only. This field is automatically populated with
TN799 for C-LAN or TN802 for MedPro.

Display only. This field is automatically populated with B
for the TN802 and TN799.

Enter the unique node name for the IP interface. Thz node
name here must already be administered on the Node
Names screen

lof2
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Field
Subnet Mask

Gateway Addr

Net Rgn

Conditions/Comments

Enter the subnet mask associated with the I P address for
this IPinterface. (The IP address is associated with the
node name on the Node Names screen).

In this example, leave the default subnet mask,
255.255.255.0, which indicates no subnetting for a Class
C IP address.

See the discussion of subnetting, Subnetting (page 16), in
Chapter 1 and Configuration 1: R8r <—ppp—> R8si
(page 60) in this chapter for details about subnet masks.

Leave blank for this configuration. The only connection
to this IP interface is node-3 on Switch 3. Node-3ison
the same subnetwork asthis IP interface, so no gateway is
needed.

In general, for connectivity to other (sub)networks, enter
the address of a network node that will serve asthe
default gateway to the other (sub)networks.

Enter the region number for this IP interface.
20f2
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Switch 1 Task — Assign Link via ethernet Data Module to the LAN

This task administers an ethernet data module for ethernet connections. The data
modul e associates a link number with a port address, extension number, and node
name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entex da n

add data nodul e next Page 1 of x
DATA MODULE

Dat a Ext ension: 3391 Nane: ethernet on link 3 BCC. 2
Type: ethernet
Port: 01b0117
Li nk: 3

Network uses 1's for broadcast addresses? y

> Enter values.

Field Conditions/Comments

Type: This indicates the data-modul e type for this connection.

Port: In this example, the C-LAN circuit pack isin slot 01b01; the
ethernet connection is through port 17.

Link: The link number must be in the range 1 — 33 (for R8r).

Name: Information-only; appears in list generated by the “list data
module” command.

Network Leave the defaulty) if the private network contains only

uses 1's for, DEFINITY switches and adjuncts. Setrtmnly if the network

broadcast includes non-DEFINITY switches that use the 0's method o

addresses?| forming broadcast addresses. See Appendix A, “Data Moddule -
type ethernet” for more information about this field.

> Submit the screen
End
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3 C-LAN Administration

Switch 1 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on the
node-1 switch.

Steps>

Begin

> Open Processor Channel Assignment form — eatercom p

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNMENT

Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renpte |D
1: n _ _ _ 0 o _
2: n - _ _ 0 _ _ _
21:  y  des 5 21 0 21 21 2
23. vy gtw-tcp32 _ 5 23 0 23 23 _
3i: \A decs s 3 5003 node- 3 0 31 31 3
3.2: vy gatw-tcp 23 s 3_ 6002 node-3 0 32 32 .
256 n - 0 -

Note: The Processor Channel number, the Interface Channel number, and the

Local and Remote Session numbers do not need to be the same number
but they should be made the same whenever possible to simplify network
“bookkeeping” and diagnostics.

> Enter values

Field

Conditions/Comments

Processor Channel 21:(X.25 connection to Switch 2)

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination Node

Destination Port

Set ty .
Set todcs for DCS signaling.
Used for TCP/IP connections only.

This must match the link number assigned on the x.25 Hata
module screen.

The interface channel number must be in the range 1 -- 64 fo
an X.25 link.

Used for TCP/IP connections only.

Used for TCP/IP connections only.
1of4
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Field Conditions/Comments

Session - Local The Local and Remote Session numbers can be any value
between 1 and 256 (s model) or 384 (r model), but they must
be consistent between endpoints. For each connection, the
Local Session number on this switch must equal the Remote
Session number on the remote switch and vice versa

Session - Remote

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch ID identified on the dia plan of the
destination switch.

Processor Channel 23:(TheX.25 side of the gateway)

Enable Settoy.
Appl. Usegt wy-t cp for conversion between X.25 and TCP/IP.
Gateway To Indicates a software connection between processor channels
23 and 32.
Mode Used for TCP/IP connections only.
Interface Link This must match the link number assigned on the x.25 data
modul e screen.
Interface Chan The interface channel number must be in the range 1 — 54 for
an X.25 link.

Destination Node Used for TCP/IP connections only.
Destination Port  Used for TCP/IP connections only.

Session - Local For each connection, the Local Session number on this switc
must equal the Remote Session humber on the remote switch

Session - Remote .
and vice versa.

Mach ID Leave blank fogt wy-t cp.

Processor Channel 31: (ethernetconnectionto Switch 3)

Enable Set tg .

Appl. Set todcs for DCS signaling.

Mode Node-1 is the “server” for this session. Set node-3 to “client”
(©).

Interface Link This must match the link number assigned on the node-|1 date

module screen.
20f4
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Field Conditions/Comments
Interface Chan For TCP/IP, interface channel numbers are in the range 5000
—64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not
gateways. These three values should be reused for mulliple
instances of these applications; for example, if there are| two
Intuity AUDIX'’s, use 5002 for both; or if there are four
DEFINITY ECS’s, use 5003 for all four. The combinatiot of
Link, Interface Channel, and Mach ID must be unique.

Destination Node Name of the far-end node for this channel. This must ke a
name entered on the Node Names screen.

Destination Port A value df allows any available interface channel on thz
destination node to be used for this connection. The Interface
Channel number on the Switch-3 Processor Channel sceen
must also be set .

Session - Local For each connection, the Local Session number on this switc
must equal the Remote Session humber on the remote switch

Session - Remote .
and vice versa.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

Processor Channel 32:(The Ethernet side of the gateway)

Enable Set tg .

Appl. Usegt wy- t cp for conversion between X.25 and TCP/IP.

Gateway To Indicates a software connection between processor channels
32 and 23.

Mode Node-1 is the “server” for this session. Set node-3 to “client”
(©).

Interface Link This must match the link number assigned on the data rhodule
screen.

Interface Chan For TCP/IP, interface channel numbers are in the range 5001
—64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not
gateways. The combination of Link, Interface Channel, and
Mach ID must be unique.

The recommended values for gateway switches is
6001-6099. The interface channel number must be unigle for
each gateway.

Destination Node Name of the far-end node for this channel. This must ke a
name entered on the Node Names screen.
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Field Conditions/Comments

Destination Port | A value of 0 alows any available interface channel on the
destination node to be used for this connection. The Interface
Channel number on the Switch-3 Processor Channel screen
must also be set to 0.

Session - Local For each connection, the Local Session number on this
switch must equal the Remote Session number on the remote

Session - Remote . )
switch and vice versa.

Mach ID Leave blank for gt wy-t cp.
4 0f4

> Submit the screen
End
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Switch 2 Task — Assign Link via procr-intf Data Module to Switch 1

Thistask administers a processor-interface data module for the x.25 connection to
node 1. The data module associates alink number with a physical channel number
and extension number for the Pl port used for this connection.

Steps

Begin

> Open Data Module form — entex da n

add dat a- nodul e next

Page 1 of 1
DATA MODULE
Dat a Ext ensi on: 4121 Name: x.25 on link 2 to node-1
Type: procr-intf cocs: 1 Mai nt enance Extension: 4191
Physi cal Channel : 02 COR 1 Desti nati on Nunber: 8122102
ITC. Restricted ™. 1 Est abl i sh Connection? n
Link: 2 DTE/ DCE: dce Connect ed Data Modul e:

Enabl e Link: n
ABBREVI ATED DI ALI NG
Li st1:

SPECI AL DI ALI NG CPTI ON:

ASSI GNED MEMBER (Station with a data extension button for this data nodul e)

Ext Nane

> Enter values.

Field Conditions/Comments

Type: This indicates the data-module type for this
connection.

Physical Channel: This must be the same as the link number.

ITC: Enterrestricted. (unrestricted is used only for
wideband transmission.)

Link: The link number must be in the range 1 —25 (for
R8si), not previously assigned on this switch.

Name: Information-only; appears in list generated by the “list
data module” command.

COs:

) The values for these fields will be specified by the

COR: .
system administrator.

TN:

DTE/DCE: The DTE/DCE assignments must be opposites ¢n the
two ends of the connection. Udee for node 1.
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Field Conditions/Comments
Enable Link?: Set toy after the processor channels have been
assigned.

Maintenance Extension:  Specified on dia plan.

Destination Number: TAC (812) + extension (2102) of the data module on
the far end that will establish the connection.

Establish Connection? | n meansthat the switch at the remote end of this
connection (Switch 1 in this case) will be responsible
for the call setup. Enter y when administering the data
module for Switch 1.

Connected Data Thisis an information-only field.
Module:

Keep the default values for the rest of thefields.
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<—ethernet—> R8si

3 C-LAN Administration

Switch 2 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on

Switch 2.

Steps

Begin

> Open Processor Channel Assignment form — eatercom p

Proc
Chan

1:
2:

21:

23:

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNVENT
G wy Interface Desti nati on Sessi on Mach
To Mde Link/Chan Node Port Local/Renpte |D
_ _ 0 - _
_ _ 0 - _
_ 2 2 0 21 21 1
_ 2 23 0 23 23 3_
_ _ 0 - _

256:

Enabl e

[ )

K K

=

Appl .

dcs

dcs

Note: The Processor Channel number, the Interface Channel number, and the
Local and Remote Session numbers do not need to be the same number
but they should be made the same whenever possible to simplify network
“bookkeeping” and diagnostics.

> Enter values

Field

Conditions/Comments

Processor Channel 21:(X.25 connection to Switch 1)

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination Node

Destination Port

Set ty .
Set todcs for DCS signaling.
Used for TCP/IP connections only.

This must match the link number assigned on the progr-intf
data module screen.

The interface channel number must be in the range |L — 64
for an X.25 link.

Used for TCP/IP connections only.

Used for TCP/IP connections only.
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Field
Session - Loca
Session - Remote

Mach ID

Conditions/Comments

The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they
must be consistent between endpoints. For each
connection, the Local Session number on this switch must
equal the Remote Session number on the remote switch and
vice versa

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Destination switch ID identified on the dial plan of the
destination switch. This is usually called the “node
number.”

Processor Channel 23:(connection to Switch 1 for gateway to Switch 3)

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination Node
Destination Port
Session - Local

Session - Remote

Mach ID

> Submit the screen
End

Set ty .
Set todcs for DCS signaling.
Used for TCP/IP connections only.

This must match the link number assigned on the progr-intf
data module screen.

The interface channel number must be in the range |L — 64
for an X.25 link.

Used for TCP/IP connections only.
Used for TCP/IP connections only.

For each connection, the Local Session number on this
switch must equal the Remote Session number on the
remote switch and vice versa.

Destination switch ID identified on the dial plan of the
destination switch.

20f2
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Switch 3 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 3. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2.

change node- nanes
Page 2 of 6
NODE NAMES
Nanme | P Addr ess Narre | P Addr ess
def aul t 0 .0 .0 .0 e e
node-1 192.168.10_.1__ _ o o o
node- 3 192.168.10_.3__ e e -
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 2 nodes:
e C-LAN Ethernet port on Switch 3
« C-LAN Ethernet port on Switch 1.
IP Address The unique | P addresses of the nodes named in the previous

field.

> Submit the screen
End
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Switch 1 Task — Assign IP Interfaces

The IP interface for each C-LAN board on the switch must be defined on the P
Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces form.

Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces

IP Interfaces

Inter-region | P connectivity all owed?
Enabl e
Eth Pt Type Sl ot Code Sfx Node Nane
C LAN 01al0 TN799 B node-1

Page 1 of 2

n
Net

Subnet Mask Gat eway Addr Rgn
255. 255. 255. 0 . . 1

255.255.255. 0

[=R=N=0,5

255. 255. 255. 0
55.0

N
(2}
N
(2l
N

> Enter values

Field

Inter-region IP
connectivity
allowed?

Enable Eth Pt

Type
Slot
Code

Sfx

Node name

Conditions/Comments

Entery to allow IP endpoints (phones and trunks) to use
MedPro resources administered in regions that are
different from the endpoints’ regions.

The Ethernet port must be enalylgtiéfore it can be
used. The port must be disabled efore changes can be
made to its attributes on this screen.

Enter c-lan or medpro.
Enter the slot location for the circuit pack.

Display only. This field is automatically populated with
TN799 for C-LAN or TN802 for MedPro.

Display only. This field is automatically populated with B
for the TN802 and TN799.

Enter the unique node name for the IP interface. Thz node
name here must already be administered on the Node
Names screen

lof2

118

Administration for Network Connectivity
CID: 77730 555-233-504 — Issue 1 — April 2000



Configuration 3: R8si<—x.25 —> R8r Gateway 3 C-LAN Administration

<—ethernet—> R8si

Field
Subnet Mask

Gateway Addr

Net Rgn

Conditions/Comments

Enter the subnet mask associated with the I P address for
this IPinterface. (The IP address is associated with the
node name on the Node Names screen).

In this example, leave the default subnet mask,
255.255.255.0, which indicates no subnetting for a Class
C IP address.

See the discussion of subnetting, Subnetting (page 16), in
Chapter 1 and Configuration 1: R8r <—ppp—> R8si
(page 60) in this chapter for details about subnet masks.

Leave blank for this configuration. The only connection
to this IP interface is node-1 on Switch 1. Node-1ison
the same subnetwork asthis IP interface, so no gateway is
needed.

In general, for connectivity to other (sub)networks, enter
the address of a network node that will serve asthe
default gateway to the other (sub)networks.

Enter the region number for this IP interface.
20f2
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Switch 3 Task — Assign Link via ethernet Data Module to the LAN

Thistask administers an ethernet data module on Switch 3 for the ethernet connection
to Switch 1. The data module associates alink number with a port address, extension
number, and node name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entex da n

add data nodul e next Page 1 of x
DATA MODULE

Dat a Extension: 4531 Nane: ethernet on link 3 BCC. 2
Type: ethernet
Port: 01a1017
Li nk: 3_

Network uses 1's for broadcast addresses? y

> Enter values.

Field Conditions/Comments
Type: This indicates the data-modul e type for this connection.
Port: In this example, the C-LAN circuit pack isin dot 01al10; the
ethernet connection is through port 17.
Link: The link number must be in the range 1 — 25 (for R8si), not
previously assigned on this switch.
Name: Information-only; appears in the “list data module” command list.
Network Leave the defaulty) if the private network contains only
uses 1's for| DEFINITY switches and adjuncts. Setrtaonly if the network
broadcast includes non-DEFINITY switches that use the 0's method o

addresses?  forming broadcast addresses. See Appendix A, “Data Modtle -
type ethernet” for more information about this field.

> Submit the screen
End
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3 C-LAN Administration

Switch 3 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on

Switch 3.

Steps

Begin

> Open Processor Channel Assignment form — eatercom p

Proc
Chan
1:
2:
Si:
3.2:

256:

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNVENT

G wy Interface Desti nati on Sessi on Mach

To Mde Link/Chan Node Port Local/Renpte |D
_ — 0 -
_ _ 0 - _
c 3 0 node- 1 5003 31 31 1
c 3 0 node- 1 6002 32 32 2
_ _ 0 - _

Enabl e

(==

K K

1=

Appl .

dcs

dcs

Note:

The Processor Channel number, the Interface Channel number, and the

Local and Remote Session numbers do not need to be the same number
but they should be made the same whenever possible to simplify network
“bookkeeping” and diagnostics.

> Enter values

Field

Conditions/Comments

For Processor Channel 31: (ethernet connection to Switch 1)

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination Node

Set ty.
Indicates that this connection will carry DCS data.

Node-3 is the “client” for this session. Set node-1 to
“server” ().

This must match the link number assigned on the node-3
data module screen.

A value df allows any available interface channel to be
used for this connection. This number must match the
Destination Port number on the Switch-1 Processor
Channel screen.

Name of the far-end node for this channel. This must be a
name entered on the Node Names screen.
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Field Conditions/Comments

Destination Port The Destination Port number must match the Interface
Channel number for this connection on the Switch-1
Processor Channel screen.

Session - Local The Local and Remote Session numbers can be any value
. between 1 and 256 (si model) or 384 (r model), but they
on - Remote must be consistent between endpoints. For each
connection, the Local Session number on this switch must
equal the Remote Session number on the remote switch
and viceversa.

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

Processor Channel 32: (connectionto Switch 1 for gateway to Switch 2)

Enable Settoy.

Appl. Set to dcs for DCS signaling.

Mode Node-3 is the “client” for this session. Set node-1 to
“server” ().

Interface Link This must match the link number assigned on the node-3

data module screen.

Interface Chan A value d&f allows any available interface channel to be
used for this connection. This number must match the
Destination Port number on the Switch-1 Processor
Channel screen.

Destination Node Name of the far-end node for this channel. This must be a
name entered on the Node Names screen.

Destination Port The Destination Port number must match the Interfsece
Channel number for this connection on the Switch-1
Processor Channel screen.

Session - Local For each connection, the Local Session number on [this
switch must equal the Remote Session number on thi2

Session - Remote ) .
remote switch and vice versa.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

2o0f2
> Submit the screen the screen
End
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Enable links and processor channels

Y ou must enable links and processor channels before the connections can be used.

To enable alink, open its datamodule screen (ch da [ext ]) and set the Enable
Link?fieldtoy.

[note: to view a list of assigned data modules and their extensions, enter the “list
data-module” command ( da)]

To enable the processor channels, open the processor channelsresmg p)
and set the Enable field yofor each assigned processor channel.

Note: 1. You must disable a link or processor channel before you can change its
parameters.

Note: 2. Thebusy-out command overrules the data module Enable Link? field.

Note: 3. Onthe C-LAN boards, low-level connectivity can remain intact when
higher-level applications such as DCS are not functioning. For example,
an external ping to a C-LAN’s ethernet port could be successful even
when the board is busied-out. When debugging connectivity problems,
pinging only checks low-level connectivity.
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Co nflg uration 4: Rrscsi <—ISDN—> RS8si Gateway <—ppp—> R8csi

In this configuration, a DEFINITY ECS R8r provides gateway conversion between

ISDN and TCP/IP.
Switch 2
DEFINITY ECS
R8csi
Switch 1 y DS1
DS1
DEFINITY
ECS RS8si
node-1
DS1 pp Switch 3
C-LAN | D.Sl

noe? Jecan]

DEFINITY ECS
R8csi

Task Summary
The following tasks need to be completed for Switch 1, Switch 2, and Switch 3:

1 Review checklist
2 Switch 1 administration

Assign node names

Assign signaling group and administered NCA TSC
Assign ISDN-TSC Gateway Channel

Assign link (viaadata module) to node 3

Assign processor channels

3 Switch 2 administration

D QO oY

a Assign signaling group and administered NCA TSC
4 Switch 3 administration

a Enable bus bridge connectivity

b Assign node names

¢ Assignlink (viaadata module) to node 1
d Assign processor channels

5 Enable links and processor channels

Administration for Network Connectivity
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Prerequisite Administration

3 C-LAN Administration

There are some system administration tasks that need to be completed before you can
proceed with the connectivity administration described in this section.

Review the checklist of prerequisite administration tasksin Checklist for Prerequisite
Administration (page 54), before proceeding with the connectivity administration in

this section.
Configuration 4
SWITCH 2 SWITCH 1 SWITCH 3
DEFINITY ECS R7csi | | DEFINITY ECS R7si | | DEFINITY ECS R7csi
software-defined connections
Processor Interface Interface Processor
channels channels channels channels
1 1 1 1
2 5000 5000 2
. . . 5001 5001 .
Sig Sig . N N :
Grp Index Extn Grp Index Extn . .
-1 13 fo . . P <51
1 1 1701 1 1 2951t o @t
1 2 1702 1 2 2952r---- Y Rt Ay .ol 32
o e 9 y ~~| 6002 X,(any)r - .
256 64500 reeem 64500 256
Link 1 Link 1
I I I I
hardware connections
Processor
TN790B
HE
. . Processor
== L= - bus
[ :
| Voice [ — | _Voice_ _
Processor DS1 data DS1 NetPkt DS1 data DS1 Proc
TN7988 TN767/ TN767/ TN794 TN767/ TN767/ 7085
A TN464 |ISPN-PRII 1464 TN464 |...PPP | TN464
: T data T ; - data . N
R L | |
__________ [ [ NI e L.
,,,,,,,,,,,,,,,,,,,,,,,,,,,,,, E—T Y EE—
‘© ‘@ bus
Bus : | C-LAN C-LAN C—LAN Bus :
bridge: | TN799 TN799 TN799 |bridge :
Packet bus Packet bus Packet bus
) @ ® @
Ext 1701 Ext 2951 node-1 node-3
Ext 1702 Ext 2952 Ext 5803 Ext 2801
loc 1a1024 loc 1b0924 loc 1b1115 loc 1a0906
192.168.10.101| |192.168.10.103| ¢\ ecan Ews 052099
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<—ppp—> R8csi

Switch 1 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 1. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2.

change node- nanes
Page 2 of 6
NODE NAMES
Name | P Addr ess Nanme | P Address
defaul t 0O .0 .0 .0 e A a___
node- 1 192.168.10_. 101 -
node- 3 192.168.10_. 103 e
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 2 nodes:
e C-LAN PPP port on Switch 1
« C-LAN PPP port on Switch 3.
IP Address The unique | P addresses of the nodes named in the previous

field.

> Submit the screen
End
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Switch 1 Task — Assign Link via ppp Data Module to Switch 3

This task administers a ppp data module for the ppp connection to node 3. The data
modul e associates a link number with a port address, extension number, and node
name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entad da 5803

add dat a- nodul e 5803

Page 1 of x
DATA MODULE
Dat a Ext ension: 5803 Name: _ppp on link 1 to node-3 BCC. 2
Type: ppp cos: 1
Port: 01b1115 COR 1
Link: 1 ™. 1

Enabl e Li nk? n

Node Nane: node-1
Subnet Mask: 255.255.255.0

Est abl i sh Connection: y

DESTI NATI ON
Digits: 792801
Node Nane: node-3
CHAP? n

[This data module is assigned the extension 5803; you can assign any unused
extension in the dial plan]

> Enter values

Field Conditions/Comments

Type: This indicates the data-module type for this connection.

Port: In this example, the C-LAN circuit pack is in slot 01b11; the ppp
connection is through port 15.

Link: The link number must be in the range 1 — 25 (for R8si), not
previously assigned on this switch.

Enable If you need to add an IP route that uses this node as a gateway,

Link? this field must be set tp before adding the IP route. Otherwisz

leave this field set to until the link administration is completg;

that is, until after all data modules and the processor channzls are

assigned, then set yo

Name: Information-only; appears in list generated by the “list data
module” command.
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Field Conditions/Comments

BCC: Bearer Capability Class. Thisisadisplay-only field.
COs

COR: The values for these fields will be specified by the system

administrator.
TN:

Node Name; The node name for the interface defined by this data module.
This must be a name entered on the Node Names screen.

Establish y meansthat this switch will be responsible for call setup for this
Connection?  connection. Enter n when administering the data module for
Switch 3.

Destination | Trunk access code (79) plus extension of data module on node-3
Digits: (2801).

Destination | Name of the node at the far end of this connection. This must be a
Node Name:; name entered on the Node Names screen

CHAP? Thisfield enables/disabl es the Challenge Handshake
Authentication Protocol security mechanism on thislink. If you
enter y, the system will prompt for a CHAP secret (password).

20f2
> Submit the screen
End
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Switch 1 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on the
node 1 switch.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNVENT
Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renpte |D
1: n __ _ _ 0 o _
2: n . _ . 0 - - .
131y des s 1 5003 node-3 0 13 31 3
14 \"2 gat eway s 1 6002 node- 3 0 14 32 _
64 n - 0 -
> Enter values
Field Conditions/Comments

Processor Channel 13: (ppp connection to Switch 3)

Enable Set tg .

Appl. Set todcs for DCS signaling.

Mode Node-1 is the “server” for this session. Set node-3 to “cliert”
(c).

Interface Link  This must match the link number assigned on the node-1 [1ata
module screen.

Interface Chan For TCP/IP, interface channel numbers are in the range %000 -
64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not gateweys.
These three values should be reused for multiple instances of
these applications; for example, if there are two Intuity
AUDIX’s, use 5002 for both; or if there are four DEFINITY
ECS'’s, use 5003 for all four. The combination of Link, Interjace
Channel, and Mach ID must be unique.

This number must match the Destination Port number on the
node-3 Processor Channel screen.
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Field

Destination
Node

Destination
Port

Session -
Local

Session -
Remote

Mach ID

Conditions/Comments

Name of the far-end node for this channel. This must be aname
entered on the Node Names screen. For ppp connections, it must
match the Destination Node Name entered on the ppp Data
Module screen.

A value of 0 allows any available interface channel on the
destination node to be used for this connection. The Interface
Channel number for this connection on the Switch-3 Processor
Channel screen must also be set to 0.

The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they must be
consistent between endpoints. For each connection, the Local
Session number on this switch must equal the Remote Session
number on the remote switch and vice versa.

It isallowed, and sometimes convenient, to use the same number
for the Local and Remote Session numbers. It is allowed, but not
recommended, to use the same Session numbers for two or more
connections.

Destination switch ID identified on the dial plan of the
destination switch.

Processor Channel 14:(Gateway between Switch 2 and Switch 3)

Enable

Appl.
Mode

Interface Link

Interface Chan

Settoy.
Set to gat eway for conversion between ISDN and TCP/IP.

Node-1 is the “server” for this session. Set node-3 to “client”
(c).

This must match the link number assigned on the node- 1|data
module screen.

For TCP/IP, interface channel numbers are in the range 5000 -
64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not gateweys.
These three values should be reused for multiple instances of
these applications; for example, if there are two Intuity
AUDIX’s, use 5002 for both; or if there are four DEFINITY
ECS'’s, use 5003 for all four. The combination of Link, Interjace
Channel, and Mach ID must be unique.

The recommended values for gateway switches is 6001—6)99.
The interface channel number must be unique for each galeway.

This number must match the Destination Port number on the
node-3 Processor Channel screen.
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Field Conditions/Comments
Destination Name of the far-end node for this channel. This must be a name
Node entered on the Node Names screen. For ppp connections, it must
match the Destination Node Name entered on the ppp Data
Module screen.
Destination A value of 0 allows any available interface channel on the
Port destination node to be used for this connection. The Interface
Channel number for this connection on the Switch-2 Processor
Channel screen must also be set to 0.
Session - _ ) ) )
Local For each connection, the Local Session number on this switch
- must equal the Remote Session number on the remote switch and
Session - vice versa.
Remote
Mach ID Leave blank for gateway applications.
30f3
> Submit the screen
End
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Switch 1 Task — Assign Signaling Group and administered NCA TSC

Thistask assigns a signaling group and an administered NCA TSC for the ISDN
connection to Switch 2.

Steps>

Begin

> Open the Signaling Groups form — entér si g n

change signal i ng-group next

Page 1 of 5
Sl GNALI NG GROUP
G oup Nunber: 1
Associ ated Signaling? y Max number of NCA TSC 5_
Primary D- Channel: 01b0924 Max nunber of CA TSC. 23
Trunk Group for NCA TSC 12

Trunk G oup for Channel Selection: 12
Suppl enentary Service Protocol: a

> Enter values

Field Conditions/Comments

Associated Signaling?  Specifies Facility-Associated Signaling (FAS) —| the
D-channel carries signaling only for the B-channel on

the same DS1 interface.

Primary D-Channel Specifies D-Channel signaling on port 24 of the DS1

circuit pack located at 01b09.

Max number of NCA| Maximum number of simultaneous non-call-associated

TSC Temporary Signaling Connections. The TSCs carry
signaling for features not associated with a specific
call; for example, signals to turn on Leave Word
Calling.

Max number of CA Maximum number of simultaneous call-associated

TSC TSCs that can exist in the signaling group. Typically,
this is the number of ISDN-PRI trunk group membjars

controlled by this signaling group.

Trunk Group for NCA The ISDN-PRI trunk group number whose incomirig
TSC call-handling table will be used to handle incoming
NCA-TSCs through this signaling group.

Trunk Group for
Channel Selection

Supplementary a indicates AT&T protocolb indicates QSIG protocpl.
Service Protocol

> Press the Next Page key
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3 C-LAN Administration

Page 2 of 5

ADM NI STERED NCA TSC ASSI GNVENT

Servi ce/ Feat ur e:

As- needed | nactivity Tine-out (mn):

TSC Local Mach.
I ndex Ext. Enabl ed Established Dest. Digits Appl . I D
1 2951 \a per manent 1701 dcs 2
2: 2952 \Y2 per manent 1702 gat eway .

3:

> Enter values

Field
TSC | ndex
Local Ext.

Enabled
Established

Dest. Digits

Appl. 1
MachID 1
TSC | ndex
Local Ext.

Enabled
Established

Conditions/Comments
1: (for DCS connection to Switch 2)

Extension number of the ISDN interface on the Switch-1DS1
circuit pack.

y enables the administered NCA-TSC.

Used to indicate the strategy for establishing this administered
NCA-TSC.

per manent means that the administered NCA-TSC can be
established by either the near end or the far end.

as- needed meansthe administered NCA-TSC will be established
the first time the administered NCA-TSC is needed; it can be set
up either by the near end or far end switch.

Extension number of the ISDN interface on the Switch-2 DS1
circuit pack.

TSC #1 carries the DCS signaling between node 1 and node 2.
Destination is node 2.
2: (for connection to Switch 2 for gateway to Switch 3)

Extension number of the ISDN interface on the Switch-1 DS1
circuit pack.

y enables the administered NCA-TSC.

Used to indicate the strategy for establishing this administered
NCA-TSC.

per manent means that the administered NCA-TSC can be
established by either the near end or the far end.

as- needed meansthe administered NCA-TSC will be established
the first time the administered NCA-TSC is needed; it can be set
up either by the near end or far end switch.
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Field Conditions/Comments

Dest. Digits|  Extension number of the ISDN interface on the Switch-2 DS1
circuit pack.

Appl. Specifiesthat TSC #2 will carry signaling that will be convertedin

Switch-1 to another protocol (TCP/IP), which will then be
forwarded to Switch-3.

Mach ID Leave blank for gateway
20f2
> Submit the screen
End
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Switch 1 Task — Assign ISDN-TSC Gateway

Thistask assigns the ISDN TSC gateway channels needed for ISDN signaling
between node 1 and node2

Steps

Begin

> Open the ISDN TSC Gateway Channel Assignment form — artter sdn t sc

change isdn tsc-gat eway

| SDN TSC GATEWAY CHANNEL ASSI GNVENT

Sig Admi d NCA Processor Appli - Sig Admid NCA Processor Appli-
cation G oup TSC | ndex Channel cation

G oup TSC I ndex Channel
' 14

f
I I O

EECHCLERCAN

Page 1 of 2

dcs 17:

> Enter values

Field

Conditions/Comments

For Gat eway Channel 1:(ISDN connection to Switch 2)

Sig Group

Adm’d NCA
TSC Index

Processor
Channel

Application

Signaling group number assigned on the Signaling Groug;
screen.

TSC Index assigned on page 2 of the Signaling Group scrizen
(Administered NCA TSC Assignment).

This is the Processor Channel number specifiedgag away
application on the Processor Channel Assignment screen.

The application that this TSC is used for.

> Submit the screen

End
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Configuration 4: R8csi <—ISDN—> R8si Gateway 3 C-LAN Administration

<—ppp—> R8csi

Switch 2 Task — Assign Signaling Group and administered NCA TSC

Thistask assigns a signaling group and an administered NCA TSC for the ISDN
connection to Switch 1.

Steps

Begin
> Open the Signaling Groups form — entér si g n

change signal i ng-group next

G oup Nunber: 1

Trunk G oup for Channel Selection: 21
Suppl enentary Service Protocol: a

Page 1 of 5
Sl GNALI NG GROUP
Associ ated Signaling? y Max number of NCA TSC 5_
Primary D Channel: 01a1024 Max nunber of CA TSC. 23
Trunk Group for NCA TSC 12

> Enter values

Field Conditions/Comments
Associated Specifies Facility-Associated Signaling (FAS) — the
Signaling? D-channel carries signaling only for the B-channels on

the same DS1 interface.

Primary D-Channel Specifies D-Channel signaling on port 24 of the D$1
circuit pack located at 1a10.

Max number of NCA Maximum number of simultaneous non-call-associaled

TSC Temporary Signaling Connections that can exist in the
signaling group. This number includes all NCA-TSCs
that are administered on this screen and those that
tandem through the switch in-route to another switch in
the network. The TSCs carry signaling for features ot
associated with a specific call; for example, signals [o
turn on Leave Word Calling.

Max number of CA| Maximum number of simultaneous call-associated TSCs

TSC that can exist in the signaling group. Typically, this is the
number of ISDN-PRI trunk group members controlled by
this signaling group. If the connection is using the public
network (SDN), the total NCA + CA TSCs cannot
exceed the number ordered.

Trunk Group for The trunk group used by the NCA-TSCs.
NCA TSC

Trunk Group for Leave blank — this field is currently not used.
Channel Selection

Supplementary a indicates AT&T protocolb indicates QSIG protocol.
Service Protocol
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<—ppp—> R8csi

> Press the Next Page key

Page 2 of 5
ADM NI STERED NCA TSC ASSI GNMENT
Servi ce/ Feature: As- needed | nactivity Tine-out (mn):
TSC Local Mach.
I nde Ext. Enabl ed Established Dest. Digits Appl . I D
1 1701 \2 per manent 2951 dcs 1
2: 1702 A per manent 2952 dcs 3
3. - _ __
> Enter values
Field Conditions/Comments
TSC | ndex 1: (for DC S connection to Switch 1)
Local Ext. Extension number of the ISDN interface for TSC #1 on the
Switch-2 DS circuit pack.
Enabled y enables the administered NCA-TSC.
Established Used to indicate the strategy for establishing this administered
NCA-TSC.

per manent means that the administered NCA-TSC can be
established by either the near end or the far end.

as- needed means the administered NCA-TSC will be
established the first time the administered NCA-TSC is needed;
it can be set up either by the near end or far end switch.

Dest. Digits Extension number of the ISDN interface for TSC #1 on the
Switch-1 DS circuit pack.

Appl. TSC #1 carries DCS signaling between node 2 and node 1.

Mach ID Destination is node 1.

TSC | ndex 2: (for DCS connection to Switch 1)

Local Ext. Extension number of the ISDN interface for TSC #2 on the
Switch-2 DS circuit pack.

Enabled y enables the administered NCA-TSC.

Established Used to indicate the strategy for establishing this administered
NCA-TSC.

per manent means that the administered NCA-TSC can be
established by either the near end or the far end.

as- needed means the administered NCA-TSC will be
established the first time the administered NCA-TSC is needed;
it can be set up either by the near end or far end switch.

lof2
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<—ppp—> R8csi

Field Conditions/Comments

Dest. Digits Extension number of the ISDN interface for TSC #20n the
Switch-1 DS circuit pack.

Appl. TSC #2 carries DCS signaling between Switch 2 and Switch 1.
As specified on the Switch-1 NCA TSC Assignment screen,
TSC #2 isadministered as a gateway on Switch 1, where the
ISDN signals are converted to TCP/IP.

Mach ID Destination is node 3.
20f2

> Submit the screen
End

Administration for Network Connectivity
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<—ppp—> R8csi

Switch 3 Task — Enable Bus Bridge Connectivity

Thistask enables the bus bridge functionality on the C-LAN circuit pack to provide a
path between the packet bus and the processor.

Note: BusBridge Connectivity is used on the csi model only. This task may
have been complete when the C-LAN circuit pack was installed.

Steps

Begin
> Open the Maintenance-Related System Parameters form —a@mterys na

> Go to page 2 and skip to the Packet Intf2? field near the bottom of the screen

change system paraneters nai nt enance Page 2 of 3
MAI NTENANCE- RELATED SYSTEM PARAMETERS

M NI MUM MAI NTENANCE THRESHOLDS ( Before Notification )
TTRs: 4 CPTRs: 1 Call Classifier Ports: O
MMs: O VGCs: 0

TERM NATI NG TRUNK TRANSM SSI ON TEST ( Extension )
Test Type 100: Test Type 102: Test Type 105:

| SDN MAI NTENANCE
| SDN- PRI Test Cal |l Extension: | SDN- BRI Service SPID:

DS1 MAI NTENANCE
DSO Loop- Around Test Call Extension:

LOSS PLAN ( Leave Blank if no Extra Loss is Required )
M ni mum Nunber of Parties in a Conference Before Addi ng Extra Loss:

SPE OPTI ONAL BOARDS
Packet Intfl? y Packet Intf2? y
Bus Bridge: 01a09__Inter-Board Link Tinmeslots PtO: 6 Pt1: 1 Pt2: 1

> Enter values

Field Conditions/Comments
Packet Intf2?  Enables the bus bridge.

Bus Bridge: Location of the C-LAN circuit pack. If the system has two
C-LANSs, only one is administered for bus bridge.

Inter-Board | Specifies the bandwidth used on the 3 ports of the Inter-Bpard

Link Link. The total number of timeslots assigned cannot exceed 11.

Timeslots: PtO carries PPP traffic and can have 1-9 timeslots. Ptl carries

Pt0, Pt1, Pt2| maintenance messages and can have 1-3 timeslots. Pt2 carries
broadcast messages and can have 1-3 timeslots.

> Submit the screen
End
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<—ppp—> R8csi

Switch 3 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 3. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2.

change node- nanes
Page 2 of 6
NODE NAMES
Name | P Addr ess Nanme | P Addr ess
def aul t 0O .0 .0 .0 e
node-1 192.168.10_. 101 -
node- 3 192.168.10_. 103 e
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 2 nodes:
« C-LAN PPP port on Switch 3
« C-LAN PPP port on Switch 1.
IP Address The unique IP addresses of the nodes named in the previous

field.

> Submit the screen
End
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<—ppp—> R8csi
Switch 3 Task — Assign Link via ppp Data Module to Switch 1

Thistask administers a ppp datamodule on Switch 3 for the ppp connection to Switch
1. The data module associates a link number with a port address, extension number,
and node name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entad da n

add dat a- nodul e next

Page 1 of x
DATA MODULE
Dat a Ext ensi on: 2801 Nanme: _ppp on link 1 to node-1 BCC. 2
Type: ppp cos: 1
Port: 01a0906 COR 1
Link: 1 ™. 1

Enabl e Li nk? n

Node Nane: node-3
Subnet Mask: 255.255.255.0

Est abl i sh Connection: n

DESTI NATI ON
Digits:
Node Nane: node-1
CHAP? n

[This data module is assigned the extension 2801; you can assign any unused
extension in the dial plan.]

> Enter values

Field Conditions/Comments
Type: This indicates the data-module type for this connection.
Port: In this example, the C-LAN circuit pack is in slot 01a09; the

ppp connection is through port 06.

Link: The link number must be in the range 1 — 25 (for R8csi)| not

previously assigned on this switch.

Enable Link? If you need to add an IP route that uses this node as a
gateway, this field must be settdefore adding the IP route.
Otherwise leave this field settauntil the link administratioh
is complete; that is, until after all data modules and the
processor channels are assigned, then set to

Name: Information-only; appears in list generated by the “list data
module” command.
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Field Conditions/Comments
BCC: Bearer Capahility Class. Thisis adisplay-only field.
COSs
i The values for these fields will be specified by the system
COR: o
administrator.
TN:
Node Name: The node name for the interface defined by this data module.
This must be a name entered on the Node Names screen.
Subnet Mask:
Establish n means that the switch at the remote end of this connection
Connection? (Switch 1 in this case) will be responsible for the call setup.
Enter y when administering the data module for Switch 1.
Destination Not needed if the “Establish Connection?” field is sat to
Digits:
DestinationNode Name of the node at the far end of this connection. Thisfmust
Name: be a name entered on the Node Names screen.
CHAP? This field enables/disables the Challenge Handshake

Authentication Protocol security mechanism on this link| If
you entely, the system will prompt for a CHAP secret
(password).

20f2

> Submit the screen
End
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<—ppp—> R8csi

Switch 3 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on

Switch 3.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p.

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNVENT
Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renpte |D
1: n __ _ _ 0 o _
2: n _ . 0 - - .
31: vy des c 10 node- 1 5003 31 13 1
32: \A decs c 1 0 node-1 6002 32 14 2
64: no_ _ _ 0 -

> Enter values

Field

Conditions/Comments

Processor Channel 31: (ppp connection to Switch 1)

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination
Node

Destination Port

Set ty.
Set todcs for DCS signaling.

Node-3 is the “client” for this session. Set node-1 to “server”
(s).

This must match the link number assigned on the node-3 data
module screen.

A value @ allows any available interface channel to be used
for this connection. This number must match the Destinétion
Port number on the Switch-1 Processor Channel screen

Name of the far-end node for this channel. This must be a
name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Name
entered on the ppp Data Module screen.

This must match the Interface Channel number assigned on
the Switch-1 Processor Channel screen.

1of2
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<—ppp—> R8csi

Field
Session - Locd

Session -
Remote

Mach ID

Conditions/Comments

The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they must
be consistent between endpoints. For each connection, the
Local Session number on this switch must equal the Remote
Session number on the remote switch and vice versa

It isallowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Destination switch ID identified on the dial plan of the
destination switch.

Processor Channel 32: (connectionto Switch 1 for gateway to Switch 2)

Enable

Appl.:
Mode

Interface Link

Interface Chan

Destination
Node

Destination Port

Session - Local

Session -
Remote

Mach ID

> Submit the screen
End

Settoy.
Set to dcs for DCS signaling.

Node-3 is the “client” for this session. Set node-1 to “server”
(s)-

This must match the link number assigned on the data module
screen.

A value @ allows any available interface channel to be used
for this connection. This number must match the Destinetion
Port number on the Switch-1 Processor Channel screen

Node name for the gateway through which the destinaticn is
reached. This must be a name entered on the Node Narhes
screen. For ppp connections, it must match the Destinat/on
Node Name entered on the ppp Data Module screen.

This must match the Interface Channel number assigned on
the Switch-1 Processor Channel screen.

For each connection, the Local Session number on this switch
must equal the Remote Session number on the remote switch
and vice versa.

Destination switch ID identified on the dial plan of the
destination switch.

20f2
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<—ppp—> R8csi

Enable links and processor channels

Y ou must enable links and processor channels before the connections can be used.

To enable alink, open its datamodule screen (ch da [ext ]) and set the Enable
Link?fieldtoy.

[note: to view a list of assigned data modules and their extensions, enter the “list
data-module” command ( da)]

To enable the processor channels, open the processor channelsresmg p)
and set the Enable field yofor each assigned processor channel.

Note: 1. You must disable a link or processor channel before you can change its
parameters.

Note: 2. Thebusy-out command overrules the data module Enable Link? field.

Note: 3. Onthe C-LAN boards, low-level connectivity can remain intact when
higher-level applications such as DCS are not functioning. For example,
an external ping to a C-LAN’s ethernet port could be successful even
when the board is busied-out. When debugging connectivity problems,
pinging only checks low-level connectivity.
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Configuration 5A: R8csi <—ppp—> R8r (one C-LAN) 3 C-LAN Administration
<—ethernet—> R8si

Confi gu ration 5A: rscsi <—ppp—> R8r (one C-LAN) <—ethernet—> R8si

In this configuration, a DEFINITY ECS R8r acts as a gateway between two other
nodes — one connected via ppp to an R8csi and the other via ethernet to another R

Switch 2

DEFINITY ECS
R8csi

node-2| pg;

Switch 1 ppp m

DEFINITY IE hode-1-ppp

ECS R8r node-1-eth Switch 3
C-LAN
I: Ethernet

C-LAN

DEFINITY ECS
R8si

Task Summary

The following tasks need to be completed for Switch 1, Switch 2, and Switch 3:
1 Review checklist
2 Switch 1 administration

a Assign node names

b Assign link (via a data module) to Switch 2
¢ Assign link (via a data module) to the LAN
d Assign processor channels

3 Switch 2 administration

a Enable bus bridge connectivity

b Assign node names

¢ Assign link (via a data module) to Switch 1
d Assign processor channels

e Assign IP Route

4 Switch 3 administration

a Assign node names
b Assign link (via a data module) to Switch 1
¢ Assign processor channels

5 Enable links and processor channels

Administration for Network Connectivity
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<—ethernet—> R8si

Prerequisite Administration

3 C-LAN Administration

There are some system administration tasks that need to be completed before you can
proceed with the connectivity administration described in this section.

Review the checklist of prerequisite administration tasksin the Checklist for
Prerequisite Administration (page 54), before proceeding with the connectivity

administration in this section.

Configuration 5A

SWITCH 2 SWITCH 1 SWITCH 3
DEFINITY ECS R7csi DEFINITY ECS R7r DEFINITY ECS R7si
software-defined connections
Processor Interface Interface Processor Interface Interface Processor
channels channels channels channels channels channels channels
1 1 1 1 1 1 1
2 5000 5000 : 5000 500 2
. . . 12 . .
21 - x, (any) 5003 -~ 13 [------ 5003 x(any) [~~~ 31
23 f---- X (any) . . . 6004 [---- 32
128 64500 64500 384 64500 64500 256
Link 1 Link 1 Link 2 Link 1
I I I I
hardware connections
Processor Processor
UN331B TN790B
T N T B
: b
1 1 B
Processor bus - - - Processor bus -+ ...
Lo :
Voice it !
DS1 r-422 - DS1 Network | : DS1 . DS1
PTr,‘ff;“gsggr 67| 9@ | tN767/| | control | i | TNTE | -\écfc-l'g- | ™76 ?‘ﬁ%‘j
— TN464 |..... 5’, P.IP ..... TN464 | |UN332B| : | TN464 TN464
B AN e | T
! L S R ! !
“ToMbus S TOMBUS g TDM bus
®\E ............ : K@ 10BaseT
: : : ethernet
Bus : | C-LAN Pktint CLAN | 7~ | cLAN
bridge: | TN799 TN1655 | | TN799 k@ B @;\ TN799
Packet bus Packet bus Packet bus
@ @ @ @ cydfec5a KLC 081999
node-2 node-1-ppp node-1-eth node-3
Ext 3020 Ext 2376 Ext 2377 Ext 3901
loc 1a0413 loc 1c0815 loc 1c0817 loc 1a0517
192.168.10.12 | [192.168.10.130| {192.168.10.128 | |192.168.10.129
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Configuration 5A: R8csi <—ppp—> R8r (one C-LAN) 3 C-LAN Administration

<—ethernet—> R8si

Switch 1 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 1. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2

change node- nanes
Page 2 of 6
NODE NAMES
Nane | P Addr ess Nane | P Address
def aul t 0O .0 .0 .0 e
node- 1- ppp 192. 168. 10_. 130 e oo
node-1-eth 192.168. 10_. 128 e
node- 2 192.168.10_.12_ e
node- 3 192.168.10_. 129 .
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 4 nodes:

« C-LAN PPP port on Switch 1
e C-LAN Ethernet port on Switch 1.
« C-LAN PPP port on Switch 2
e C-LAN Ethernet port on Switch 3
IP Address | The unique IP addresses of the nodes named in the previousfield.

> Submit the screen
End

148

Administration for Network Connectivity
CID: 77730 555-233-504 — Issue 1 — April 2000



Configuration 5A: R8csi <—ppp—> R8r (one C-LAN) 3 C-LAN Administration
<—ethernet—> R8si
Switch 1 Task — Assign Link via ppp Data Module to Switch 2

Thistask administers a ppp datamodule on Switch 1 for the ppp connection to Switch
2. The data modul e associates a link number with a port address, extension number,
and node name for the C-LAN port used for this connection.

Steps

Begin
> Open Data Module form — entad da 2376

add dat a- nodul e 2376
Page 1 of x
DATA MODULE
Dat a Extension: 2376 Name: _ppp on link 1 to node-2 BCC. 2
Type: ppp cos: 1
Port: 01c0815 COR 1
Link: 1 ™. 1
Enabl e Li nk? n
Node Nane: node-1-ppp
Subnet Mask: 255.255.255.0
Est abl i sh Connection: y
DESTI NATI ON
Digits: 8993020
Node Nane: node-2
CHAP? n
> Enter values
Field Conditions/Comments
Type: This indicates the data-module type for this connection.
Port: In this example, the C-LAN circuit pack is in slot 01c08; the
ppp connection is through port 15.
Link: The link number must be in the range 1 — 33 (for R8r), not

previously assigned on this switch.

Enable Link? If you need to add an IP route that uses this node as a géteway

this field must be set tp before adding the IP route. Otherwise
leave this field set to until the link administration is compleie;
that is, until after all data modules and the processor channels
are assigned, then setyto

Name: Information-only; appears in list generated by the “list data
module” command.
BCC: Bearer Capability Class. This is a display-only field.
1of2
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Field
COSs
COR:
TN:

Node Name:

Subnet Mask:

Establish
Connection?

Destination
Digits:
Destination
Node Name:

CHAP?

> Submit the screen
End

3 C-LAN Administration

Conditions/Comments

The values for these fields will be specified by the system
administrator.

The node name for the interface defined by this data module.
This must be a name entered on the Node Names screen.

y means that this switch will be responsible for call setup for
this connection. Enter n when administering the datamodule for
Switch 2.

Trunk access code (899) plus extension of datamodule on
node-2 (3020).

Name of the node at the far end of this connection. This must be
aname entered on the Node Names screen.

This field enabl es/disabl es the Challenge Handshake
Authentication Protocol security mechanism on thislink. If you
enter y, the system will prompt for a CHAP secret (password).

20f2
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Configuration 5A: R8csi <—ppp—> R8r (one C
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Switch 1 Task — Assign IP Interfaces

-LAN) 3 C-LAN Administration

The IP interface for each C-LAN board on the switch must be defined on the P
Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces form.

Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces
IP Inte

Inter-region | P connectivity all owed?
Enabl e

Eth Pt Type Sl ot Code Sfx Node Nane
C LAN 01c08 TN799 B node-1-eth

Page 1 of 2
rfaces
n
Net
Subnet Mask Gat eway Addr Rgn
255. 255. 255. 0 . 1

[=R=N=0,5

> Enter values

Field

Inter-region IP
connectivity
allowed?

Enable Eth Pt

Type
Slot
Code

Sfx

Node name

Conditions/Comments

Entery to allow IP endpoints (phones and trunks) to use
MedPro resources administered in regions that are
different from the endpoints’ regions.

The Ethernet port must be enalylgtiéfore it can be
used. The port must be disabled efore changes can be
made to its attributes on this screen.

Enter c-lan or medpro.
Enter the slot location for the circuit pack.

Display only. This field is automatically populated with
TN799 for C-LAN or TN802 for MedPro.

Display only. This field is automatically populated with B
for the TN802 and TN799.

Enter the unique node name for the IP interface. Thz node
name here must already be administered on the Node
Names screen
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Configuration 5A: R8csi <—ppp—> R8r (one C-LAN) 3 C-LAN Administration
<—ethernet—> R8si

Field Conditions/Comments

Subnet Mask Enter the subnet mask associated with the I P address for
this IPinterface. (The IP address is associated with the
node name on the Node Names screen).

In this example, leave the default subnet mask,
255.255.255.0, which indicates no subnetting for a Class
C IP address.

See the discussion of subnetting, Subnetting (page 16), in
Chapter 1 and Configuration 1: R8r <—ppp—> R8si
(page 60) in this chapter for details about subnet masks.

Gateway Addr Leave blank for this configuration. The only IP
connection to this IP interface is node-3 on Switch 3.
Node-3 is on the same subnetwork asthis IP interface, so
no gateway is needed.

In general, for connectivity to other (sub)networks, enter
the address of a network node that will serve asthe
default gateway to the other (sub)networks.

Net Rgn Enter the region number for this IP interface.
20f2
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<—ethernet—> R8si
Switch 1 Task — Assign Link via ethernet Data Module to Ethernet

This task administers an ethernet data module for the ethernet connection to node 3.
The data module associates a link number with a port address, extension number, and
node name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entex da n

add data next
Page 1 of X
DATA MODULE
Dat a Extension: 2377 Name: ethernet on link 2 BCC. 2
Type: ethernet
Port: 01c0817
Li nk: 2
Network uses 1's for broadcast addresses? y _
> Enter values
Field Conditions/Comments
Type: This indicates the data-modul e type for this connection.
Port: Ethernet connections must be assigned to port 17 on the C-LAN
circuit pack.
Link: The link number must be in the range 1 — 33 (for R8r), not
previously assigned on this switch.
Name: Information-only; appears in list generated by the “list data

module” command.

Network uses Leave the defaulty) if the private network contains only

1's for DEFINITY switches and adjuncts. Setrtanly if the network

broadcast includes non-DEFINITY switches that use the 0’s method pf

addresses? forming broadcast addresses. See Appendix A, “Data Mocule -
type ethernet” for more information about this field.

> Submit the screen
End
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3 C-LAN Administration

Switch 1 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on the

Switch 1.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p.

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNMENT
Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renote |ID
1: n __ _ _ 0 o _
2: n - _ - 0 _ _ -
3: n - _ - 0 _ _ -
lé: \A decs s 1l 5003 node- 2 0 12 21 2
13: y dcs _ s 2 5003 node-3 0 13 31 3
384: n L 0 -
> Enter values
Field Conditions/Comments
Processor Channel 12:(ppp connection to Switch 2)
Enable Set tg .
Appl. Set todcs for DCS signaling.
Mode Node-1-ppp is the “server” for this session. Set node-Z to
“client” (c).
Interface Link This must match the link number assigned on the nodiz-1a
data module screen.
Interface Chan or TCP/IP, interface channel numbers are in the range 500(
— 64500.
The recommended values are: 5001 for CMS, 5002 fol
Intuity AUDIX, and 5003 for DCS connections that are not
gateways. These three values should be reused for mulltiple
instances of these applications; for example, if there arz two
Intuity AUDIX’s, use 5002 for both; or if there are four
DEFINITY ECS’s, use 5003 for all four. The combination
of Link, Interface Channel, and Mach ID must be unique.
This number must match the Destination Port number ¢n the
Switch-2 Processor Channel screen.
1of3
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Field
Destination Node

Destination Port

Session - Local
Session - Remote

Mach ID

Conditions/Comments

Name of the far-end node for this channel. This must be a
name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Name
entered on the ppp Data Module screen.

A value of 0 allows any available interface channel on the
destination node to be used for this connection. The
Interface Channel number for this connection on the
Switch-2 Processor Channel screen must also be set to 0.

The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they
must be consistent between endpoints. For each connection,
the Local Session number on this switch must equal the
Remote Session number on the remote switch and vice
versa.

It is alowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Destination switch 1D identified on the dial plan of the
destination switch.

Processor Channel 13: (ethernet connection to Switch 3)

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination Node

Destination Port

Settoy.
Set to dcs for DCSsignaling.

Node-1-eth is the “server” for this session. Set node-3 [0
“client” (c).

This must match the link number assigned on the nodz-1b
data module screen.

For TCP/IP, interface channel numbers are in the range
5000 - 64500. The value 5003 is recommended for the DCS
connections. This number must match the Destination Port
number on the Switch-2 Processor Channel screen. (Note
that5003 can be used for the connections to both Swifch 2
and 3 because they are on different links).

Name of the far-end node for this channel. This must be a
name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Name
entered on the ppp Data Module screen.

A value df allows any available interface channel on the
destination node to be used for this connection. The
Interface Channel number on the Switch-3 Processor
Channel screen must also be sdl.to

20f3
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Field Conditions/Comments

Session - Local For each connection, the Local Session number on this
Session - Remote switch mugx equal the Remote Session humber on the
remote switch and vice versa

Mach ID Destination switch 1D identified on the dial plan of the
destination switch.

3o0f3

> Submit the screen
End
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Switch 2 Task — Enable Bus Bridge Connectivity

Thistask enables the bus bridge functionality on the C-LAN circuit pack to provide a

path between the packet bus and the processor.

Note: BusBridge Connectivity is used on the csi model only. This task may

have been complete when the C-LAN circuit pack was installed.

Steps

Begin

> Open the Maintenance-Related System Parameters form —a@mterys na

> Go to page 2 and skip to the Packet Intf2? field near the bottom of the screen

MAI NTENANCE- RELATED SYSTEM PARAMETERS

M NI MUM MAI NTENANCE THRESHOLDS ( Before Notification )
TTRs: 4 CPTRs: 1 Call Classifier Ports: O
MMs: O VGCs: 0

TERM NATI NG TRUNK TRANSM SSI ON TEST ( Extension )
Test Type 100: Test Type 102: Test Type 105:

| SDN MAI NTENANCE
| SDN- PRI Test Cal |l Extension: | SDN- BRI Service SPID:

DS1 MAI NTENANCE
DSO Loop- Around Test Call Extension:

LOSS PLAN ( Leave Blank if no Extra Loss is Required )
M ni mum Nunber of Parties in a Conference Before Addi ng Extra Loss:

SPE OPTI ONAL BOARDS
Packet Intfl? y Packet Intf2? y
Bus Bridge: 0l1a04_ Inter-Board Link Timeslots PtO: 6 Pt1l: 1 Pt2:

change system paraneters nai nt enance Page 2 of

1

3

> Enter values

Field Conditions/Comments

Packet Intf2? Enables the bus bridge.

Bus Bridge: Location of the C-LAN circuit pack. If the system has two
C-LANSs, only one is administered for bus bridge.

Inter-Board Specifies the bandwidth used on the 3 ports of the Inter-Board

Link Timeslots! Link. The total number of timeslots assigned cannot exceed

PtO, Pt1, Pt2 11. PtO carries PPP traffic and can have 1-9 timeslots. Pt1
carries maintenance messages and can have 1-3 timeslots. Pt
carries broadcast messages and can have 1-3 timeslots

> Submit the screen
End
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Switch 2 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 2. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2

change node- nanes
Page 2 of 6
NODE NAMES
Nanme | P Addr ess Narre | P Addr ess
def aul t 0O .0 .0 .0 e
node- 1- ppp 192.168. 10_. 130 e
node- 2 192.168.10_.12 e
node- 3 192.168.10_. 129 -
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 3 nodes:
« C-LAN PPP port on Switch 2
e C-LAN PPP port on Switch 1.
e C-LAN Ethernet port on Switch 3
IP Address The unique | P addresses of the nodes named in the previous

field.

> Submit the screen
End
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Switch 2 Task — Assign Link via ppp Data Module to Switch 1

Thistask administers a ppp datamodule on Switch 2 for the ppp connection to Switch
1. The data module associates a link number with a port address, extension number,
and node name for the C-LAN port used for this connection.

Steps

Begin
> Open Data Module form — entad da 3020

add dat a- nodul e 3020
Page 1 of x
DATA MODULE
Dat a Extension: 3020 Name: _ppp on link 1 to node-1-ppp BCC. 2
Type: ppp cos: 1
Port: 01a0413 COR 1
Link: 1 ™. 1
Enabl e Li nk? n
Node Nane: node-2
Subnet Mask: 255.255.255.0
Est abl i sh Connection: n
DESTI NATI ON
Digits:
Node Nane: node-1-ppp
CHAP? n
> Enter values
Field Conditions/Comments
Type: This indicates the data-module type for this connection.
Port: In this example, the C-LAN circuit pack is in slot 01a04; the ppp
connection is through port 13.
Link: The link number must be in the range 1 — 25 (for R8csi), nct

previously assigned on this switch

Enable Link?  If you need to add an IP route that uses this node as a gajeway,

this field must be set tp before adding the IP route. Otherwise
leave this field set to until the link administration is completz;

that is, until after all data modules and the processor channzls are

assigned, then set yo

Name: Information-only; appears in list generated by the “list data
module” command.

BCC: Bearer Capability Class. This is a display-only field.
lof2
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Field
Cos:
COR:
TN:

Node Name:

Establish
Connection?

Destination
Digits:

Destination

Node Name:

CHAP?

> Submit the screen
End

Conditions/Comments

The values for these fields will be specified by the system
administrator.

The node name for the interface defined by this data module.
This must be aname

n means that the switch at the remote end of this connection
(Switch 1 inthis case) will be responsible for the call setup.
Enter y when administering the data module for Switch 1.

Not needed if the “Establish Connection?” field is set to

Name of the node at the far end of this connection. This miuist be
a name entered on the Node Names screen.

This field enables/disables the Challenge Handshake
Authentication Protocol security mechanism on this link. If you
entery, the system will prompt for a CHAP secret (password).

20f2
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3 C-LAN Administration

Switch 2 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on the

Switch 2.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p

Proc
Chan

1.
2:
3:
4.

2i:
23:

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNVENT
G wy Interface Desti nati on Sessi on Mach
Appl. To Mde Link/Chan Node Port Local/Renbte |D
- _ — 0 -
- _ _ 0 - _
- _ _ 0 - _
- _ — 0 - _
dcs _ c 1_ 0 node-1- ppp 5003 21 12 1_
dcs _ c 1 0 node- 3 5003 23 32 3_
- _ _ 0 -

64:

Enabl e

KK BIBBB

1=

> Enter values

Field
For Processor

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination Node

Destination Port

Conditions/Comments

Channel 21: (ppp connection to Switch 1)

Set tg after the link administration is complete.
Set todcs for DCS signaling.

Node-2 is the “client” for this session. Set node-1-ppp on
Switch 1 to “server”g).

This must match the link number assigned on the ncde-2
data module screen.

A value df allows any available interface channel to/be
used for this connection. The Destination Port number on
the Switch-1 Processor Channel screen must also be set to
0.

Name of the far-end node for this channel. This must be a
name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Nare
entered on the ppp Data Module screen.

This number must match the Interface Channel number
assigned on the Switch-1 Processor Channel screen
lof2
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Field Conditions/Comments

Session - Local The Local and Remote Session numbers can be any value
. between 1 and 256 (si model) or 384 (r model), but they
on - Remote must be consistent between endpoints. For each
connection, the Local Session number on this switch must
equal the Remote Session number on the remote switch
and viceversa.

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch 1D identified on the dial plan of the
destination switch.

For Processor Channel 23: (connectionto Switch 3 through Switch 1)

Enable Set to y after thelink administration is complete.

Appl. Setto dcs for DCS signaling.

Mode Node-2 is the “client” for this session. Set node-3 to
“server” ().

Interface Link This must match the link number assigned on the ncde-2

data module screen.

Interface Chan A value df allows any available interface channel to|be
used for this connection. The Destination Port number on
the Switch-1 Processor Channel screen must also be| set to
0.

Destination Node Name of the far-end node for this channel. This must be a
name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Narne
entered on the ppp Data Module screen.

Destination Port This number must match the Interface Channel nuniber
assigned on the Switch-1 Processor Channel screen

Session - Local For each connection, the Local Session number onthis
switch must equal the Remote Session number on the

Session - Remote - .
remote switch and vice versa.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

2o0f2
> Submit the screen
End
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Switch 2 Task — Assign IP Route to node-3

Thistask specifies an initial route for messages handled by node-2 that are destined
for node-3. An IProuteis required for this route because there are intermediate nodes
between node-2 and node-3.

Steps

Begin

> Enable the ppp link on the node-2 data module screen:
ch da 3020, set EnableLink?toy.

>0Open the IP Routing

form —enter ip n

add i p-route next

Metric

Rout e Nunber:
Desti nati on Node:
Gat eway:

C- LAN Boar d:

.0

Page 1 of 1
| P ROUTI NG

1

node- 3
node- 1- ppp
1a04

[The system assigns the route number 1.]

> Enter values

Field
Destination Node:

Gateway:

C-LAN Board:

Metric:

> Submit the screen
End

Conditions/Comments
The name of the node at the destination of this route.

Node name of the gateway by which the destination node is
reached for this route.

The location of the C-LAN circuit pack that provides the
interface for this route.

EnterO0.

SeelP Routing (page 251) idppendix A for more
information on the use of the Metric field.
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Switch 3 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 3. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2

change node- nanes
Page 2 of 6
NODE NAMES
Nane | P Addr ess Nane | P Address
defaul t 0O .0 .0 .0 e A a___
node-1-eth 192.168.10_.128 e
node- 2 192.168.10_.12_ .
node- 3 192.168. 10_. 129 e e e
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 3 nodes:

e C-LAN Ethernet port on Switch 3
« C-LAN Ethernet port on Switch 1.
« C-LAN PPP port on Switch 2
IP Address The unique I P addresses of the nodes named in the previous field.

> Submit the screen
End
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Switch 3 Task — Assign IP Interfaces

The IP interface for each C-LAN board on the switch must be defined on the P
Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces form.

Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces

Inter-region | P connectivity all owed?
Enabl e

Eth Pt Type Sl ot Code Sfx Node Nane
C-LAN 01a05 TN799 B node-3

= e R

IP Interfaces

Page 1 of 2

n
Net
Subnet Mask Gat eway Addr Rgn
255. 255. 255. 0 192.168.10 .128 ._1
255. 255. 255. 0
255, 255. 255. 0
255. 255. 255. 0

> Enter values

Field

Inter-region IP
connectivity
allowed?

Enable Eth Pt

Type
Slot
Code

Sfx

Node name

Conditions/Comments

Entery to allow IP endpoints (phones and trunks) to use
MedPro resources administered in regions that are
different from the endpoints’ regions.

The Ethernet port must be enalylgtiéfore it can be
used. The port must be disabled efore changes can be
made to its attributes on this screen.

Enter c-lan or medpro.
Enter the slot location for the circuit pack.

Display only. This field is automatically populated with
TN799 for C-LAN or TN802 for MedPro.

Display only. This field is automatically populated with B
for the TN802 and TN799.

Enter the unique node name for the IP interface. Thz node
name here must already be administered on the Node
Names screen
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Field Conditions/Comments

Subnet Mask Enter the subnet mask associated with the I P address for
this IPinterface. (The IP address is associated with the
node name on the Node Names screen).

In this example, leave the default subnet mask,
255.255.255.0, which indicates no subnetting for a Class
C IP address.

See the discussion of subnetting, Subnetting (page 16), in
Chapter 1 and Configuration 1: R8r <—ppp—> R8si
(page 60) in this chapter for details about subnet masks.

Gateway Addr Leave blank for this configuration. The only connection
to this IP interface is node-1 on Switch 1. Node-1ison
the same subnetwork asthis IP interface, so no gateway is
needed.

In general, for connectivity to other (sub)networks, enter
the address of a network node that will serve asthe
default gateway to the other (sub)networks.

Net Rgn Enter the region number for this IP interface.
20f2
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Switch 3 Task — Assign Link via ethernet Data Module to the LAN

This task administers an ethernet data module on Switch 3 for the ethernet
connection. The data module associates alink number with a port address, extension
number, and node name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entex da n

add data next Page 1 of X
DATA MODULE

3

Dat a Ext ension: 3901 Nane: ethernet on link 1
Type: ethernet
Port: 01a0517
Link: 1

Network uses 1's for broadcast addresses? y

> Enter values

Field Conditions/Comments

Type: This indicates the data-module type for thislink.

Port: Ethernet connections must be assigned to port 17 on the C-LAN
circuit pack.

Link: The link number must be in the range 1 — 25, not previously
assigned on this switch.

Name: Information-only; appears in “list data module” list.

Network Leave the defaulty( if the private network contains only

uses 1's for DEFINITY switches and adjuncts. Setrtanly if the network

broadcast = includes non-DEFINITY switches that use the 0's method of

addresses? forming broadcast addresses. See Appendix A, “Data Module -
type ethernet” for more information about this field.

> Submit the screen
End

Administration for Network Connectivity
555-233-504 — Issue 1 — April 2000 CID: 77730 167



Configuration 5A: R8csi <—ppp—> R8r (one C-LAN) 3 C-LAN Administration

<—ethernet—> R8si

Switch 3 Task — Assign Processor Channels

Thistask associates data links with processor channels on Switch 3.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNMVENT
Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renote |ID
1 n _ _ . 0 L L .
2: n - _ - 0 _ _ -
él: \Y2 dcs _ c 1 0 node-1-eth 5003 31 13 1
32: \"2 dcs _ s 1l 5003 node- 2 0 32 23 2
64: n - _ _ 0 _ _ -
> Enter values
Field Conditions/Comments
Processor Channel 31: (ethernet connection to Switch 1)
Enable Set tgy.
Appl. Set todcs for DCS signaling.
Mode Node-3 is the “client” for this session. Set node-1-eth to
“server” (s).
Interface Link|  This must match the link number assigned on the node-3/data
module screen.
Interface Chan A value d@f allows any available interface channel to be used
for this connection. The Destination Port number on the
Switch-1 Processor Channel screen must also be 8et to
Destination Name of the far-end node for this channel. This must be ajname
Node entered on the Node Names screen.
Destination This number must match the Interface Channel number assigned
Port on the Switch-1 Processor Channel screen.
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Field Conditions/Comments

Session - Locall  The Local and Remote Session numbers can be any value

Session - betvv_een 1land 256 (si model) or 384 (r model), put they must be

Rermote consistent between endpoints. For each connection, the Local
Session number on this switch must equal the Remote Session
number on the remote switch and vice versa

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

For Processor Channel 32:(connectionto Switch 2 through Switch 1)

Enable Settoy.
Appl. Set todcs for DCS signaling.
Mode Node-3 is the “server.” Set node-2 to “client’)(

Interface Link|  This must match the link number assigned on the node-3|data
module screen.

Interface Chan  This must match the Destination Port number on the Switch-1
Processor Channels screen.

Destination Name of the far-end node for this channel. This must be a\name
Node entered on the Node Names screen.

Destination or TCP/IP, interface channel numbers are in the range 5000 —
Port 64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not gateways.
These three values should be reused for multiple instances of
these applications. The combination of Link, Interface Chahnel,
and Mach ID must be unique.

This number must match the Destination Port number on the
Switch-2 Processor Channel screen.

Session - Local For each connection, the Local Session number on this switch

Session - must equal the Remote Session number on the remote switch
Remote and vice versa.
Mach ID Destination switch ID identified on the dial plan of the

destination switch.
2o0f2

> Submit the screen
End
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Enable links and processor channels

Y ou must enable links and processor channels before the connections can be used.

To enable alink, open its datamodule screen (ch da [ext ]) and set the Enable
Link?fieldtoy.

[note: to view a list of assigned data modules and their extensions, enter the “list
data-module” command ( da)]

To enable the processor channels, open the processor channelsresmg p)
and set the Enable field yofor each assigned processor channel.

Note: 1. You must disable a link or processor channel before you can change its
parameters.

Note: 2. Thebusy-out command overrules the data module Enable Link? field.

Note: 3. Onthe C-LAN boards, low-level connectivity can remain intact when
higher-level applications such as DCS are not functioning. For example,
an external ping to a C-LAN’s ethernet port could be successful even
when the board is busied-out. When debugging connectivity problems,
pinging only checks low-level connectivity.
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Confi gu ration 5B: Rscsi <—ppp—> R8r (2 C-LANs) <—ethernet—> R8si

In this configuration, a DEFINITY ECS R8r acts as a gateway between two other

nodes — one connected via ppp to an R8csi and the other via ethernet to another R¢
This configuration is the same as configuration 5A except that Switch 1 has two
C-LAN circuit packs instead of one. One C-LAN handles the ppp connection and the
other handles the ethernet connection.

Switch 2

DEFINITY ECS
R8csi

Switch 1

node-2
ppp DS1

DS1 :
node-la-ppp a‘m

C-LA:N(a)

node-1a

DEFINITY PpPp

ECS R8r ,
Switch 3

node-1b Ethernet
C-LAN

© M node-1b-eth node-3 DEFINITY ECS
R8si

Task Summary

The following tasks need to be completed for Switch 1, Switch 2, and Switch 3:
1 Review checklist
2 Switch 1 administration

Assign node names

Assign link to (via a data module) to node-2

Assign link to (via a data module) to the LAN

Assign link (via a data module) from C-LAN(a) to C-LAN(b)
Assign link (via a data module) from C-LAN(b) to C-LAN(a)
Assign processor channels

Assign IP Route: C-LAN(a) to node-3

Assign IP Route: C-LAN(b) to node-2

3 Switch 2 administration

SQ —+~0 Q0 TLD

Enable bus bridge connectivity

Assign node names

Assign link (via a data module) to node-1a-ppp
Assign processor channels

Assign IP Route to node-3

O QOO0 T
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4 Switch 3 administration

a Assign node names

b Assign link (viaadata module) to the LAN
¢ Assign processor channels

5 Enable links and processor channels

Prerequisite Administration

There are some system administration tasks that need to be completed before you can
proceed with the connectivity administration described in this section.

Review the checklist of prerequisite administration tasksin the Checklist for

Prerequisite Administration (page 54), before proceeding with the connectivity
administration in this section.
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Configuration 5B

3 C-LAN Administration

SWITCH 2 SWITCH 1 SWITCH 3
DEFINITY ECS R7csi | | DEFINITY ECS R7r | | DEFINITY ECS R7si
software-defined connections
Processor Interface Interface Processor Interface Interface Processor
channels channels channels channels channels channels channels
1 1 1 1 1 1 1
2 5000 5000 : 5000 500 2
. . 12 . : :
21 [----1X(any) 5003 13 |------ 5003 x(any) [~="- 31
23 | ----xJfany) . . . 6004 [---- 32
128 64500 64500 384 64500 64500 256
Link 1 Link1 |0 1'2' == -Link 51 Link2 Link 1
I I I I
hardware connections
Processor Processor
UN331B TN790B
: H : .
I ! H
1 1 B
Processor bus - - -1 Processor bus -+ .-
Lo :
Voice — !
DS1 [~ 4o~ DS1 Network | : | DS1 ) DS1
PTrﬁlC?zsggr 67| 9% 1N767/| | control | i | TNTE | -\ggg- -| ™N767/ ?ﬁ%ﬁ
o TN464 |..... g P.IP ..... TN464 UN332B| : | TN464 TN464
: : : : ata : T : : : : : -
! ' . Lo ' | !
) : A ppp : TDM bus
§ ‘® § ‘® R : 10BaseT
: : H ; ethernet
C-LAN(a) || Pktint || C-LAN®) | /" | C-LAN
TN799 || TN1655 || TN799 k@ B @ﬁ TN799
Packet bus Packet bus Packet bus
(2]
(2]
@® @ ® @ ® ® 3
node-2 node-la-ppp node-la node-1b node-1b-eth node-3 o
Ext 3020 Ext 2010 Ext 2013 Ext 2378 Ext 2377 Ext 3901 z
loc 1a0413 loc 1c0709 loc 1c0713 loc 1c0815 loc 1c0817 loc 1a0517 @
192.168.10.12 || 192.168.10.11 || 192.168.10.13 | |192.168.10.130 | [192.168.10.128 | |192.168.10.129| £
>
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Switch 1 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 1. A Node Names screen must be administered on
each switch in the network.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2

change node- nanes Page 2 of 6
NODE NAMES
Narme | P Addr ess Name | P Addr ess
def aul t 0O .0 .0 .0 e
node- 1a- ppp 192. 168. 10_. 11 _ e
node-la 192.168.10_. 13 _ oo o
node- 1b 192. 168. 10_. 130 -
node- 1b-et h 192.168. 10_. 128 e
node- 2 192.168.10_.12_ oo o
node- 3 192.168.10_. 129 —
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 6 nodes:
» C-LAN(a) PPP port on Switch 1 for the connection to Switch 2
» C-LAN(a) PPP port on Switch 1 for the connection to C-LAN(b)
»  C-LAN(b) PPP port on Switch 1 for the connection to C-LAN(a)
»  C-LAN(b) Ethernet port on Switch 1
+ C-LAN PPP port on Switch 2.
» C-LAN Ethernet port on Switch 3
IP Address The unique I P addresses of the nodes named in the previous field.
> Submit the screenl
End
Administration for Network Connectivity
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Switch 1 Task — Assign Link via ppp Data Module to Switch 2

Thistask administers a ppp datamodule on Switch 1 for the ppp connection to Switch
2. The data modul e associates a link number with a port address, extension number,
and node name for the C-LAN port used for this connection.

Steps

Begin
> Open Data Module form — entad da 2010

add dat a- nodul e 2010
Page 1 of x
DATA MODULE
Dat a Extension: 2010 Name: _ppp on link 1 to node 2 BCC. 2
Type: ppp cos: 1
Port: 01c0709 COR 1
Link: 1 ™. 1
Enabl e Li nk? n
Node Nane: node-la- ppp
Subnet Mask: 255.255.255.0
Est abl i sh Connection: y
DESTI NATI ON
Digits: 8993020
Node Nane: node-2
CHAP? n
> Enter values
Field Conditions/Comments
Type: This indicates the data-module type for this link.
Port: In this example, the C-LAN(a) circuit pack is in slot 01c07; the
ppp connection is through port 09.
Link: The link number must be in the range 1 — 33 (for R8r), not

previously assigned on this switch.

Enable Link? If you need to add an IP route that uses this node as a gateway,

this field must be set tp before adding the IP route. Otherwisg
leave this field set to until the link administration is complete;

that is, until after all data modules and the processor channeils are

assigned, then set yo

Name: Information-only; appears in list generated by the “list data
module” command.

BCC: Bearer Capability Class. This is a display-only field.
1of2
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Field
COos
COR:
TN:

Node Name:

Establish
Connection?

Destination
Digits:
Destination
Node Name:

CHAP?

End

3 C-LAN Administration

Conditions/Comments

The values for these fields will be specified by the system
administrator.

The node name for the interface defined by this datamodule. This
must be a name entered on the Node Names screen.

y means that this switch will be responsible for the call setup.
Enter n when administering the data module for Switch 2.

Trunk access code (899) plus extension of data module on node-2
(3020).

Name of the node at the far end of this connection. Must be a
name entered on the Node Names screen

This field enables/disables the Challenge Handshake
Authentication Protocol security mechanism on thislink. If you
enter y, the system will prompt for a CHAP secret (password).

20f2

> Submit the screen
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Switch 1 Task — Assign IP Interfaces

The IP interface for each C-LAN board on the switch must be defined on the P
Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces form.

Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces

IP Interfaces

Inter-region | P connectivity all owed?

Enabl e Net
Eth Pt Type Sl ot Code Sfx Node Nane Subnet Mask Gat eway Addr Rgn
C- LAN 01c08 TN799 B node-1b-eth 255.255.255.0  _ . _ . _._ 1

Page 1 of 2

n

255.255.255. 0

255. 255. 255. 0

=== I<

N
(2}
N
(2l
N

55.0

> Enter values

Field

Inter-region IP
connectivity
allowed?

Enable Eth Pt

Type
Slot
Code

Sfx

Node name

Conditions/Comments

Entery to allow IP endpoints (phones and trunks) to use
MedPro resources administered in regions that are
different from the endpoints’ regions.

The Ethernet port must be enalylgtiéfore it can be
used. The port must be disabled efore changes can be
made to its attributes on this screen.

Enter c-lan or medpro.
Enter the slot location for the circuit pack.

Display only. This field is automatically populated with
TN799 for C-LAN or TN802 for MedPro.

Display only. This field is automatically populated with B
for the TN802 and TN799.

Enter the unique node name for the IP interface. Thz node
name here must already be administered on the Node
Names screen

lof2
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Field Conditions/Comments

Subnet Mask Enter the subnet mask associated with the I P address for
this IPinterface. (The IP address is associated with the
node name on the Node Names screen).

In this example, leave the default subnet mask,
255.255.255.0, which indicates no subnetting for a Class
C IP address.

See the discussion of subnetting , Subnetting (page 16),
in Chapter 1 and Configuration 1: R8r <—ppp—> R8si
(page 60) in this chapter for details about subnet masks.

Gateway Addr Leave blank for this configuration. The only connection
to this P interface is node-3 on Switch 3, whichis on the
same subnetwork as this IP interface, so no gateway is
needed.

In general, for connectivity to other (sub)networks, enter
the address of a network node that will serve asthe
default gateway to the other (sub)networks.

Net Rgn Enter the region number for this IP interface.
20f2
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Switch 1 Task — Assign Link via ethernet Data Module to the LAN

This task administers an ethernet data module on Switch 1 for the ethernet
connection. The data module associates alink number with a port address, extension
number, and node name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entex da n

add data next
Page 1 of X
DATA MODULE
Dat a Extension: 2377 Name: ethernet on link 2 BCC. 2
Type: ethernet
Port: 01c0817
Li nk: 2
Network uses 1's for broadcast addresses? y _
> Enter values
Field Conditions/Comments
Type: Thisindicates the data-modul e type for this connection.
Port: Ethernet connections must be assigned to port 17 on the
C-LAN(b) circuit pack.
Link: The link number must be in the range 1 — 33 (for R8r), not
previously assigned on this switch.
Name: Information-only; appears in list generated by the “list date

module” command.

Network uses Leave the defaulty( if the private network contains only

1's for DEFINITY switches and adjuncts. Setrtanly if the network

broadcast includes non-DEFINITY switches that use the 0’'s method 0f

addresses? forming broadcast addresses. See Appendix A, “Data Module -
type ethernet” for more information about this field.

> Submit the screen
End
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Switch 1 Task — Assign Link via ppp Data Module to C-LAN(a)

Thistask administers a ppp data module on Switch 1 for the ppp connection from the
C-LAN(b) circuit pack to the C-LAN(a) circuit pack.

Steps

Begin
> Open Data Module form — entad da 2378

add dat a- nodul e 2378
Page 1 of x
DATA MODULE
Dat a Extension: 2378 Name: _ppp on link 21 to clan(a)_BCC 2
Type: ppp cos: 1
Port: 01c0815 COR 1
Li nk: 21 ™. 1
Enabl e Li nk? n
Node Nane: node-1b
Subnet Mask: 255.255.255.0
Est abl i sh Connection: n
DESTI NATI ON
Digits:
Node Nane: node-1la
CHAP? n
> Enter values
Field Conditions/Comments
Type: This indicates the data-module type for this link.
Port: In this example, the C-LAN(b) circuit pack is in slot 01c08;|the
ppp connection is through port 15.
Link: The link number must be in the range 1 — 33 (for R8r), not

previously assigned on this switch

Enable Link?  If you need to add an IP route that uses this node as a gajeway,
this field must be set tp before adding the IP route. Otherwise
leave this field set to until the link administration is complete;
that is, until after all data modules and the processor channzls are
assigned, then set yo

Name: Information-only; appears in list generated by the “list date
module” command.

BCC: Bearer Capability Class. This is a display-only field.
1of2
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Field
COos
COR:
TN:

Node Name:

Subnet Mask:

Establish
Connection?

Destination
Digits:

Destination

Node Name:

CHAP?

3 C-LAN Administration

Conditions/Comments

The values for these fields will be specified by the system
administrator.

The node name for the interface defined by this data module.
This must be a name entered on the Node Names screen.

n means that the node at the remote end of this connection
(node-1b inthis case) will be responsible for the call setup. Enter
y when administering the data module for node-1b.

Not needed if the “Establish Connection?” field is set to

Name of the node at the far end of this connection. Must b a
name entered on the Node Names screen.

This field enables/disables the Challenge Handshake
Authentication Protocol security mechanism on this link. If jyou
entery, the system will prompt for a CHAP secret (password).

2o0f2
> Submit the screen
End
Administration for Network Connectivity
555-233-504 — Issue 1 — April 2000 CID: 77730 181



Configuration 5B: R8csi <—ppp—> R8r (2 C-LANS) 3 C-LAN Administration
<—ethernet—> R8si

Switch 1 Task — Assign Link via ppp Data Module to C-LAN(b)

Thistask administers a ppp data module on Switch 1 for the ppp connection from the
C-LAN(a) circuit pack to the C-LAN(b) circuit pack.

Steps

Begin
> Open Data Module form — entad da 2013

add dat a- nodul e 2013
Page 1 of x
DATA MODULE
Dat a Extension: 2013 Name: _ppp on link 12 to clan(b) BCC. 2
Type: ppp cos: 1
Port: 01c0713 COR 1
Li nk: 12 ™. 1
Enabl e Li nk? n
Node Nane: node-1la
Subnet Mask: 255.255.255.0
Est abl i sh Connection: y
DESTI NATI ON
Digits: 2378
Node Nane: node-1b
CHAP? n
> Enter values
Field Conditions/Comments
Type: This indicates the data-module type for this link.
Port: In this example, the C-LAN(a) circuit pack is in slot

01a07; the ppp connection is through port 13.

Link: The link number must be in the range 1 — 33 (for R8r), not
previously assigned on this switch.

Enable Link? If you need to add an IP route that uses this node ag a
gateway, this field must be setytdefore adding the IP
route. Otherwise leave this field setntaintil the link
administration is complete; that is, until after all data
modules and the processor channels are assigned, then se

toy.
Name: Information-only; appears in list generated by the “list
data module” command.
BCC: Bearer Capability Class. This is a display-only field.
lof2
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Field
COos
COR:
TN:

Node Name:

Subnet Mask:

Establish
Connection?

Destination Digits:

Destination Node
Name:

CHAP?

3 C-LAN Administration

Conditions/Comments

The values for these fields will be specified by the system
administrator.

The node name for the interface defined by this data
module. This must be a name entered on the Node Names
screen.

y meansthat this node is responsible for the call setup for
the link to node-1c. Enter n when administering the data
module for node-1c.

Extension (2378) of data module on node-1c.

Name of the node at the far end of this connection. Must
be a name entered on the Node Names screen.

This field enables/disables the Challenge Handshake
Authentication Protocol security mechanism on thislink.
If you enter y, the system will prompt for a CHAP secret
(password).

2o0f2
> Submit the screen
End
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3 C-LAN Administration

Switch 1 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on
Switch 1. Note that there are no processor channels or interface channels associated
with the ppp connection between the two C-LAN circuit packs.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p.

change conmmuni cati ons-interface processor-channel s

Proc

Chan
1:
2:
3:

lé:
13:

384:

Enabl e

< K [

=

Appl .

dcs
dcs

PROCESSOR CHANNEL ASSI GNVENT

G wy Interface Desti nati on Sessi on Mach
To Mde Link/Chan Node Port Local/Renbte |ID

0 |»

Page 1 of X

0

0

0 _

5003 node- 2
5003  node-3

0 1z
0

FF
e

0

> Enter values

Field

Conditions/Comments

Processor Channel 12: (ppp connection to Switch 2)

Enable

Appl.
Mode

Interface Link

Interface Chan

Set ty.
Set todcs for DCS signaling.

Node-1a is the “server” for this session. Set node-2 to “cient”
(c).

This must match the link number assigned on the node-1a
data module screen.

For TCP/IP, interface channel numbers are in the range 500
—64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not
gateways. These three values should be reused for muliiple
instances of these applications; for example, if there are two
Intuity AUDIX'’s, use 5002 for both; or if there are four
DEFINITY ECS's, use 5003 for all four. The combinatior) of
Link, Interface Channel, and Mach ID must be unique.

This number must match the Destination Port number on the
Switch-2 Processor Channel screen

1o0f3
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Field Conditions/Comments

Destination Node| Name of the far-end node for this channel. This must be a
name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Name
entered on the ppp Data Module screen.

Destination Port | A value of 0 alows any available interface channel on the
destination node to be used for this connection. The Interface
Channel number on the Switch-2 Processor Channel screen
must also be set to 0.

Session - Local The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they must
be consistent between endpoints. For each connection, the
Local Session number on this switch must equal the Remote
Session number on the remote switch and vice versa.

Session - Remote

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

Processor Channel 13: (ethernet connection to Switch 3)

Enable Settoy.

Appl. Settodcs for DCS signaling.

Mode Node-1d is the “server” for this session. Set to node-3 t¢
“client” (c).

Interface Link This must match the link number assigned on the node|-1d
data module screen.

Interface Chan or TCP/IP, interface channel numbers are in the range|5000
64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not
gateways. These three values should be reused for muliple
instances of these applications. The combination of Link,
Interface Channel, and Mach ID must be unique.

This number must match the Destination Port number on the
Switch-3 Processor Channel screen

Destination Node Name of the far-end node for this channel. This must ke a
name entered on the Node Names screen.

Destination Port. A value df allows any available interface channel on the
destination node to be used for this connection. The Interface
Channel number on the Switch-3 Processor Channel screen
must also be set .

20f3
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Field Conditions/Comments

Session - Local For each connection, the Local Session number on this switch
Session - Remote must gqual the Remote Session number on the remote switch
and vice versa.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

30f3
> Submit the screen
End
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Switch 1 Task — Assign IP Route: C-LAN(a) to node-3

Thistask specifiesaroute for packets handled by C-LAN(a) destined for node-3. This
route is needed because node-1a and node-3 are connected via ppp and there are
intermediate nodes between them.

Steps

Begin
> Enable the ppp link on the node-1a data module screen:
ch da 2013, set EnableLink?toy.

> Open the IP Routing form —entar i p n

add i p-route next Page 1 of 1
| P ROUTI NG

Rout e Nunber: 1
Destinati on Node: node-3
Gat eway: node-1b
C- LAN Board: 1c07
Metric: 1

[The system assigns the route number 1.]

> Enter values

Field Conditions/Comments
Destination Node:  The name of the node at the destination of this route

Gateway: Node name of the gateway by which the destination node is
reached for this route.

C-LAN Board: The location of the C-LAN circuit pack that provides the
interface for this route.

Metric: Enter 1, which indicates a complex route involving twc
C-LAN boards.

SeelP Routing (page 251) iAppendix A for more
information on the use of the Metric field.

> Submit the screen
End
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Switch 1 Task — Assign IP Route: C-LAN(b) to node-2

Thistask specifiesaroute for packets handled by C-LAN(b) destined for node-2. This
route is needed because node-1b and node-2 are connected via ppp and there are
intermediate nodes between them.

Steps

Begin

> Enable the ppp link on

the node-1b data module screen:

ch da 2378, set EnableLink?toy.

> Open the IP Routing form —enter i p n

add i p-route next

Rout e Nunber:
Desti nati on Node:
Gat eway:

C- LAN Board:
Metric:

Page 1 of 1
| P ROUTI NG

3

node- 2
node-1la
1c08

1

[The system assigns the route number 3.]

> Enter values

Field
Destination Node:

Gateway:

C-LAN Board:

Metric:

> Submit the screen
End

Conditions/Comments
The name of the node at the destination of this route.

Node name of the gateway by which the destination node
is reached for this route.

The location of the C-LAN circuit pack that provides the
interface for this route.

Enterl, which indicates a complex route involving two
C-LAN boards.

SeelP Routing (page 251) iAppendix A for more
information on the use of the Metric field.
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Switch 2 Task — Enable Bus Bridge Connectivity

Thistask enables the bus bridge functionality on the C-LAN circuit pack to provide a
path between the packet bus and the processor.

Note: BusBridge Connectivity is used on the csi model only. This task may
have been complete when the C-LAN circuit pack was installed.

Steps

Begin
> Open the Maintenance-Related System Parameters form —a@mterys na

> Go to page 2 and skip to the Packet Intf2? field near the bottom of the screen

change system paraneters nai nt enance Page 2 of 3
MAI NTENANCE- RELATED SYSTEM PARAMETERS

M NI MUM MAI NTENANCE THRESHOLDS ( Before Notification )
TTRs: 4 CPTRs: 1 Call Classifier Ports: O
MMs: O VGCs: 0

TERM NATI NG TRUNK TRANSM SSI ON TEST ( Extension )
Test Type 100: Test Type 102: Test Type 105:

| SDN MAI NTENANCE
| SDN- PRI Test Cal |l Extension: | SDN- BRI Service SPID:

DS1 MAI NTENANCE
DSO Loop- Around Test Call Extension:

LOSS PLAN ( Leave Blank if no Extra Loss is Required )
M ni mum Nunber of Parties in a Conference Before Addi ng Extra Loss:

SPE OPTI ONAL BOARDS
Packet Intfl? y Packet Intf2? y
Bus Bridge: 0l1a04_ Inter-Board Link Tinmeslots PtO: 6 Pt1: 1 Pt2: 1

> Enter values

Field Conditions/Comments
Packet Intf2?|  Enables the bus bridge.

Bus Bridge: Location of the C-LAN circuit pack. If the system has two
C-LANS, only one is administered for bus bridge.

Inter-Board Specifies the bandwidth used on the 3 ports of the Inter-Bcard

Link Link. The total number of timeslots assigned cannot exceed 11.

Timeslots: PtO carries PPP traffic and can have 1-9 timeslots. Ptl carries

Pt0, Pt1, Pt2 | maintenance messages and can have 1-3 timeslots. Pt2 carries
broadcast messages and can have 1-3 timeslots.

> Submit the screen
End
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Switch 2 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 2. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2

change node- nanes
Page 2 of 6
NODE NAMES
Nane | P Addr ess Nane | P Address
def aul t 0O .0 .0 .0 e
node- la- ppp 192.168.10_. 11_ e
node- 2 192.168.10_.12_ .
node- 3 92.168. 10_. 129 e e e
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 3 nodes:

+ C-LAN(a) PPP port on Switch 1 for the connection to Switch 2
« C-LAN PPP port on Switch 2
« C-LAN Ethernet port on Switch 3

IPAddress | Theunique IP addresses of the nodes named in the previousfield.

> Submit the screen
End
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Switch 2 Task — Assign Link via ppp Data Module to Switch 1

Thistask administers a ppp datamodule on Switch 2 for the ppp connection to Switch
1. The data module associates a link number with a port address, extension number,
and node name for the C-LAN port used for this connection.

Steps

Begin
> Open Data Module form — entad da 3020

add dat a- nodul e 3020
Page 1 of x
DATA MODULE
Dat a Ext ension: 3020 Name: _ppp on link 1 to node-la-ppp BCC. 2
Type: ppp cos: 1
Port: 01a0413 COR 1
Link: 1 ™. 1
Enabl e Li nk? n
Node Nane: node-2
Subnet Mask: 255.255.255.0
Est abl i sh Connection: n
DESTI NATI ON
Digits:
Node Nane: node-1la-ppp
CHAP? n
> Enter values
Field Conditions/Comments
Type: This indicates the data-module type for this connection.
Port: In this example, the C-LAN circuit pack is in slot 01a04; the ppp
connection is through port 13.
Link: The link number must be in the range 1 — 25 (for R8csi), nGt

previously assigned on this switch

Enable Link?  If you need to add an IP route that uses this node as a gateway

this field must be set tp before adding the IP route. Otherwise
leave this field set to until the link administration is complele;
that is, until after all data modules and the processor channels
are assigned, then setyto

Name: Information-only; appears in list generated by the “list datel
module” command.

BCC: Bearer Capability Class. This is a display-only field.
lof2
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Field
Cos:
COR:
TN:

Node Name:

Subnet Mask:

Establish
Connection?

Destination
Digits:

Destination

Node Name:

CHAP?

> Submit the screen
End

Conditions/Comments

The values for these fields will be specified by the system
administrator.

The node name for the interface defined by this data module.
This must be a name entered on the Node Names screen.

n means that the switch at the remote end of this connection
(Switch 1 inthis case) will be responsible for the call setup.
Enter y when administering the data module for Switch 1.

Not needed if the “Establish Connection?” field is seat to

Name of the node at the far end of this connection. This must be
a name entered on the Node Names screen.

This field enables/disables the Challenge Handshake

Authentication Protocol security mechanism on this link. If you

entery, the system will prompt for a CHAP secret (passwold).
20f2
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3 C-LAN Administration

Switch 2 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on

Switch 1.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p

Proc
Chan

1.
2:
3:
4.

2i:
23:

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNVENT
Interface Desti nati on Sessi on Mach
Appl. To Mde Link/Chan Node Port Local/Renbte |D
- _ _ 0 -
- _ _ 0 - _
- _ _ 0 - _
- _ _ 0 - _
dcs _ c 1 0 node- la- ppp 5003 21 12 1
dcs _ c 1 0 node- 3 5003 23 32 3_
- _ _ 0 -

64:

Enabl e

KK BIBBB

1=

> Enter values

Field

Conditions/Comments

For Processor Channel 21:(ppp connectionto Switch 1)

Enable

Appl.
Mode

Interface Link

Interface Chan

Destination Node

Destination Port

Set ty.
Set todcs for DCS signaling.

Node-2 is the “client” for this session. Set node-1a to
“server” (s).

Must match the link number assigned on the node-2|data
module screen.

A value df allows any available interface channel to jbe
used for this connection. The Destination Port number on
the Switch-1 Processor Channel screen must also be set to
0.

Name of the far-end node for this channel. This must be a
name entered on the Node Names screen. For ppp
connections, it must match the Destination Node Name
entered on the ppp Data Module screen.

This number must match the Interface Channel nuniber
assigned on the Switch-1 Processor Channel screen,
lof2
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Field Conditions/Comments

Session - Local The Local and Remote Session numbers can be any value
. between 1 and 256 (si model) or 384 (r model), but they
on - Remote must be consistent between endpoints. For each
connection, the Local Session number on this switch must
equal the Remote Session number on the remote switch
and vice versa.

It is allowed, and sometimes convenient, to use the sasme
number for the Local and Remote Session numbers. It is
allowed, but not recommended, to use the same Session
numbers for two or more connections.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

For Processor Channel 23: (connectionto Switch 3 through Switch 1)

Enable Settoy.

Appl. Settodcs for DCS signaling.

Mode Node-2 is the “client” for this session. Set node-3 to
“server” (s).

Interface Link This must match the link number assigned on the nade-2

data module screen.

Interface Chan A value df allows any available interface channel to |be
used for this connection. The Destination Port number on
the Switch-3 Processor Channel screen must also be set to
0.

Destination Node Name of the far-end node for this channel. This must be a
name entered on the Node Names screen.

Destination Port This number must match the Interface Channel nuniber
assigned on the Switch-3 Processor Channel screen.

Session - Local For each connection, the Local Session number on this
switch must equal the Remote Session number on thz2

Session - Remote - .
remote switch and vice versa.

Mach ID Destination switch ID identified on the dial plan of the
destination switch.

20f2
> Submit the screen
End
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Switch 2 Task — Assign IP Route to node-3
Thistask specifies aroute for packets handled by node-2 that are destined for node-3.

An IP routeisrequired for this route because there are intermediate nodes between
node-2 and node-3.

Steps

Begin
> Enable the ppp link on the node-2 data module screen:
ch da 3020, set EnableLink?toy.

> Open the IP Routing form —entar i p n

add i p-route next Page 1 of 1
| P ROUTI NG

Rout e Nunber: 4
Destinati on Node: node-3
Gat eway: node- la- ppp
C- LAN Board: l1a04
Metric: O

[The system assigns the route number 4.]

> Enter values

Field Conditions/Comments
Destination Node:  The name of the node at the destination of this route

Gateway: Node name of the gateway by which the destination node is
reached for this route.

C-LAN Board: The location of the C-LAN circuit pack that provides the
interface for this route. For simple routes, the gateway node
is on this circuit pack.

Metric: Enter0.

SeelP Routing (page 251) iAppendix A for more
information on the use of the Metric field.

> Submit the screen
End
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Switch 3 Task — Assign Node Names

Thistask assigns node names and | P addresses to each node in the network. This
screen is administered on Switch 3. A Node Names screen must be administered on
each switch in the network.

The node names and | P addresses in any network should be assigned in alogical and
consistent manner from the point of view of the whole network. These names and
addresses should be assigned in the planning stages of the network and should be
available from the customer system administrator or from a L ucent representative.

Note: Enter node namesfor Intuity AUDIX and MSA adjuncts on page 1. Enter
node names for switches, routers, and CM S starting on page 2.

Steps

Begin
> Open Node Names form — enteh node-n

> Go to page 2

change node- nanes
Page 2 of 6
NODE NAMES
Nane | P Addr ess Nane | P Address
def aul t 0O .0 .0 .0 e
node- 1b-eth 192. 168. 10_. 128 -
node- 2 192.168.10_.12_ .
node- 3 192.168.10_. 129 .
> Enter values.
Field Conditions/Comments
Name Enter unique node names for the following 3 nodes:

e C-LAN(b) Ethernet port on Switch 1
« C-LAN PPP port on Switch 2
e C-LAN Ethernet port on Switch 3

IP Address The unique IP addresses of the nodes named in the previous field.

> Submit the screen
End
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Switch 3 Task — Assign IP Interfaces

The IP interface for each C-LAN board on the switch must be defined on the P
Interfaces form. Each DEFINITY switch in an IP network has one | P Interfaces form.

Steps

Begin

> Open IP Interfaces form — enteh i p- i

change ip-interfaces

IP Interfaces

Inter-region | P connectivity all owed?
Enabl e

Eth Pt Type Sl ot Code Sfx Node Nane
C LAN 01a05 TN799 B node-3

Page 1 of 2

n

Subnet Mask Gat eway Addr Rgn
255.255.255.0  192.168.1 .128 1

255. 255. 255. 0 _

255. 255. 255. 0

[=R=N=0,5

N
(2}
N
(2l
N

55.0

> Enter values

Field

Inter-region IP
connectivity
allowed?

Enable Eth Pt

Type
Slot
Code

Sfx

Node name

Conditions/Comments

Entery to allow IP endpoints (phones and trunks) to use
MedPro resources administered in regions that are
different from the endpoints’ regions.

The Ethernet port must be enalylgtiéfore it can be
used. The port must be disabled efore changes can be
made to its attributes on this screen.

Enter c-lan or medpro.
Enter the slot location for the circuit pack.

Display only. This field is automatically populated with
TN799 for C-LAN or TN802 for MedPro.

Display only. This field is automatically populated with B
for the TN802 and TN799.

Enter the unique node name for the IP interface. Thz node
name here must already be administered on the Node
Names screen

lof2
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Field Conditions/Comments

Subnet Mask Enter the subnet mask associated with the I P address for
this IPinterface. (The IP address is associated with the
node name on the Node Names screen).

In this example, leave the default subnet mask,
255.255.255.0, which indicates no subnetting for a Class
C IP address.

See the discussion of subnetting, Subnetting (page 16), in
Chapter 1 and Configuration 1: R8r <—ppp—> R8si
(page 60) in this chapter for details about subnet masks.

Gateway Addr Leave blank for this configuration. The only connection
to this IP interface is node-1b on Switch 1, which ison
the same subnetwork asthis IP interface, so no gateway is
needed.

In general, for connectivity to other (sub)networks, enter
the address of a network node that will serve asthe
default gateway to the other (sub)networks.

Net Rgn Enter the region number for this IP interface.
20f2
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Switch 3 Task — Assign Link via ethernet Data Module to the LAN

Thistask administers an ethernet data module on Switch 3 for the ethernet connection
to Switch 1. The data module associates alink number with a port address, extension
number, and node name for the C-LAN port used for this connection.

Steps

Begin

> Open Data Module form — entex da n

add data next
Page 1 of X
DATA MODULE
Dat a Extension: 3901 Name: ethernet on link 1 BCC. 2
Type: ethernet
Port: 01a0517
Link: 1
Network uses 1's for broadcast addresses? y _
> Enter values
Field Conditions/Comments
Type: Thisindicates the data-modul e type for this connection.
Port: Ethernet connections must be assigned to port 17 on the
C-LAN circuit pack.
Link: The link number must be in the range 1 — 25 (for R8si), |not
previously assigned on this switch.
Name: Information-only; appears in list generated by the "list clata

module" command.

Network uses 1's Leave the defaulty( if the private network contains only

for broadcast DEFINITY switches and adjuncts. Setrtanly if the

addresses? network includes non-DEFINITY switches that use the ()'s
method of forming broadcast addresses. See Appendix A,
“Data Module - type ethernet” for more information about
this field.

> Submit the screen
End
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Switch 3 Task — Assign Processor Channels

Thistask associates data links (hardware) with processor channels (software) on
Switch 3.

Steps

Begin

> Open the Processor Channel Assignment form — ecttercom p

change conmmuni cati ons-interface processor-channel s
Page 1 of X
PROCESSOR CHANNEL ASSI GNVENT
Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renpte |D
1: n - _ _ 0 - _
2: n . _ . 0 o o .
3 n - _ _ e _
4 n - _ _ 0 - _
3i: \"2 dcs _ c 1 0 node- 1b-eth 5003 31 13 1
32: \Y2 dcs _ s 1 5003 node- 2 0 32 23 2_
6.4: n _ _ . o o .
> Enter values
Field Conditions/Comments

Processor Channel 31: (ethernet connection to Switch 1)

Enable Settgy.
Appl. Set todcs for DCS signaling.
Mode Node-3 is the "client" for this session. Set node-1 to "sersgr" (

Interface Link This must match the link number assigned on the node-3 data
module screen.

Interface A value of0 allows any available interface channel to be used
Chan for this connection. The Destination Port number on the
Switch-1 Processor Channel screen must also be 8et to

Destination Name of the far-end node for this channel. This must be a hame
Node entered on the Node Names screen.

Destination | This number must match the Interface Channel number asgigned
Port on the Switch-1 Processor Channel screen.

1of2

Administration for Network Connectivity
200 CID: 77730 555-233-504 — Issue 1 — April 2000



Configuration 5B: R8csi <—ppp—> R8r (2 C-LANS)

<—ethernet—> R8si

Field

Session -
Local

Session -
Remote

Mach ID

For Processor Channel

Enable
Appl.
Mode

Interface Link

Interface
Chan

Destination
Node

Destination
Port

Session -
Local

Session -
Remote

Mach ID

3 C-LAN Administration

Conditions/Comments

The Local and Remote Session numbers can be any value
between 1 and 256 (si model) or 384 (r model), but they must be
consistent between endpoints. For each connection, the Local
Session number on this switch must equal the Remote Session
number on the remote switch and vice versa

It isallowed, and sometimes convenient, to use the same number
for the Local and Remote Session numbers.

Destination switch ID identified on the dial plan of the
destination switch.

32: (connection to Switch 2 through Switch 1)
Settoy.

Set to dcs for DCS signaling.

Node-3 isthe "server". Set node-2 to "client" (c).

This must match the link number assigned on the node-3 data
module screen.

For TCP/IP, interface channel numbers are in the range 5000 —
64500. This number must match the Destination Port numker on
the Switch-3 Processor Channel screen.

Name of the far-end node for this channel. This must be a hame
entered on the Node Names screen.

For TCP/IP, interface channel numbers are in the range 5000 —
64500.

The recommended values are: 5001 for CMS, 5002 for Intuity
AUDIX, and 5003 for DCS connections that are not gateweys.
These three values should be reused for multiple instances of
these applications. The combination of Link, Interface Channel,
and Mach ID must be unique.

This number must match the Destination Port number on the
Switch-2 Processor Channel screen.

For each connection, the Local Session number on this switch
must equal the Remote Session number on the remote switch anc
vice versa.

Destination switch ID identified on the dial plan of the
destination switch.

2o0f2
> Submit the screen
End
Administration for Network Connectivity
555-233-504 — Issue 1 — April 2000 CID: 77730 201



Configuration 5B: R8csi <—ppp—> R8r (2 C-LANS) 3 C-LAN Administration

<—ethernet—> R8si

Enable links and processor channels

Y ou must enable links and processor channels before the connections can be used.

To enable alink, open its datamodule screen (ch da [ext ]) and set the Enable
Link?fieldtoy.

[note: to view a list of assigned data modules and their extensions, enter the “list
data-module” command ( da)]

To enable the processor channels, open the processor channelsresmg p)
and set the Enable field yofor each assigned processor channel.

Note: 1. You must disable a link or processor channel before you can change its
parameters.

Note: 2. Thebusy-out command overrules the data module Enable Link? field.

Note: 3. Onthe C-LAN boards, low-level connectivity can remain intact when
higher-level applications such as DCS are not functioning. For example,
an external ping to a C-LAN’s ethernet port could be successful even
when the board is busied-out. When debugging connectivity problems,
pinging only checks low-level connectivity.
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4 Networking Example

This chapter provides an example of a complex network. It describes procedures for
administering trunk groups, dial plans, signaling groups, and data links for a four-switch
network with an Intuity AUDIX and a CMS.

The network example is unchanged from the example in Issue 1 (for R7) of this book. The
screens have been updated for R8.

Overview

This section shows a high-level diagram of the example network and lists the administration tasks that need to be
completed for each node to set up the network.

NOTE: The term node is used in this chapter, as in the other
chapters, to mean a network interface such as a port
on the C-LAN board. Traditionally, in a DCS network of
DEFINITY switches, node has been used to refer to a
switch.

In this chapter a “DCS node” is referred to as a “Switch
Node."” Thus, a Switch Node (a switch) can have many
nodes (network interfaces).

The Dial Plan and AAR Digit Analysis Table screens
both have fields that still use node to refer to a switch.

Administration for Network Connectivity
555-233-504 — Issue 1 — April 2000 CID: 77730 203



Overview 4 Networking Example

Network Diagram

The following diagram shows a high-level view of the example network.

Switch Node 2 Switch Node 3
X.25 ISDN
DEFINITY ECS DEFINITY ECS
R6si R7si

Switch Node 1

DEFINITY ECS Intuity AUDIX

R7r
Gateway

Switch Node 4

ppp | Ethernet 10BaseT

DEFINITY ECS
R7csi

Customer
Data
Network

<L l\
Router cMS
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Task Summary

4 Networking Example

The following matrix summarizes the administration tasks required to set up this

network.
Administration Switch Switch | Switch Switch .
Task Nodel Node2 Node3 Node4 pg Nty
AUDIX
R7r R6si R7cs R7si
DS1 Circuit Pack | X X X X
Synchronization X X X X
Plan
Trunk Groups X X X X
Dia Plan X X X X
Uniform Dialing X X X X
Plan
AAR Digit X X X X
Analysis
Signaling Group X X
Hunt Group X X X
ISDN TSC X
Gateway Channel
Assignment
Interface Links X
Node Names X X X
IP Route X X X
Data Modules X X X X
Processor Channel X X X X X
Assignments
Routing Patterns | X X X X
Bus Bridge X
Intuity
Trandations for
DCS Audix
CMS Server X
Trandations
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Link/Channel/TSC Map

The link/channel /TSC map shows the link, processor channel, and temporary signaling connection numbers, and
the connection types for each Switch Node in the network.

Node 2 Node 1 Node 3
PI
Processor Interface interface Sig Sig
channels  channels channels Grp Index Extn Grp Index Extn
N1 11 11 11 (N3)| 1 1 1901 1 1 3901 |N3
N3| 12 12 12 r—N2-N3 1 2 1902 1 2 3902 | N2
N4| 13 13 13 |r'N3-N4 1 3 1903 1 3 3903 | N4
Int| 59 2 2 rf==N3-nt| 1 4 1004] |;gpN-| 1 4 3904 ]Int
- BX.25 0 ] | 1 PRI
(Link 2 Link2) &l
[ ] M
g [ fmmmmmm——
DEFINITY ; Processor_i i DEFINITY
ECS Rési i channels | ECS R8si
- 1
' 11 (N2)| | & .
Node 4 : 12 _! : Intuity
H 1 AUDIX
C-LAN ' 13 | B —
Processor interface f i
hannele  channel C-LAN 1 P
channels — channels interface 2 ik
N1 14 — O channels |} P C-LAN
N2 15 —1._ 0 5003 \:\ 14 (N4 ; interface
— H (N4 | & § i channels
N3 16 0 6004 | 15 Liii 10BaseT
Int | 1 f— 5002 6005 I~ — ¢ : i 15001 hub
CMS — 5001 ! I 5002 |
; ppp : i [L0CMS)” 1 6021
(Link 1 Link 4) & 1ny / e
] H
DEFINITY | 4 / Cink D Ethernet
ECS R8csi bummy 3 /‘
DEFINITY \*
ISDN—X.25 Gateway — — — — — — ECS R8r gateway Router:\.\
ISDN—IP Gateway === === mmmw =
X25—|P Gateway ............................ cydfecsb KLC 101999
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Network Map

The network map shows the RNX, trunk group, hunt group numbers, data modul e type, and extension for each
Switch Node in the network. For TCP/IP connections, the node name and I P address is shown for each node.

Node 2

) Voice
R6si TG 12
R — 1 TAC 712
RNX 222 ° DS1 Node 1 Node 3
BX.25 Data R8r Gateway R8si
REM-AUDIX | pj TG 22 l RNX 221 o S
HG 99 Ext. 2992 TAC 722 \ Voi ISDN RNX 223
Ext.2111 [ DTE i Ds1 DS1 e - DS1
U Exts. 2000-2999 U 1 TG 13 REM-AUDIX
TAC 713 HG 99
7400D PGATE Ext. 3111
U Exts. 3000-3999 U
P
Node 4 Ext. 1992
R8csi | DTE
{ 7 Voice B Intuit
RNX 224 [ TG 14 ethernetl intuity ntuity
: TAC 714 192.168.1.11 192.168.1.70 AUDIX
DS1 ||| DS1 =
REM-AUDIX PPP Data 10BaseT EXt.
HG 99 : 1111
C-LAN TG 24 C-LAN ¥ Ethernet hub
Ext. 4111 TAC 724 = nnnononnoop=n (@
G‘ Ext. 4991 EXt. 1194 Ext. 1191 LAN
L oy ppp14—|| router———,
Exts. 4000-4999 192168.1.14 T 000- 1999 192.168.1.200 _/,4\_
ppp41 \"
192.168.1.41
192.168.2.90 | _ .=

cydfec9b KLC 101999
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Switch-Node 1 Administration

This section displays the filled-in screens for the administration of Switch Node 1.

DS1 Circuit Packs

Connection to Switch

Node 2 _
add dsl1l 1c19 Page 1 of 2
DS1 Cl RCU T PACK
Location: 01c19 Nane: Switch 1 to Switch 2
Bit Rate: 1.544 Li ne Codi ng: b8zs
Li ne Conpensation: 1 Fram ng Mode: esf

Si gnal i ng Mode: common- chan

I nterface Conpandi ng: nul aw

Idle Code: 11111111
DM -BOS? n
Slip Detection? n Near - end CSU Type: ot her
Connection to Switch
Node 3 _
add dsl1l 1c18 Page 1 of 2
DS1 Cl RCU T PACK
Locati on: 01c18 Name: Switch 1 to Switch 3
Bit Rate: 1.544 Li ne Codi ng: b8zs
Li ne Conpensation: 1 Fram ng Mode: esf
Si gnal i ng Mode: jsdn-pri
Connect: pbx Interface: network

Country Protocol: 1
Protocol Version: a
Interface Conpandi ng: nul aw CRC? n
Idle Code: 11111111
DCP/ Anal og Bearer Capability: 3.1kHz

Slip Detection? n Near - end CSU Type: other
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Connection to Switch
Node 4

4 Networking Example

add dsl 1cl7

DS1 C RCU T PACK

5age 1 of

Locati on: 01C17 Name: Switch 1 to Switch 4
Bit Rate: 1.544 Li ne Codi ng: b8zs
Li ne Conpensation: 1 Fram ng Mode: esf
Si gnal i ng Mbde: robbed bit
I nterface Conpandi ng: nul aw
Idle Code: 11111111
DM -BOS? n
Slip Detection? n Near - end CSU Type: ot her

Dial Plan

di splay dial pl an

Uni form Dialing Plan
UDP Ext ensi on Search Order
FIRST DIA@ T TABLE

DI AL PLAN RECORD

4-digit
| ocal - extensi ons-first

Local Node Number: 1
ETA Node Nunber:

ETA Routing Pattern:

First Length
Di gi -1 - -2 - - 3 - - 4 - - 5 - - 6 -
1: ext ensi on
2: ext ensi on
3: ext ensi on
4. ext ensi on
5
6
7. dac
8: fac
9: fac
0: attd
*: dac
#: dac
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Signaling Group

Page 1 _ —
change signaling group next Page 1 of 5
S| GNALI NG GROUP
G oup Number: 1 G oup Type:
Associ ated Signaling? y Max nunmber of NCA TSC. 5_
Primary D- Channel: 01c¢1824 Max nunber of CA TSC. 23
Trunk Group for NCA TSC 13
Trunk Group for Channel Selection: _
Suppl enentary Service Protocol: a__
Page 2 — Administered
NCA TSC Assignment _
Page 2 of 5
ADM NI STERED NCA TSC ASSI GNMVENT
Servi ce/ Feature: As-needed I nactivity Time-out (mn):
TSC Local Adj . Mach.
I ndex Ext. Enabl ed Established Dest. Digits Appl . Nane I D
1: 1901 \Y2 per manent 3901 dcs 3_
2: 1902 \4 per manent 3902 gateway .
3: 1903 \ per manent 3903 gateway .
4. 1904 \2 per manent 3904 gateway .
5:
16:
Synchronization Plan
5age 1 of X
SYNCHRONI ZATI ON PLAN
SYNCHRONI ZATI ON SOURCE (circuit pack | ocation)
Stratum 4
Port Network: 1
Primary: 01c20 Secondary:
Locati on Nare Slip Type Location Narre Slip Type
01c17 DCS Node 4 n UDS1- BD _ -
01c18 DCS Node 3 n TBRI - BD _ .
01c19 DCS Node 2 n _ .
01c20 AT&T A _ -
NOTE: TN722B & TN464B DS1 sources result in stratum4, type Il synchronization

Administration for Network Connectivity
210 CID: 77730 555-233-504 — Issue 1 — April 2000



Switch-Node 1 Administration

Trunk Groups

Group 12 (tie to Switch
Node 2) — page 1

4 Networking Example

add trunk-aroup 12 Page 1 of 10
TRUNK GROUP
G oup Number: 12 G oup Type: tie CDR Reports: y
Goup Narme: Switch 1 to Switch 2 tgl2 COR 1 TN 1 TAC. 712
Direction: two-way Qut goi ng Display? n Trunk Signaling Type:
Di al Access? y Busy Threshol d: 99 Ni ght Service:
Queue Length: 0 I ncom ng Destination:
Comm Type: avd Aut h Code? n
Trunk Flash? n
BCC:. 0
TRUNK PARAMVETERS
Trunk Type (in/out): w nk/w nk I ncom ng Rotary Tineout(sec): 5
Qut goi ng Di al Type: tone Incomi ng Dial Type: tone
W nk Tiner(nsec): 300 Di sconnect Ti m ng(nsec): 500
Digit Treatnent: Digits: __
Sig Bit Inversion: none
Connected to Toll? n STT Loss: nornal DTT to DCO Loss: normnmal
Incom ng Dial Tone? y
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In?y Qut? n
Answer Supervision Timeout: 0 Recei ve Answer Supervision? y
Group 12 — Page 2 _
di splay trunk-group 12 Page 2 of 10
TRUNK FEATURES
ACA Assi gnnent? n Measur ed: none
Internal Alert? n Mai nt enance Tests? y
Data Restriction? n
G are Handl i ng: none
Used for DCS? y PBX ID. 2
Suppress # Qutpul sing? n
Sei ze When Mai nt enance Busy: neither-end

I ncom ng Tone (DTMF) ANI: no Per Call CPN Bl ocki ng Code:
Connected to CO? n Per Call CPN Unbl ocki ng Code:
Group 12 — member
assignments
TRUNK GROUP

Adm ni stered Menbers (m n/nmax): 1/3

GROUP MEMBER ASSI| GNVENTS Total Admi nistered Menbers: 3
Por t Code Sfx Name Ni ght Mode Type Ans Del ay
1: 01c1901 TN/67 E 20
2: 01c1902 IN/67 E 20
3. 01c1903 IN767 E 20
4:
5:
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Group 22 (data to
Switch Node 2)— pagel

add trunk-group 22 I5age 1 of 10
TRUNK GROUP
Group Nunber: 22 G oup Type: tie CDR Reports: y
Group Nane: DCS data to node 2 - T2 COR 1 TN. 1 TAC. 722
Direction: two-way CQut goi ng Di splay? n Trunk Signaling Type:
Di al Access? y Busy Threshol d: 99 Ni ght Service:
Queue Length: 0 I ncom ng Destination:
Comm Type: data Aut h Code? n
Trunk Flash? n
BCC. 0
TRUNK PARAMETERS
Trunk Type (in/out): w nk/w nk I ncom ng Rotary Tineout(sec): 5
Qut goi ng Dial Type: tone Incoming Dial Type: tone
W nk Tiner(nsec): 300 Di sconnect Ti m ng(nsec): 500
Digit Treatnent: Digits: __
Sig Bit Inversion: none
Connected to Toll? n STT Loss: nornal DIT to DCO Loss: nornal
Incom ng Dial Tone? y
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In?y Qut? n
Answer Supervi sion Tinmeout: 0 Recei ve Answer Supervision? y

Group 22 — Page 2 _
add trunk-group 22 Page 2 of 10
TRUNK FEATURES

ACA Assi gnnent? n Measur ed: none
Internal Alert? n Mai nt enance Tests? y
Data Restriction? n
G are Handl i ng: none
Used for DCS? n
Suppress # Qut pul sing? n

Sei ze \Wen Mai nt enance Busy: neither-end

I ncom ng Tone (DTMF) ANI: n Per Call CPN Bl ocki ng Code:

Connected to CO? n Per Call CPN Unbl ocki ng Code:

Group 22 — Group
member assignments

TRUNK GROUP
Admi ni stered Menbers (m n/nmax): 1/3
GROUP MEMBER ASS| GNVENTS Total Admi nistered Menbers: 3
Por t Code Sfx Name Ni ght Mode Type Ans Del ay

1. 01c1923 TN767 F 20
2
3
4:
5:
6:
7:
8:
9:
10:
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Group 13 (ISDN-PRI to
Switch Node 3) —

page 1
add trunk-group 13 Page 1 of 10
TRUNK GROUP
G oup Number: 13 G oup Type: isdn CDR Reports: y
Goup Narme: | SDN TG 13 to Switch 3 COR 1 TN 1 TAC. 713
Direction: two-way Qut goi ng Display? n ATM?
Di al Access? n Busy Threshol d: 99 Ni ght Service: -
Queue Length: 0
Service Type: tie Aut h Code? n TestCall ITC: rest

Far End Test Line No:
TestCall BCC. 4
TRUNK PARANMVETERS

Codeset to Send Display: 6 Codeset to Send TCM Lookahead: 6
Max Message Size to Send: 26 Charge Advi ce: none
Suppl enentary Service Protocol: a Digit Handling (in/out): enbloc/enbloc

Trunk Hunt: cyclical

Connected to Toll? n STT Loss: nornal DTT to DCO Loss: nornal
Calling Nunmber - Delete: I nsert: Numberi ng For mat:
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In?y Qut? n

Answer Supervision Timeout: 0

Group 13 — page 2

NP BONE

di spl ay trunk-group 13 5age 2 of 10
TRUNK FEATURES
ACA Assi gnnent? n Measur ed: none W deband Support? n
Internal Alert? n Mai nt enance Tests? y
Data Restriction? n NCA- TSC Trunk Menber: 1
Send Nanme: n Send Calling Nunber: n
Used for DCS? y PBX ID. 3
Suppress # Qutpul sing? n DCS Si gnaling: d-chan
Qut goi ng Channel |D Encoding: preferred UU | E Treatnent: service-provider
Send Connected Nunber: n
Send UCID? n
Send Codeset 6/7 LAl IE? y
Group 13 — member
assignments _
add trunk-group 13 Page 4 of 10
TRUNK GROUP
Adm ni stered Menbers (m n/nax): 0/0
GROUP MEMBER ASS| GNIVENTS Total Admi ni stered Menbers: 0
Por t Code Sfx Nane Ni ght Sig Gp
01c1801 TIN464 E 1
01c1802 TN464 E 1
01c1803 TIN64 E 1
01c1804 TIN464 E 1
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Group 14 (tie to Switch
Node 4) — page 1

4 Networking Example

add trunk-group 14 I5age 1 of 10
TRUNK GROUP
Group Nunber: 14 G oup Type: tie CDR Reports: y
Group Nanme: Switch 1 to Switch 4 tgl4 COR 1 TN. 1 TAC. 714
Direction: two-way CQut goi ng Di splay? n Trunk Signaling Type:
Di al Access? y Busy Threshol d: 99 Ni ght Service:
Queue Length: 0 I ncom ng Destination:
Comm Type: voice Aut h Code? n
Trunk Flash? n
BCC. 0
TRUNK PARAMETERS
Trunk Type (in/out): w nk/w nk I ncom ng Rotary Tineout(sec): 5
Qut goi ng Dial Type: tone Incoming Dial Type: tone
W nk Tiner(nsec): 300 Di sconnect Ti m ng(nsec): 500
Digit Treatnent: Digits: __
Sig Bit Inversion: none
Connected to Toll? n STT Loss: nornal DIT to DCO Loss: nornal
Incom ng Dial Tone? y
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In?y Qut? n
Answer Supervision Tinmeout: 0 Recei ve Answer Supervision? y
Group 14 — Page 2 _
add trunk-group 14 Page 2 of 10
TRUNK FEATURES
ACA Assi gnnent? n Measur ed: none
Internal Alert? n Mai nt enance Tests? y
Data Restriction? n
G are Handl i ng: none
Used for DCS? y PBX I D 4
Suppress # Qut pul sing? n
Sei ze \Wen Mai nt enance Busy: neither-end
I ncom ng Tone (DTMF) ANI: nho Per Call CPN Bl ocki ng Code:
Connected to CO? n Per Call CPN Unbl ocki ng Code:
Group 14 — member
assignments
TRUNK GROUP
Admi ni stered Menbers (m n/nmax): 1/3
GROUP MEMBER ASSI| GNVENTS Total Adm nistered Menbers: 3
Por t Code Sfx Name Ni ght Mode Type Ans Del ay
1: 01c1701 TN767 F 20
2: 01cl702 TN767 F 20
4: 01c1703 TN767 F 20
5:
6:
7:
8:
9:
10:
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Group 24 (datato
Switch Node 4) —

4 Networking Example

pagel
add trunk-group 24 Page 1 of 10
TRUNK GROUP
G oup Number: 24 G oup Type: tie CDR Reports: y
Group Nanme: DCS data to node 4-T&24 COR 1 TN 1 TAC. 724
Direction: two-way Qut goi ng Display? n Trunk Signaling Type:
Di al Access? y Busy Threshol d: 99 Ni ght Service:
Queue Length: 0 I ncom ng Destination:
Comm Type: rbavd Auth Code? n
Trunk Flash? n
BCC:. 0
TRUNK PARAMETERS
Trunk Type (in/out): w nk/w nk I ncom ng Rotary Tineout(sec): 5
Qut goi ng Dial Type: tone Incomi ng Dial Type: tone
W nk Tiner(nsec): 300 Di sconnect Ti m ng(nsec): 500
Digit Treatnent: Digits: __
Sig Bit Inversion: none
Connected to Toll? n STT Loss: nornal DTT to DCO Loss: normnmal
Incom ng Dial Tone? y
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In?y Qut? n
Answer Supervision Timeout: 0 Recei ve Answer Supervision? y
Group 24 — Page 2 _
add trunk-group 24 Page 2 of 10
TRUNK FEATURES
ACA Assi gnnent? n Measur ed: none
Internal Alert? n Mai nt enance Tests? y
Data Restriction? n
G are Handl i ng: none
Used for DCS? n
Suppress # Qutpul sing? n
Sei ze When Mai nt enance Busy: neither-end
I ncom ng Tone (DTMF) ANI: no Per Call CPN Bl ocki ng Code:
Connected to CO? n Per Call CPN Unbl ocki ng Code:

Group 24 — member
assignments

TRUNK GROUP
Admi ni stered Menbers (m n/nax): 1/3
CROUP MEMBER ASSI GNMVENTS Total Adm nistered Menbers: 3
Por t Code Sfx Nane Ni ght Mode Type Ans Del ay

1: 01c1723 TN767 F 20

2

3

4.

5:

6:

7.

8:

9:

10:
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Uniform Dialing Plan

4 Networking Example

di splay udp 2

Page 1 of 2
UNI FORM DI ALI NG PLAN
Ext Codes: ddxx
Ext Code: __ Type:
dd Type dd Type dd Type
_ 2x: udpcode 222 3x: udpcode 223 4x: udpcode 224
- 200 ~g380: 40
- 2. 3 - 4ar
- 2: 32 42
- 23 38 43
- 24, 34 _ _ ___4AL
- 2: 3 45
- 6. 36 46
- 27 3 4
- 28 38 48
29: 39 49:

AAR Digit Analysis

Di al ed
String
222
223
224

di splay aar analysis 1

Percent Full: 6
Tot al Rout e Cal | Node AN
M Max Pattern Type Num  Reqd
7 7 102 aar 2 n
7 7 103 aar 3 n
7 7 104 aar 4 n

AAR DIG T ANALYSI S TABLE

I-Dage 1 of 2

216
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4 Networking Example

ISDN TSC Gateway Channel Assignment

change i sdn tsc-gat eway 5age 1 of 2
| SDN TSC GATEWAY CHANNEL ASSI GNMENT
Sig Admid NCA Processor Appli- Sig Admi d NCA Processor Appli-
Group TSC | ndex Channel cation Group TSC | ndex Channel cation
1. 1 2 12 dcs 17: - - o
2: 1 3 16 dcs 18: - - o
3: 1 4 3_ audi x 19: __ _ - o
4. . - - 20: . - -
Routing Patterns
Pattern 102
di splay route-pattern 102
Pattern Nunber: 102
G p. FRL NPA Pfx Hop Toll No. Del Inserted | XC
No. Mk Lmt List Digits Digits
1:12 0 3 user
2: user
3: user
4. user
5: user
6: user
BCC VALUE TSC CA-TSC I TC BCIE Servicel/ Feature Nunberi ng LAR
01234W Request For mat
1: yyyyyn n bot h ept none
22y yyyynn rest none
3: yyyyynn rest none
4: yyyyyn n rest none
5 vyyyyyn n rest none
6: yyyyynn rest none
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Pattern 103

4 Networking Example

add route-pattern 103
Pattern Nunber: 103

G p. FRL NPA Pfx Hop Toll No. Del Inserted I XC
No. Mk Lmt List Digits Digits
1:13 0 3 user
2: user
3: user
4: user
5: user
6: user
BCC VALUE TSC CA-TSC I TC BCIE Servicel/Feature Numberi ng LAR
01234W Request For mat
1. yyyyyn y as needed both ept
22 yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none
5 yyyyyn n rest none
6: Yyyyyn n rest none
Pattern 104
di splay route-pattern 104
Pattern Nunmber: 104
G p. FRL NPA Pfx Hop Toll No. Del Inserted | XC
No. Mk Lnmt List Digits Digits
1:14 0 3 user
2: user
3: user
4. user
5: user
6: user
BCC VALUE TSC CA-TSC I TC BCIE Servicel/ Feature Nunberi ng LAR
01234W Request For mat
1: yyyyyn n bot h ept
22y yyyynn rest none
3y yyyyn n rest none
4: yyyyyn n rest none
5 vyyyyyn n rest none
6: YYyyyynn rest none
Node Names
age 1 _
change node- nanes Page 1 of 6
NODE NAMES
Audi x Nanes | P Addr ess MBA Nares | P Address
intuity 192.168. 200. 10 _ nsa e
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4 Networking Example

page 2
change node nanes
Page 2 of 6
NODE NAMES
Narme | P Addr ess Name | P Addr ess
1. pppl4a 192.168.200.12_ 17. -
2. ppp4l 192.168. 200. 14  18. e
3. CMB 192.168.201.10  19. S R
4. router 192.168.200.1__ 20. e
5.ethernetl 192.168. 200. 11
16.
Data Modules
x.25 data module
add dat a- nodul e 1992
Page 1 of 2
DATA MODULE
Dat a Extension: 1992 Name: x.25 on link 2 to node 2
Type: x.25 Rerot e Loop- Around Test? n
Port: 0100101 COR 1 Destinati on Nunber: external
Baud Rate: 9600 ™: 1 Est abl i sh Connection? n
Endpoi nt Type: adj unct Connect ed Data Modul e: 1900
Li nk: 2_ DTE/ DCE: dte Error Logging? n
Enabl e Link: n
Permanent Virtual Circuit? y H ghest PVC Logi cal Channel: 64

Swi t ched Virtual

Circuit? n
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dm data module

add dat a- nodul e 1900 Page 1 of 1
DATA MODULE
Dat a Extension: 1900 Nane: BCC. 2
Type: pdm ccs: 1 Renot e Loop-Around Test? n
Port: 01c2001 COR 1 Secondary data nodul e? n
I TC. restricted ™ 1 Connected To: dte

ABBREVI ATED DI ALI NG
List1:

SPECI AL DI ALI NG OPTI ON:

ASSI GNED MEMBER ( Station with a data extension button for this data nodul e )

Ext Nane

pp data module
add dat a- nodul e 1994

Page 1 of x
DATA MODULE
Dat a Ext ension: 1994 Nane: _ppp on link 4 to node 4 BCC. 2
Type: ppp cos: 1
Port: 01c1502 COR 1
Link: 4_ ™ 1

Enabl e Link? n

Node Nanme: pppl4
Subnet Mask: 255.255.255.0

Establi sh Connection: y

DESTI NATI ON
Digits: 7241991
Node Nanme: ppp4l
CHAP? n
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ethernet data module

add data 1191
Page 1 of X
DATA MODULE
Dat a Extension: 1191 Name: ethernet on link 1 BCC. 2
Type: ethernet
Port: 01c1517
Link: 1_
Network uses 1's for Broadcast Addresses? y _
IP Interface _
change Ip-interfaces Page 1lof 2
IP Interfaces
Network regions are interconnected? n
En- Net
abled Type Slot Code Sfx Node Name Subnet Mask Gateway Addr Rgn
y _ C-LAN _ 01cl5 TN799 B ethernetl 255.255 255 .Q___ 192 .168 .200 .1 1_
_ _ 2552552550 . . .
_ _ 2552552550 _ . . . _
_ _ 2552552550 _ . . . _
_ _ 2552552550 . . .
B _ 2552652550 _ . . . _
_ _ 2552552550 _ . . . _
_ _ 2552552550 . . .
Processor Channel Assignments
change communications-interface processor-channels
Page 1 of X
PROCESSOR CHANNEL ASSIGNMENT
Proc Gtwy Interface Destination  Session Mach
Chan Enable Appl. To Mode Link/Chan Node Port Local/Remote 1D
1.y _ audix, S 1 5002 intuity Q 1 1_ 1
2.y _ gtwy-tcp 4 2 2 2 59 o
3y gateway S 1 5031 intuity 0 3 3__ L
4: y_ atwy-tcp 2 s 1 5021 intuity Q 2 2 __ o
10: y_  mis s 1_ 5001 cms Q 1
11: y_ dcs _ 2 1 211 11 2
12: y_ gateway _ 2 12 12 12 L
13: y_ gtwy-tcp 15 _ 2 13 _13_ 13 o
14: y_ dcs S 4 5003 ppp4l Q 14 14 4
15: y_ gtwy-tcp 13 s 4 5004 ppp4l Q 15 15 L
16: y_ gateway S 4 5005 ppp4l Q 16 16 L
64: - 0 R
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Switch-Node 2 Administration

4 Networking Example

This section displays the filled-in screens for the administration of Switch Node 2.

DS1 Circuit Packs

add dsl1 1al0

Locati on:

Bit Rate:

Li ne Conpensati on:
Si gnal i ng Mode:

| dl e Code:

DS1 G RCU T PACK

0l1lalo

1.544

1

conmon- chan

11111111

DM - BOS? n

Slip Detection? n

Nanme:
Li ne Codi ng:
Fram ng Mde:

sw2toswl
b8zs
esf

Dial Plan

change di al pl an

DI AL PLAN RECORD

Local Node Nunber: 2
ETA Node Nunber:
UniformDi aling Plan: 4-digit ETA Routing Pattern
UDP Ext ensi on Search Order: |ocal-extensions-first
FIRST DDA T TABLE
First Lengt h
Di gi -1 - - - - - 4 - - 5 - - 6 -
1: ext ensi on
2: ext ensi on
3. ext ensi on
4. ext ensi on
5
6
7. dac
8: fac
9: fac
0: attd
E: dac
#: dac
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Synchronization Plan

|5age 1 of X
SYNCHRONI ZATI ON PLAN
SYNCHRONI ZATI ON SOURCE (circuit pack | ocation)

Stratum 4
Port Network: 1
Primary: 01al0 Secondary:
Locati on Nare Slip Type Location Nare Slip Type
01al0 y UDS1- BD

NOTE: TN722B & TN464B DS1 sources result in stratum4, type Il synchronization

Trunk Goups

Group 12 — page 1

di splay trunk-group 12 5age 1 of 10
TRUNK GROUP
Group Nunber: 12 Group Type: tie CDR Reports: vy
G oup Nane: tgl2 COR 1 ™ 1 TAC. 712
Direction: two-way Qut goi ng Di splay? n Trunk Signaling Type:
Di al Access? y Busy Threshol d: 99 Ni ght Service:
Queue Length: O I ncom ng Destination:
Comm Type: avd Aut h Code? n
Trunk Flash? n
BCC:. 0
TRUNK PARAVETERS
Trunk Type (in/out): w nk/w nk Incom ng Rotary Tinmeout(sec): 5
Qut goi ng Di al Type: tone Incom ng Dial Type: tone
W nk Tiner(nsec): 300 Di sconnect Ti mi ng(nsec): 500
Digit Treatnent: Digits:
Sig Bit |nversion: none
Connected to Toll? n STT Loss: nornal DTT to DCO Loss: nornal
Incoming Dial Tone? y
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In?y Qut? n
Answer Supervi sion Tinmeout: O Recei ve Answer Supervision? y
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Group 12 — Page 2

4 Networking Example

di spl ay truﬁk-group 12
TRUNK FEATURES
ACA Assi gnment? n

Used for
Suppress # Qutpul sing? n

I ncom ng Tone (DTMF) ANI: no
Connected to CO? n

I nt er nal
Data Restriction? n
G are Handl i ng:
DCS? vy PBXID 1

Sei ze When Mai nt enance Busy:

Measur ed:
Alert? n

Per
Per

none

none

nei t her - end

Cal |
Cal |

Page 2 of 10

Mai nt enance Tests? y

CPN Bl ocki ng Code:
CPN Unbl ocki ng Code:

Group 12 — member
assignments

TRUNK GROUP
Admi ni stered Menbers (m n/nax): 1/3
GROUP MEMBER ASSI GNVENTS Total Adm nistered Menbers: 3
Por t Code Sfx Nane Ni ght Mode Type Ans Del ay

1: 01al1001 TN767 E

2: 0l1al002 TN767 E

3: 01al003 TN767 E

4.

5:

6:
Uniform Dialing Paln
change udp x

Page 1 of 2
UNI FORM DI ALI NG PLAN
Ext Codes: ddxx
dd Type dd Type dd Type dd Type dd Type
Ox: _~ _ 1x: udpcode 221 2x: |ocal _ 3x: udpcode 223 4x: udpcode 224
oco: 10 _ 200~ 3: 400 _
o. 1 2. 3 - 4Ar
o2: 12 22: 32 42
o3: 13 23 33 43 _
o4. 4 24, 34 _ _ ___4AL
o5: 15 25 38 45
o6: _  _  16: 26: _~_ 36: 46 _
o7. i _ 27 3 4
og: 18 28: 38 48
o9: 19 2: 39 49
7
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AAR Digit Analysis

change aar analysis 1 5age 1 of 2
AAR DIG T ANALYSI S TABLE
Percent Full: 6
Di al ed Tot al Rout e Cal | Node AN
String Mn Mx Pattern Type Num  Reqd
221 7 7 101 aar 1 n
223 7 7 101 aar 3 n
224 7 7 101 aar 4 n
Routing Patterns
di splay route-pattern 101
Pattern Number: 101
G p. FRL NPA Pfx Hop Toll No. Del Inserted I XC
No. Mk Lnmt List Digits Digits
1:12 0 3 user
2: user
3: user
4. user
5: user
6: user
Data Modules
rocr-intf data module _
add dat a- nodul e 2992 Page 1 of 1
DATA MODULE
Dat a Ext ension: 2992 Nanme: x.25 on link 2 to node 1
Type: procr-intf cos: 1 Mai nt enance Extension: 2002
Physi cal Channel: 02_ COR 1 Desti nati on Nunber: 7221993
| TC. Restricted ™ 1 Est abl i sh Connection? y
Link: 2 DTE/ DCE: dce Connect ed Data Mdul e:

Enabl e Link: n
ABBREVI ATED DI ALI NG
List1:

SPECI AL DI ALI NG OPTI ON:

ASSI GNED MEMBER (Station with a data extension button for this data nodul e)

Ext Nane
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Processor Channel Assignments

Release 6 Processor
Channel Assignment

4 Networking Example

screen
change communi cations-interface processor-channel s Page 1 of 4
PROCESSOR CHANNEL ASSI GNVENT
Proc Interface Renot e
Chan Appl . Li nk Chan Priority Proc Chan Machi ne-1D
1: _ _ . - L .
11: des__ 2 11 - 11 1
12: des_ 2 12 - 12 3_
13: des__ 2 13 - 13 4
59: audi x__ 2 2 _ . .
Release 6 Interface
Links screen
change communi cations-interface |inks Page 1 of 1
| NTERFACE LI NKS
Est Pl Desti nation DTE
Link Enable Conn Ext Por t Digits Brd DCE Identification
1: _ _ o
: y y 2992_  1al004 1992 _ ~~ _ dce
3. _ _ .
Link 1 [eia] - Connected to : ___ O ocking : -
Administration for Network Connectivity
226 CID: 77730 555-233-504 — Issue 1 — April 2000



Switch-Node 2 Administration 4 Networking Example

Hunt Group

age 1
add hunt-group 99

5age 1 of 10

HUNT GROUP
Group Nunber: 99 ACD? n
Group Nane: Intuity 1 Queue? n
G oup Extension: 2111 Vector? n
Group Type: ucd-m a Cover age Path:
™: 1 Ni ght Service Destination:

COR 1
Security Code:
| SDN Cal | er Displ ay:

MM Early Answer? n

age 2
add hunt-group 1

5age 2 of 10
HUNT GROUP

Message Center: rem audi x
AUDI X Extension: 1111

Calling Party Nunmber to INTU TY AUDI X? n
LWC Reception: none

Administration for Network Connectivity

555-233-504 — Issue 1 — April 2000 CID: 77730 227



Switch-Node 3 Administration 4 Networking Example

Switch-Node 3 Administration

This section displays the filled-in screens for the administration of Switch Node 3.

DS1 Circuit Packs

add dsl 1lalil Page 1 of 2
DS1 Cl RCU T PACK
Location: 0lall Nanme: Switch 3 to Switch 1
Bit Rate: 1.544 Li ne Codi ng: b8zs
Li ne Conpensation: 1 Fram ng Mode: esf

Si gnal i ng Mode: jisdn-pri

Interface Conpandi ng: nul aw
Idle Code: 11111111
n

DM - BOS?

Slip Detection? n Near - end CSU Type: other
Dial Plan
change di al pl an
DI AL PLAN RECORD
Local Node Number: 3
ETA Node Nunber:
UniformDialing Plan: 4-digit ETA Routing Pattern:
UDP Ext ensi on Search Order: | ocal -extensions-first
FIRST DIG@ T TABLE
First Lengt h
Di gi -1 - - 2 - - 3 - - 4 - - 5 - - 6 -
1: ext ensi on
2: ext ensi on
3: ext ensi on
4. ext ensi on
5:
6:
7. dac
8. fac
9: fac
0: attd
* dac
#: dac

Administration for Network Connectivity
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Synchronization Plan

change synch 5age 1 of X
SYNCHRONI ZATI ON PLAN
SYNCHRONI ZATI ON SOURCE (circuit pack | ocation)

Stratum 4
Port Network: 1
Primary: l1all Secondary:
Locati on Nare Slip Type Location Narme Slip Type
0lall DCS SWi 2 UDS1- BD _ _

NOTE: TN722B & TN464B DS1 sources result in stratum 4, type |1 synchrani zation

Signaling Group

Page 1
add signaling group next
Page 1 of 5
S| GNALI NG GROUP
Group Nunber: 1
Associ ated Signaling? y Max nunmber of NCA TSC. 5_
Primary D Channel: 01al1124 Max nunber of CA TSC. 23
Trunk Group for NCA TSC. 13

Trunk Group for Channel Sel ection:
Suppl enentary Service Protocol: a

Page 2 — Administered

NCA TSC Assignment _
Page 2 of 5
ADM NI STERED NCA TSC ASSI GNVENT
Servi ce/ Feature: As-needed I nactivity Time-out (mn):
TSC Local Adj . Mach.
| nde Ext. Enabl ed Established Dest. Digits Appl . Nane I D
1: 3901 \"2 per manent 1901 dcs 1
2: 3902 \A per manent 1902 dcs 2
3: 3903 \Y2 per manent 1903 dcs 4
4. 3904 \"2 per manent 1904 audi x . 1
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Trunk Groups

Group 13 (ISDN-PRI) —

page 1
add trunk-group 13 Page 1 of 10
TRUNK GROUP
G oup Number: 13 G oup Type: isdn-pri CDR Reports: vy
G oup Nane: |ISDN TG 13 to sw 1 COR 1 ™ 1 TAC. 713
Di rection: two-way Qut goi ng Display? n
Di al Access? n Busy Threshol d: 99 Ni ght Service:
Queue Length: O
Service Type: tie Aut h Code? n TestCall ITC rest
Far End Test Line No:
TestCall BCC 4
TRUNK PARAMETERS
Codeset to Send Display: 6 Codeset to Send TCM Lookahead: 6
Max Message Size to Send: 260 Char ge Advice: none
Suppl enentary Service Protocol: a Digit Handling (in/out): enbloc/enbloc
Trunk Hunt: cyclical
Connected to Toll? n STT Loss: nor nal DIT to DCO Loss: nor nal
Calling Nunmber - Delete: Insert: Nurberi ng For mat :
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In?y Qut? n
Answer Supervision Timeout: O
Group 13 — page 2 _
add trunk-group 13 Page 2 of 10
TRUNK FEATURES
ACA Assignment? n Measur ed: none W deband Support? n
Internal Alert? n Mai nt enance Tests? y
Data Restriction? n NCA- TSC Trunk Member: 1
Send Nanme: n Send Cal ling Nunber: n
Used for DCS? v PBX ID: 1
Suppress # Qutpul sing? n DCS Si gnaling: d-chan
Qut goi ng Channel |D Encoding: excl usive UUl | E Treatnent: service-provider

Send Connected Nunber: n

Send UCI D? n
Send Codeset 6/7 LAl 1E? y

Administration for Network Connectivity
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Group 13 — member
assignments

4 Networking Example

di splay trunk-group 13

GROUP MEMBER ASSI GNVENTS

Por t Code Sfx Nane
01al101 TN464 e
01al102 TN464 e
01a1103 TN464 e
01al104 TN464 e

D2 BN

I5age 4 of 10
TRUNK GROUP
Adm ni stered Menbers (m n/nmax): 0/0
Total Admi nistered Menbers: 0

Ni ght Sig Gp

(SN

Uniform Dialing Paln

change udp x

dd Type dd Type
Ox: _ 1x: udpcode
00: 10

01: 11

02: 12

03: 13

04 14

05: 15

06: 16

07: 17

08: 18

09: 19

Page 1 of 2
UNI FORM DI ALI NG PLAN
Ext Codes: ddxx
dd Type dd Type dd Type
221 2x: udpcode 222 3x: |local ____ 4x: udpcode 224

10 200 380 40
I 5 S 2. 3 __ 4
2y 2. 32 _ 42
R & 23 38 43
R ¥ 2: 34 _ 44
I - M 2. 3. 45
16 6. 36 46
I ¥ A 27 3 41
18 28 38 48 _

29 39: 49

AAR Digit Analysis

di splay aar analysis 1

5age 1 of 2
AAR DIG T ANALYSI S TABLE

Percent Full: 6
Di al ed Tot al Rout e Cal | Node AN
String M Max Pattern Type Num  Reqd
221 7 7 101 aar 1 n
222 7 7 101 aar 2 n
224 7 7 101 aar 4 n
Administration for Network Connectivity
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Routing Patterns

add route-pattern 101
Pattern Nunber: 101
G p. FRL NPA Pfx Hop Toll No. Del Inserted | XC
No. Mk Lmt List Digits Digits
1:13 0 3 user
2: user
3: user
4. user
5: user
6: user
BCC VALUE TSC CA-TSC I TC BCIE Servicel/ Feature Nunberi ng LAR
01234W Request For mat
1. yyyyyn y as needed both ept none
22y yyyynn rest none
3: yyyyynn rest none
4: yyyyyn n rest none
5 vyyyyyn n rest none
6: yyyyyn n rest none
Hunt Group
age 1 _
add hunt-group 99 Page 1 of 10
HUNT GROUP
Group Nunber: 99 ACD? n
Group Nane: Intuity 1 Queue? n
G oup Extension: 3111 Vector? n
Group Type: ucd-m a Cover age Path:
™: 1 Ni ght Service Destination:
COR 1 MM Early Answer? n
Security Code:
| SDN Cal | er Displ ay:
age 2 _
add hunt -group 99 Page 2 of 10

HUNT GROUP

Message Center: rem audi x
AUDI X Extension: 1111

Calling Party Nunmber to INTU TY AUDI X? n
LWC Reception: none

Administration for Network Connectivity
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Switch-Node 4 Administration

This section displays the filled-in screens for the administration of Switch Node 4.

Bus Bridge

change system paraneters mai nt enance I-Dage 2 of 3
MAI NTENANCE- RELATED SYSTEM PARAMETERS

M NI MUM MAI NTENANCE THRESHOLDS ( Before Notification )
TTRs: 4 CPTRs: 1 Call Classifier Ports: O
MMs: O VCs: O

TERM NATI NG TRUNK TRANSM SSI ON TEST ( Extension )
Test Type 100: Test Type 102: Test Type 105:

| SDN MAI NTENANCE
| SDN- PRI Test Call Extension: | SDN- BRI Service SPID:

DS1 MAI NTENANCE
DSO Loop- Around Test Call Extension:

LOSS PLAN ( Leave Blank if no Extra Loss is Required )
M ni mum Nunber of Parties in a Conference Before Adding Extra Loss:

SPE OPTI ONAL BQOARDS
Packet Intfl? y Packet Intf2? y
Bus Bridge: 01a05 Inter-Board Link Tineslots PtO: 6 Pt1: 1 Pt2: 1

DS1 Circuit Packs

age 1 _
add dsl1l 1al0 Page 1 of 2
DS1 C RCU T PACK
Location: 01al0 Nanme: Switch 4 to Switch 1
Bit Rate: 1.544 Li ne Codi ng: b8zs
Li ne Conpensation: 1 Fram ng Mode: esf

Si gnal i ng Mode: robbed-bit

I nterface Conpandi ng: nul aw
Idle Code: 11111111

Slip Detection? n Near - end CSU Type: ot her
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Dial Plan
change di al pl an
DI AL PLAN RECORD
Local Node Number: 4
ETA Node Nunber:
UniformDi aling Plan: 4-digit ETA Routing Pattern
UDP Ext ensi on Search Order: | ocal -extensions-first
FIRST DIG@ T TABLE
First Lengt h
Di gi -1 - - 2 - - 3 - - 4 - - 5 - - 6 -
1: ext ensi on
2: ext ensi on
3: ext ensi on
4. ext ensi on
5
6
7. dac
8: fac
9: fac
0: attd
g dac
#: dac

Synchronization Plan

5age 1 of X
SYNCHRONI ZATI ON PLAN
SYNCHRONI ZATI ON SOURCE (circuit pack | ocation)

Stratum 4
Port Network: 1
Primary: 01al0 Secondary:
Locati on Nare Slip Type Location Nare Slip Type
01al0 3 UDS1- BD _ .

NOTE: TN722B & TN464B DS1 sources result in stratum4, type Il synchronization

Administration for Network Connectivity
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Trunk Groups

Group 14 — page 1

4 Networking Example

di splay trunk-group 14 I5age 1 of 10
TRUNK GROUP
Group Nunber: 14 Group Type: tie CDR Reports: vy
G oup Name: Node 4 to Node 1 - TGl4 COrR 1 ™ 1 TAC. 714
Di rection: two-way Qut goi ng Di splay? n Trunk Signaling Type:
Di al Access? y Busy Threshol d: 99 Ni ght Service:
Queue Length: O I ncom ng Destination:
Comm Type: voice Aut h Code? n
Trunk Flash? n
BCC. 0
TRUNK PARAMETERS
Trunk Type (in/out): w nk/w nk Incom ng Rotary Tinmeout(sec): 5
Qut goi ng Dial Type: tone Incomi ng Dial Type: tone
W nk Tinmer(nsec): 300 Di sconnect Ti mi ng(nsec): 500
Digit Treatnent: Digits:
Sig Bit |Inversion: none
Connected to Toll? n STT Loss: nornal DTT to DCO Loss: nornal
Incoming Dial Tone? y
Bit Rate: 1200 Synchroni zati on: async Dupl ex: full
Di sconnect Supervision - In?y Qut? n
Answer Supervision Tinmeout: O Recei ve Answer Supervision? y
Group 14 — Page 2 _
di spl ay trunk-group 14 Page 2 of 10
TRUNK FEATURES
ACA Assignment? n Measur ed: none
Internal Alert? n Mai nt enance Tests? y
Data Restriction? n
G are Handl i ng: none
Used for DCS? v PBX ID 1
Suppress # Qutpul sing? n
Sei ze \Wen Mai nt enance Busy: neither-end
I ncom ng Tone (DTMF) ANI: no Per Call CPN Bl ocki ng Code:
Connected to CO? n Per Call CPN Unbl ocki ng Code:
Group 14 — member
assignments
TRUNK GROUP
Admi ni stered Menbers (m n/nmax): 1/3
GROUP MEMBER ASSI| GNVENTS Total Adm nistered Menbers: 3
Por t Code Sfx Name Ni ght Mode Type Ans Del ay
1: 01al001 TN767 e 20
2: 01al002 TN7/67 e 20
3: 01al003 TN767 e 20
4:
5:
6:
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Group 24 (datato
Switch Node 1) —
pagel

4 Networking Example

[add trunk- group 24

G oup Number: 24

Di rection: two-way
Di al Access? y
Queue Length: O
Comm Type: rbavd

BCC. 0
TRUNK PARAMETERS

Qut goi ng Dial Type: tone
W nk Tiner(nsec): 300
Digit Treatnent:

Connected to Toll? n
Incoming Dial Tone? y
Bit Rate: 1200

Answer Supervi sion Ti meout:

TRUNK GROUP
G oup Type: tie CDR Reports: vy
COrR 1 ™ 1 TAC. 124

Group Nanme: dcs data to Switch 1
Qut goi ng Display? n
Busy Threshol d: 99

Trunk Type (in/out): w nk/w nk

STT Loss: nor nmal

Di sconnect Supervision - In?y Qut? n

Page 1 of 10

Trunk Signaling Type:
Ni ght Service:
I ncom ng Destination:
Aut h Code? n
Trunk Flash? n

I ncom ng Rotary Timeout(sec): 5
Incomi ng Dial Type: tone
Di sconnect Ti mi ng(nsec): 500
Digits:
Sig Bit |nversion: none
DIT to DCO Loss: nor nal

Synchroni zati on: async Dupl ex: full

Recei ve Answer Supervision? y

Group 24 — page 2

add trunk-group 24
TRUNK FEATURES
ACA Assi gnment? n

Used for DCS? n
Suppress # Qutpul sing? n

I ncom ng Tone (DTMF) ANI: no
Connected to CO? n

Data Restriction? n

Sei ze When Mai nt enance Busy: neither-end

5age 2 of 10

Measur ed: none

Internal Alert? n Mai nt enance Tests? y

G are Handling: none

Per Call CPN Bl ocki ng Code:
Per Call CPN Unbl ocki ng Code:

Group 14 — member
assignments

TRUNK GROUP
Admi ni stered Menbers (m n/nax): 1/3
GROUP MEMBER ASSI GNVENTS Total Adm nistered Menbers: 3
Por t Code Sfx Nane Ni ght Mode Type Ans Del ay

1: 01a1023 TN767 f 20

2:

3:

4.
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Uniform Dialing Paln

4 Networking Example

change udp x 5age 1 of 2
UNI FORM DI ALI NG PLAN
Ext Codes: ddxx
dd Type dd Type dd Type dd Type dd Type
Ox: __  1x: udpcode 221 2x: udpcode 222 3x: udpcode 223 4x: |ocal
coO: 10 _ 200 30 40 __
o 11 2% 31 4
2. 12 2. 32 a2
os: 3 23 33 43
o4. 14 24: 34 44
o5. 15 2. 3% _ a5
o6: 16 _ 6. 3 __ 46 ___
o7. irn 27 37 A7
o8 18 _ 28 38 48
co. 19 2: 39 _ 49
AAR Digit Analysis
di splay aar analysis 1 I-Dage 1 of 2
AAR DIG T ANALYSI S TABLE
Percent Full: 6
D al ed Tot al Rout e Cal | Node AN
String Mn Mx Pattern Type Num  Reqd
221 7 7 101 aar 1 n
222 7 7 101 aar 2 n
223 7 7 101 aar 3 n
Routing Patterns
di splay route-pattern 101
Pattern Nunber: 101
G p. FRL NPA Pfx Hop Toll No. Del Inserted | XC
No. Mk Lmt List Digits Digits
1:14 0 3 user
2: user
3: user
4. user
5: user
6: user
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Node Names

4 Networking Example

age 1 _
change node- nanes Page 1 of 6
NODE NAMES
Audi x Nanes | P Addr ess VBA Nanes | P Address
intuityl 192.168. 200. 10 nsa R
page 2
change node nanes
Page 2 of 6
NODE NAMES
Nanme | P Address Nane | P Address
1. pppal 192.168.200. 14 17. e
2. pppla 192.168.200. 12  18. P S Y
3. OVB 192.168.201.10_  19. -
4. router 192.168.200.1_ 20. e
5.ethernetl 192.168.200. 11  21. e
16.
Data Modules
pp data module
add dat a- nodul e 4991
Page 1 of x
DATA MODULE
Dat a Extension: 4991 Narme: _ppp on link 1 to switch 1 BCC. 2
Type: ppp cos: 1
Port: 01a0515 COR 1
Link: 1_ ™: 1
Enabl e Link? n
Node Nane: ppp4l
Subnet Mask: 255.255.255.0
Est abl i sh Connection: n
DESTI NATI ON
Digits: 7241994
Node Nanme: pppl4
CHAP? n
Administration for Network Connectivity
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Processor Channel Assignments

4 Networking Example

change communi cations-interface processor-channel s

PROCESSOR CHANNEL ASSI GNVENT

Page 1 of X

Proc G wy Interface Destination Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renote |D
1: n audix s 1 5041 intuity o 4 4 1
10: n pms s 1_5001_ cns 0 1 1 .
14: n des c 1.0 pppla 5003 14 14 1_
15: n dcs _ (o] 1 0 pppl4 5004 15 15 2_
16: n dcs _ c 1_0 pppl4 5005 16 16 3_
IP Routing
add ip-route next 5age 1 of 1
| P ROUTI NG
Rout e Nunber: 1
Desti nation Node: audix
Gat eway: pppl4d
C- LAN Board: 1a05
Metric: QO
Rout e Type: host
IP Routing
add ip-route next Page 1 of 1

I P ROUTI NG

Rout e Number: 2
Destinati on Node: ¢
Gat eway: pppl4
C- LAN Board: 1a05
Metric:
Rout e Type:
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Hunt Group
age 1 _
add hunt-group 99 Page 1 of 10
HUNT GROUP
Group Nunber: 99 ACD? n
Group Nane: Intuity 1 Queue? n
G oup Extension: 4111 Vector? n
Group Type: ucd-m a Cover age Path:
™: 1 Ni ght Service Destination:
COR 1 MM Early Answer? n
Security Code:
| SDN Cal | er Displ ay:
age 2 _
add hunt-group 1 Page 2 of 10
HUNT GROUP

Message Center: rem audi x
AUDI X Extension: 1111

Calling Party Nunmber to INTU TY AUDI X? n
LWC Reception: none
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Intuity Translations for DCS AUDIX

This screen is administered on Intuity, not on the DEFINITY ECS.

Swtch Interface Adm nistration

Switch Link Type: LAN Switch: _Definity
Ext ensi on Lengt h: Country: _United States
Host Switch Nunber:

Audi x Nunmber: 1

Switch | P Address/Host Nanme TCP Port Switch | P Address/Host Nane TCP Port

Nunber Nunber

1 192.168. 200. 11 5002 11 o o
2__ 192.168.200.11_ 5021 _ 2 e o
3 192.168. 200. 11 5031 13 S S
4 192.168. 200. 14 5041 14 o o
S__ s ..
10 20

CMS Administration

See CentreMuld Call Management System, Software Installation and Setup, 585-215-866 for administration
procedures for the CM S server.
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A Screens Reference

This appendix gives detailed field descriptions for a selection of DEFINITY administration
screens (forms). The screen descriptions are divided into two groups — a) Networking Screens,
which are needed for network administration and are used in other chapters of this document,
and b) Other Network-related Screens, which are related to network administration but not
referred to elsewhere in this document. Field descriptions for other DEFINITY screens can be
found in the Administrator’s Guide, 555-233-506.

Networking Screens

Node Names, page 245
IP Interfaces, page 247.
IP Routing, page 251
IP Media Parameters, page 255
Data Modules, page 256:
ethernet, page 262
PPp, page 263
proc-intf, page 266
X.25, page 269
pdm, page 272
Processor Channel Assignment, page 273
Circuit Packs, page 277
Signaling Group and Administered NCA TSC Assignment, page 280
ISDN TSC Gateway Channel Assignments, page 291

Note: All Trunk Group screens are described in DEFINITY ECSR8
Administrator’s Guide555-233-506.
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Other Network-Related DEFINITY Screens

Communication Interface Links, page 293

Data Modules: netcon, analog-dm, page 295

Extended Trunk Access (ETA) Call Screening, page 298

Extension Number Portability Numbering Plan, page 299

Hop Channel Assignments, page 300

Node Number Routing, page 302

Message Waiting Indication Subscriber Number Prefixes, page 303
Synchronization Plan, page 304

Uniform Dialing Plan, page 307
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Networking Screens

Node Names

In this context, anode is defined as any of the following — a C-LAN port, a bridge or router, a CMS ethernet
port, or an Intuity AUDIX, or other MSA (Message Server Adjunct) network interface card. The AUDIX and
MSA node name and IP address must be enterpdgal of the screen. The data for all other node types,
including CMS, must be entered pages 2—6

The Node Names form holds up to 8 Audix node names with up to 7 characters each, up to 7 MSA node hames
(up to 7 characters each) on page 1. It holds up to 160 non-specific node names (up to 15 characters each) for
DCS, CMS, or bridge/router nodes, on pages 2—6.

The node names and IP addresses in any network should be assigned in a logical and consistent manner frc
point of view of the whole network. These names and addresses should be assigned in the planning stages
network and should be available from the customer system administrator or from a Lucent representative.

NOTE:

Enter node names for Intuity AUDIX and MSA adjuncts
on page 1.

Enter node names for CMS, switches, and routers
starting on page 2.

page 1
page 1 of 6
NODE NAMES
Audi X Nane | P address MSA Nares | P Addr ess
1. audix . ._ ._ 1l pea __ e
2. - .
3. - P e
4. - T e
5. .. . 5 .
6. .. ... .. 6. e
7. N A .
8 _ e
Audix or MSA Name Identifies the name of the AUDIX or Message Server Adjunct (MSA) node.
Valid entries Usage
1-7 alphanumeric characters with ndJsed as a label for the associated IP
embedded spaces. address. The node names must be unique
Defaults: on each switch.
audi x, nsa (csi, si)
blank (r)
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A Screens Reference

IP Address The I P address associated with the node name. (Not needed for X.25 connections).
Pages 2 -6
Page 2 of 6
NODE NANMES

Nane | P Address Nane | P Address
1. Default _0._0 _0 _0. 17. L
2. P £ < B e e
3. e e Do e
4. 1 O B e
5. 1 e e
6. 22, e
7. e 28 e
8. . e e
9. - e 25. e
10 - - 26. e
11 P e e
12 e 28 e
13 e 29 e
14 e ... 30 e e
15 P J e
16 P e

Name The name of the adjunct or switch node. Valid entries are alpha-numeric and/or

special characters for identification. Default is blank.

Valid entries

‘ Usage

1-15aphanumeric characters)| Used asalabel for the associated | P address. The

with no embedded spaces.

node names must be unique on each switch.

IP Address The IP address for the node named in the previous field.

Valid entries

32-bit address expressed
indotted-decimal notation
— four decimal number
each in the range 1-25%
separated by a decimal
point.

Uy

Usage

A unique IP address is assigned to each port on the
C-LAN circuit pack that is used for a connection.

Each node name is associated with a unique IP
address except in the following circumstance: If the
network includes a gateway switch that connects to
non-IP nodes (via X.25 or ISDN), then switches on
the IP side of the gateway would list all nodes on the
non-IP side of the gateway with the (same) IP address
of the gateway; that is, several nodes could be listed
on the Node Names screen with the same IP address.

See Chapter 1 for more information about IP
addresses.
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IP Interfaces

Usethe IP Interfaces screen to define an interface to the LAN from either the C-LAN
or MedPro circuit packs. The physical interfaceisport 17 onthe C-LAN board and is
anetwork interface card on the MedPro. This screen specifies the | P address (viathe
Node Names screen), subnet mask, default gateway address, and the network region
for each IP interface on the local DEFINITY ECS.

Note: The C-LAN and MedPro circuit packs must be administered on the
Circuit Packs screen before they can be administered on this screen.

change ip-interfaces Page 1 of 2
IP Interfaces
Inter-region | P connectivity allowed? n

Enabl e Net

Eth Pt Type Sl ot Code Sfx Node Nane Subnet Mask Gat eway Addr Rgn
s C-LAN 01A10 TN799 B clan-al 255. 255. 255. 0 192.168.10 .100 1
s MEDPRO 01A13 TNB02 B ned-al 255. 255. 255. 0 192.168.10 .100 1
y  MEDPRO 01A16 TN802 B ned-a2 255.255.255.0 192.168.20 .100 1
\ C-LAN 01A09 TN799 B cl an-a2 255. 255. 255. 0 192. 168. 10 . 100 2
\ MEDPRO 01B13 TNB02 B ned- a3 255. 255. 255. 0 192. 168. 10 . 100 2
y G LAN 01A09 TN799 B cl an-b2 255.255.255.0 192.168.20 .100 2
n 255. 255. 255. 0
n 255. 255. 255. 0
n 255. 255. 255. 0

Inter-region IP Specifies whether or not | P endpoints registered in one region can use media

connectivity allowed?  processing resources (MedPro) in another region.

Valid Values ‘ Usage

y/n Enter y to allow IP endpoints (phones and trunks) to use
MedPro resources administered in regions that are different
from the endpoints’ regions.

The MedPro and C-LAN boards are assigned to the regions
specified in the Net Rgn field. Endpoints are assigned to the
same region as the C-LAN boards they use.

The DEFINITY system first allocates MedPro resources that
are assigned to the same regions as the endpoints. If demand
for MedPro resources exceeds supply within the local region,
available MedPro resources from other regions are used if this
field is set toy, or call blockage occurs if this field is seto
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Enable Eth Pt

A Screens Reference

Used to enable or disable the C-LAN or MedPro | P Ethernet port.

Valid Values | Usage

y/n The Ethernet port must be enablgliifefore it can be used. The
port must be disabled) before changes can be made to its
attributes on this screen.

If an enabled Ethernet port is changed to disabled, all signaling
and/or media connections will be removed and the associated
calls will be torn down.

The busy-out command applied to the circuit pack for the
interface overrules the Enable Eth Pt field.

Type Specifies the type of circuit pack for the IP network interface (C-LAN or MedPro).

Slot Specifies the location of the circuit pack for the IP network interface in the standard
CCcssformat (CC = cabinet number, ¢ = carrier letter, ss= dot number).

Code Display only. Specifies the board code of the circuit pack for the IP interface. This
field is automatically populated with TN799 for C-LAN or TN802 for MedPro.

Sfx Display only. Specifies board code suffix. Thisfield is automatically populated with
B for the TN802 and the TN799.

Node Name The unique node name for the IP interface. The node name must be on the Node
Names screen (pages 2—6 only; node names on page 1 of the Node Names screen
cannot be used in this field).

Administration for Network Connectivity
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Subnet Mask

A Screens Reference

The subnet mask determines which part of an IP address is the network identifier and

which part is the host identifier. The subnet mask is associated with the IP address

administered on the Node Names sci
Names field on this screen.

See Chapter 1 for more information

Valid Values

The valid values of the subnet
mask depend on the | P address
that the subnet mask is applied to
— in this case, the IP address
the Node Names screen that i
associated with the name ente
in the Node Name field.

In general, each octet value m
be one of the following numbe
255 or 0, corresponding to the
network and host portions of a|
IP address; or 192, 224, 240, 2
or 252, corresponding to using
3, 4, 5, or 6 bits from the host

for the subnet ID.

reen for the IP interface identified by the Node

on | P addresses and subnetting.

Usage

This field can be used to subdivide a network

into 2 or more subnetworks.

OnThe subnet mask consist of a string of n

|~ contiguous 1's followed by a string of 32—n

’regontiguous 0’s. When applied to a 32-bit IP
address, the subnet mask indicates that the first
n bits of the address form the network ID and

usthe next 32—n bits form the host ID portion of

s: the address.

n The following default values for the subnet
48mask are used for no subnetting:

2,Class A addresses: 255.0.0.0

D Class B addresses: 255.255.0.0

Class C addresses: 255.255.255.0

Gateway Address
IPinterface.

Valid Value

Usage

An IP address of a

Specifies the address of a network no

de that will serve as the default gateway for the

The default gateway enables communication with nodes

bridge or router on
the network that is
directly connected t
the IP interface.

The gateway addre

must be administerg
on the Node Namesg

screen.

on (sub)networks that are different from the (sub)network
of the IP interface. A default gateway makes use of
explicit IP routes unnecessary.

If left blank, this node (this IP interface) can communicate

5s with nodes on different (sub)networks only if explicit IP

2d routes (on the IP Routing screen) are defined —
communication with nodes on the same (sub)network is
not affected. With the Gateway Address left blank, you
can enable communications with individual nodes on
other (sub)networks by creating host IP routes to them. Or
you can enable communication with all nodes on a
different (sub)network by defining a network IP route to
that (sub)network. You can define a combination of
network and host IP routes to enable communications to
all nodes on some (sub)networks and individual nodes on
other (sub)networks.
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Net Rgn Specifies the network region assigned to the I P interface.
Valid Values Usage
1-10 The Region field on the I P Interfaces screen

allows you to set up segregated groups of
MedPro resources. This feature can be used in
avariety of ways. For example, you could use
regionsto allocate specific MedPro boards to
H.323 trunks and othersto stations; or you
could use regions to avoid traffic over low
bandwidth or high-latency network links.

Defaultis 1.
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IP Routing

A Screens Reference

add ip-route 3

Rout e Nunber:
Desti nati on Node:
Gat eway:

C- LAN Board:
Metric:

Rout e Type:

Page 1 of 1
I P ROUTI NG

General Description

I P routes are needed when switches are connected in an IP network and default
gateways are not assigned and you want network nodes on different (sub)networksto
communicate.

There are two type of IP routes hest andnetwork. The following table summarizes
when you would use each type:

Connection When to Define IP Routes:
Type

Host IP Routes

Define a host 1P route when endpoints are on different subnets
and no default gateway is defined for the local node.

Ethernet Network IP Routes

Define network | P routes when you want hosts on the local
subnet to communi cate with hosts on some remote subnets but
not others.

PPP Define ahost | P route when there are one or more intermediate
nodes between endpoints.

Network I P routes are not used with ppp connections.

In a LAN environment, if network security is a concern, not assigning default
gateways limits internode access to paths that are explicitly administered.

Note: 1. If you set up an IP route from a node that is connected via a ppp link to
the node you are using for the Gateway, you ritsttenable the link on
the ppp data module.

Note: 2. If an entry in the Destination Node or Gateway field is rejected, check
that the name has been entered on the Node Names screen. In particular,
check that names are entered on the correct page of the Node Names
screen — page 1 for AUDIX and MSpages 2—6 for a CMS seryex
node in a switch, and router nodes.
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Route Number A number that identifies this | P route.
Valid Value ‘ Usage
1-400 Command-line entry. Enter a specific numben dor the

next available number.

Destination Node The node name of the final destination for this connection.

Valid Value ‘ Usage

A name previously This is the final destination of the IP route for this
entered on the Node connection.
Names screen.

Gateway The node name of the first intermediate node.
Valid Value Usage

A name previously If there are no intermediate nodes between the local and
entered on the Node remote C-LAN ports for this connection, the Gateway is the
Names screen and islocal C-LAN port. If there are one or more intermediate
either a port on the nodes, the first intermediate node is the Gateway.

C-LAN board or
identified as a
Destination Node
on another IP rout

For example, consider a connection between two switches
(two C-LAN ports) that goes through a WAN with multiple
routers. Each router is an intermediate node but the first
router is the Gateway for the IP route between the C-LAN
ports. This router is defined &isst by setting up another IP
route between the local C-LAN port and the router. In this
IP route, the local C-LAN port is the Gateway and the
router is the Destination.

D

C-LAN Board The slot location of the local C-LAN board.
Valid Value Usage
A slot location Enter MMCSS, where MM is a 2-digit machine number, C
occupied by a is the carrier letter, and SS is a 2-digit slot number.
C-LAN board.
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Metric The metric value indicates the desirability of the IP route in terms of the efficiency of
the data transmission between two nodes.

Valid Values| Usage

0or1l A metric value ofl is used only on a switch that has more than
one C-LAN board installed.

You can always enter eith@ror 1 in the Metric field but the
choice should be guided by the information below.

If there are two routes to the same destination, one with metric 0 and one with metric
1, the switch software will choose the route with metric O because it is (if properly
administered) the more efficient route of the two. On the other hand, if both routes are
administered with metric 0, the switch will choose whichever it seesfirst, not
necessarily the most efficient one.

By entering 1 in the Metric field, you are telling the switch, “this is a complex route;
if you know of a simpler route (metr@) to this destination, use that instead.” In other
words, metricl diverts usage of the route to a meBiceute, if available.

The following diagram illustrates the use of the Metric field. Switches A and C are
connected via switch B over two LANs. Switch B has two C-LAN boards, which are
connected via a ppp link. The network nodes are numbered 1 through 6.

2IC-LANL
) : LA

/
ethernet PPp
4 B “ethernet

1 C-LAN2 5 6
C-LANa Switch B C-LANC

Switch A Switch C

The following IP routes are required for communications between switches A and C

Administered Destination Gateway
Route on Board Loc. _Node Node Metric
1 Switch A C-LANa 6 2 0
2 Switch B C-LAN1 6 4 1
3 Switch B C-LAN2 1 3 1
4 Switch C C-LANc 1 5 0
Implied  SwitchB C-LAN2 6 5 0

The implied route from C-LANZ2 to node 6 via node 5 is not administered on the IP
Routing screen but is a built-in part of the C-LAN firmware and the automatic subne
routing feature. (We are assuming that automatic subnet routing is enabled for node
on the Data Module screen.) Therefore, on Switch B there are two routes to
destination 6 — route 2 and the implied route.
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Route Type

A Screens Reference

A message originating on Switch B destined for node 6 can use either route 2 or the
implied route. The switch will choose the implied route because it has metric O while
route 2 has metric 1. By using the implied route, the message goes directly from the
sourceto C-LAN2, without passing through C-LANL. If route 2 had been
administered with metric 0, the switch may have used route 2, which goes through
C-LAN1to C-LAN2. In this case, if traffic volume were high, the PPP connection
between C-LAN1 and C-LAN2 could be unnecessarily overloaded. Of course, any
destination-6 message already being handled by C-LAN1, such as a message from
Switch A, would have to use route 2.

The same description appliesto route 3 and destination 1. Thereis an implied
metric-0 route with destination 1 and gateway 2.

The Route Type is adisplay-only field that appears on the screen when the change,
display, and list commands are used; it does not appear for the add command. It
specifies whether this is a network or host route.

A network route enables communications between the node specified in the C-LAN
Board field and all nodes on the (sub)network specified in the Destination Nodefield.
A host route enables communi cations between the node specified in the C-LAN
Board field and the single node specified in the Destination Node field.

For anetwork route, the node name in the Destination Node field must be
administered on the Node Names screen where it is associated with a (sub)network
address, not a specific node address. For example, 192.168.1.0 is the network address
for the 192.168.1 network.

Theidentification of an address as a network address or a host address depends on
how the network is subnetted, which is specified by the Subnet Mask field on the IP
Interfaces screen.

Valid Value ‘ Usage
network or host ‘ Display only.

254
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IP Media Parameters

This screen specifies the types of codecs available on the IP Interface board
(TN802B). The codecs encode and compand the anal og voice data for transmission
over the IP facilities. The order in which the codecs are listed is the preferred order of
use by the switch.

Note: The codec ordering must be the same on DEFINITY switches at both
ends of an H.323 trunk connection. The set of codecs listed need not be
the same, but the order of the listed codecs must be the same.

change i p- paraneters Page 1 of 1
I P Medi a Paranet ers
Audi o Codec
Preferences
1: G 711WMJ
2: G 723-6.3K
31 G 729A
4.
UDP Port Range
M n: 2048
Max: 65535 n
Audio Codec Enter the codec types in the order of preference of use..
Preferences
Valid Value Usage
G 711A, Enter up to four codec typesin the order of preference of
Gr1imJ, use. See |P Parameters (page 34) for a description of the
Gr23- 6. 3K, differences between codec types.
G723- 5. 8K,
Gr729A
UDP Port Ranges Enter a minimum and maximum port humber.
Valid Value ‘ Usage
1-65535 Enter a minimum and maximum port number to specify a
Min < Max block of port numbers to be used for audio connections.
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Data Module Screens

The Data Module screen must be administered at both ends of a DCS connection, except for ISDN connections.

There are two types of data modules used with TCP/IP connectiqgmp -andethernet. There are two types of
data modules used with BX.25 connections —piioe-intf data module is used for the csi and si models, and the
x.25 data module is used with the r model. Pden data module is needed when the r model is connected to an s
model via x.25.

The fields that are common to two or more of the data module types are described first, followed by the scre
pictures and descriptions of the fields that are unique for a given data module type.

Common Data Module Fields

The following fields are common to two or more of data module types.

Data Extension Extension number for this data module.
Valid Entries Data Module| Usage
Types
A 1- to 5-digit ppp The data extension is entered on the
number consisteny ethernet command line. Ihext is entered on the
with the Dial Plan | procr-intf command instead of an extension
X.25 number, the system assigns the next
pdm available extension number.
Type The data module type, which determines the connection type.
Valid Entries Data Usage
Module
Types
For TCP/IP connections: ppp Enter the data module type that
ppp and et hernet. ethernet | is appropriate type for the
For X.25 connections: procr-intf | connection type and switch
: . | x.25 model.
proc-intf (forthe csiand si odm

models) For an r-model connected to an
X. 25 andpdm (for the r-model), si-model via X.25, @¢dm data
module needs to be
administered in addition to the
X. 25 data module.
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Port Seven characters to specify the port location for this data module in the format
NNCSSPP.
Valid Entries Data Module| Usage
Types
NN = cabinet number: ppp You can enter x in the Port field
. 01— 44 (r model) ethernet to indicate that there is no
_ X.25 hardware associated with the port
+ 01 -03 (si model) pdm assignment (Administration
. 01 (cs mode) Without Hardware).
C = carrier position: a — €
SS = slot number: 00 — 20
PP = port number: 01 — 16
Link The communication interface link number associated to this data module.
Valid Entries Data Module| Usage
Types
 1-33 rmoded ppp Indicates the interface link number that
. 1-25 § modd ethernet connects to another nodein aDCS
procr-intf network, a Message Server, CMS, SDN
« 1-25 csimodel | x.25 Gateway, or AUDIX.
Name Descriptive label for the data module.
Valid Entries | Data Module| Usage
Types
0-27 pPp Thisfield isnot used by the system software.
alphanumeric ethernet Enter a descriptive name for ease in
characters. procr-intf identifying the data module. The contents of
Default is X.25 thisfield are displayed when the list data
blank. pdm module command is used.
COS Class of service. COS specifies a group of feature-access permissions of a group of
telephones.
Valid Data Module| Usage
Entries Types
0-15 ppp The value for thisfields will be specified by the
Defaultis 1 procr-intf system administrator.
pdm
Administration for Network Connectivity
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COR Class of restriction. COR identifies caller and called-party privileges for telephones,
telephone groups, data modules, and trunk groups.
Valid Data Module| Usage
Entries Types
0-95 ppp The values for these fields will be specified by
Default is 1 procr-intf the system administrator.
Xdzri Administer the COR so that account codes are
P not required. Forced entry of account codesis
turned off for wideband endpoints.
TN Tenant partition number. Enables asingle DEFINITY ECS to appear to users as
several small independent switches.
Valid Data Usage
Entries Module
Types
1-20 (csi,| ppp Partitioning could be useful when 2 or more user
s) procr-intf | groups (tenants) have different switch-usage patterns.
1-100 () X.25 For R6 and later configurations, all MASI trunks are
pdm associated with Tenant 1
Defaultis 1 '
BCC Bearer capability class. Thisfield is not administrable on the data module screens.
BCC isused with ISDN connections to identify the types of traffic that can be
supported by a given trunk.

Valid Data Module| Usage
Values | Types

0-4 ppp For non-ISDN connections, leave the default (2).
ethernet For ISDN connections,
pdm

0=Voiceonly. Usefor H.323 trunks.

1 = Mode 1 data — allows restricted
circuit-switched data on a B-channel; 56Kbps

2 = Mode 2 data — 64 Kbps data packaged in an
inverted HDLC protocol and limited to user data
rates between 300bps and 19.2Kbps.

3 = Mode 3 data — when circuit switched, 64Kbps
digital data packaged in LAPD protocol.

4 = Mode 0 data — a data bearer capability that
allows full 64Kbps unrestricted circuit switched data
on a B-channel. Also referred to@sar channel.
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Node Name The node name for the interface (C-LAN port) defined by this data module.
Valid Entries Data Usage
Module
Types

A name administered on the Node
Names Screen.

For a ppp datamodule, AUDIX
and MSA names listed on page 1
of the Node Names screen are not
allowed in this field — only
names listed on pages 2—6 of t
Node Names screen are valid.

ppPp

This name is associated with
an IP address of the port on the
Node Names screen.

Destination Number Thisfield specifies the destination of the link.

Valid Data Usage
Entries Module
Types

Extension procr-intff  Used to enable access to the correct trunk group at the
number or | Xx.25 far end of the connection. This is typically the trunk
TAC + access code (TAC) plus the extension of data module
extension on the far end. If you use just the extension, then you
number or must administer UDP and AAR route patterns to
ei aor access the correct trunk group.
ext er nal .

If a trunk access code (TAC) is used, prepend the TAC
Leave blank to the extension.
if Establish

Connection[?

Enterei a (simplex system only) for ...

is set ton. The Link field must be set tb for ei a.

For the x.25 data module, to connect the Adjunct via
the cable on the back of the PGATE circuit pack, enter
external. If a value other thaexternal is used, the
associated X.25 data module must have a baud rate of
switched.

This field can be left blank assuming the other side
will call it; however, it is preferable to put in the actual
digits of the other side and set the Establish
Connection field to n. This enables you to identify
which X.25 data module on the remote switch is
expected to call this data module.

Used to enable access to the correct trunk group at the far end of the connection. This
istypically the trunk access code (TAC) plus the extension of data module on the far
end. If you use just the extension, then you must administer UDP and AAR route

patterns to access the correct trunk group.
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Establish Connection?  Specifies whether this switch will be responsible for the call setup for this

connection.

Valid Data Usage

Entries| Module
Types

y/'n procr-intf | Entery if the System isresponsible for any part of the call
X.25 setup for the link defined by this data module.

Default

isn. If the physical link is through a pair of MPDMSs or

MTDMs, then each switch terminating the link must set
up a connection between its Processor Interface Data
Module and MPDM/MTDM.

Enter the opposite value when administering the data
module for switch at the other end of the connection.

If thelink isto be used for ISDN signaling, entery.

Connected Data Module Thisin aninformation-only field. Thisfield displays when the Destination Number
field is other than eia.

Valid Entries Data Module| Usage
Types
no entries — information | procr-intf
only X.25
Connected To Specifies whether the connected device is dte or isn.
Valid entries Data Module| Usage
Types
dte, isn pdm Displays only when Type im and the
Destination Number is set &ha. Enterdte if
the data module is connected to Data
Terminal Equipment (DTE) or entesn if
connected to an Information Systems
Network (ISN).
ITC Information Transfer Capability. Thisfield is used to determine the type of

transmission facilities to be used for ISDN calls originating from this endpoint.
Displays when Communication Type is 56k-data, 64k-data, or Wideband.

Enter restricted (default) or unrestricted to indicate the type of transmission
facilitiesto be used for ISDN calls originated from this endpoint. The field does not
display for voice-only or BRI stations.

When adding an access endpoint with the ITC administered as unrestricted, its
associated port must be a channel of a DS circuit pack with zero code suppression
administered as b8zs. If the port is not a channel of a DSL1 circuit pack with its zero
code suppression administered as b8zs, the end validation fails and the form
submission is rejected.
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When adding an access endpoint with the I TC administered as restricted, its
associated port can be achannel from aDS1 circuit pack with Zero Code Suppression
administered as zcs or b8zs.

For an existing access endpoint, I TC can only be changed from restricted to
unrestricted if its associated port is achannel of aDS1 circuit pack with its Zero Code
Suppression field administered as b8zs. If the port is on a channel of aDS1 circuit
pack with its Zero Code Suppression administered as zcs or b8zs, the end validation
fails and the form submission is rejected. Without this end validation, a user could
administer an access endpoint as unrestricted when in fact it isrestricted, that isits
associated port is amember of a DS circuit pack that uses ZCS data transmission.

Valid Entries

restricted
unrestricted

Data Usage

Module

Types

procr-intf | Userestricted except for wideband endpoints.

Egtn(:on For unrestricted, only unrestricted
transmission facilities (b8zs and hdb3) will be

analog-dm

used to complete the call. An unrestricted

facility is atransmission facility that does not
enforce 1's density digital transmission (that is,
digital information is sent exactly as is).

Forrestricted, either restricted (ami-zcs or
ami-basic) or unrestricted transmission facilities
is used to complete the call. A restricted facility
is a transmission facility that enforces 1's
density digital transmission (that is, a sequence
of eight digital zeros is converted to a sequence
of seven zeros and a digital one) via zcs coding
on DS1 circuit pack.

DTE/DCE

Designates the interface defined by this data modul e as data terminal equipment or

data communi cations equi pment.

Valid Entries

dt e/ dce ‘

Data Module| Usage

Types

procr-intf The DTE/DCE assignments must be

X.25 opposites on the two ends of the connection.

Remote Loop-Around

Activates/deactivates remote loop-around testing.

Test?
Valid Entries | Data Module| Usage
Types
y/'n procr-intf Set ton unless testing.
pdm
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Data Module — Type ethernet

Use the ethernet data modul e type to define an interface between port 17 on the
C-LAN board and the LAN. This data modul e associates alink number and extension
number with the C-LAN port address.

add dat a- nodul e next
Page 1 of X
DATA MODULE
Dat a Extension: 2377 Name: ethernet on link 2
Type: ethernet
Port: 01c0817
Li nk: 2
Network uses 1's for broadcast addresses? y _
Common Fields See Common Data Module Fields (256) for descriptions of fields on this screen that
are not listed below.
Network uses 1's for This field allows you to specify whether the DEFINITY system is to use all 1's or all
broadcast addresses? (s in the host ID to form broadcast addresses sent on the network by this C-LAN
board.
Valid Usage
Entries
y/n Leave the default (y) if the private network contains only
. DEFINITY switches and adjuncts. Set to n only if the network
default isy

includes non-DEFINITY switches that use the 0's method of
forming broadcast addresses, as described below.

broadcast addresses using 0's instead of 1's in the host portion.

such only if the message address is formed using the 0’s method.
For a broadcast messageeived, the C-LAN board recognizes
the message. For a broadcast messagethe C-LAN board uses

the 1's method if this field is set yoand uses the 0's method if this
field is set ton.

uses the 0's method, then every DEFINITY switch in the network

field ton.
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Data Module — Type ppp

Use the ppp data module for direct point to point TCP/IP connections between DCS
nodes. This data module associates a link number and destination node with the port
address and node name for the local node.

Thefields on this form can be changed only when the corresponding port on the
C-LAN circuit pack has been busied-out.

add dat a- nodul e next

Page 1 of x
DATA MODULE
Dat a Ext ensi on: Name: BCC. 2
Type: ppp cos: 1
Port: COR 1
Link: __ ™: 1
Enabl e Li nk? n
Node Nane:
Subnet Mask: 255.255.255.0
Est abl i sh Connecti on:
DESTI NATI ON
Digits:
Node Nane:
CHAP? y
Chap Secret:
Common Fields See Common Data Module Fields (256) for descriptions of fields on this screen that
are not listed below.
Subnet Mask The subnet mask is used to specify the network and host portions of the |P address for

the C-LAN port that isidentified in the Port field. The IP address is administered on
the Node Names screen and is associated with the port location via the node name,
which isa common field on the Node Names and ppp Data Modul e screens.

When anew ppp Data Moduleis created, the system popul ates the Subnet Mask field
with one of three default subnet masks, depending on the node name you enter in the
Node Namesfield. If the node name is associated with a Class C address on the Node
Names screen, the Subnet Mask field is populated with the default Class C subnet
mask, 255.255.255.0. Similarly, if the node name is associated with a Class A or
Class B address on the Node Names screen, Class A (255.0.0.0) or Class B
(255.255.0.0) default subnet masks automatically popul ate the Subnet Mask field.

The default subnet masks correspond to no subnetting. If you want to create
subnetworks, you have the option to override the default subnet mask by entering a
different subnet mask in the Subnet Mask field. If you enter asubnet mask, the system
checksit for validity. For Class C addresses, there are 5 valid subnet masks. For Class
B addresses there are 13 valid masks and for Class A addresses there are 21 valid
masks.
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Valid Value

The default subnet mask is one of three
val ues depending on the class of the IP
address of the local C-LAN port:

+ ClassA: 255.0.0.0
» ClassB: 255.255.0.0
« ClassC: 255.255.255.0

A Screens Reference

Usage

Enter ava ue for the subnet mask to
specify the subnet group to which the IP
address of this node belongs.

The valid subnets for each Class of address are:

Class A Class B: Class C

(default 255.0.0.0) (default 255.255.0.0) (default 255.255.255.0)
255.192.0.0 255.255.192.0 255. 255. 255. 192
255.224.0.0 255. 255.224.0 255. 255. 255. 224
255.240.0.0 255. 255. 240.0 255. 255. 255. 240
255.248.0.0 255. 255.248.0 255. 255. 255. 248
255.252.0.0 255. 255. 252.0 255. 255. 255. 252
255.254.0.0 255.255.254.0

255.255.0.0 255. 255. 255.0

255.255.128.0 255. 255. 255. 128

255.255.192.0 255. 255. 255. 192

255. 255.224.0 255. 255. 255. 224

255. 255. 240.0 255. 255. 255. 240

255. 255.248.0 255. 255. 255. 248

255. 255.252.0 255. 255. 255. 252

255. 255.254.0

255. 255.255.0

255. 255. 255. 128
255. 255. 255. 192
255. 255. 255. 224
255. 255. 255. 240
255. 255. 255. 248
255. 255. 255. 252

Notice that all 5 valid Class C subnet masks

can also be valid Class B or Class A

subnet masks, and all 13 valid Class B subnet masks can also be valid Class A subnet

masks.
For example, 255. 255. 255. 224 isavali

d subnet mask for all three address

classes. It allows 6 (23-2) subnetworks for Class C addresses, 2046 (211-2)
subnetworks for Class B addresses and 524,286 (219—2)subnetworksfor Class A
addresses. Each of these subnetworks can have 30 (2°-2) hosts.
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Destination Digits Used to enable access to the correct trunk group at the far end of the connection. This
istypically the trunk access code (TAC) plus the extension of data module on the far
end. If you use just the extension, then you must administer UDP and AAR route
patterns to access the correct trunk group.

Valid Value ‘ Usage

Theextensionor TAC | If atrunk access code (TAC) is used, prepend the TAC
+ extension of the to the extension.

destination data

If theEst abl i sh Connecti on fieldisn, thisfield

module. should be left blank.

Destination Node Name Name of the node at the far end of this connection.

Valid Value ‘ Usage

A name administered on
the Node Names Screen.

Chap? Challenge Handshake Authentication Protocoal.

Valid Value Usage

y/'n | dentifies whether the Challenge Handshake Authentication
Protocol is used over thislink. If you enter y, the system
will prompt for a CHAP secret (password).

Chap Secret Password for the Challenge Handshake A uthentication Protocol.
Valid Value Usage
1-30 alphanumeric This field displays only if th€HAP field isy. This field
characters, but displays the data being entered or changed. It displays an

cannot begin with | asterisk (*) when the form is brought up initially if the field
the “at” sign (@). | already contains some data.

Default is blank. This field displays the actual contents rather than asterisks if
the form is brought up by the init login.
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Data Module — Type procr-intf (used for BX.25 connections with the si model)

Use the procr-intf data module type to define an interface between the Processor
Interface circuit pack and the DS1 facilities carrying the X.25 data for the connection
to far end switch. This data modul e associates a link number with a physical channel
number and extension number for the Pl port used for the connection.

This form applies when the Destination Number field is not set to eia.

add dat a- nodul e next Page 1 of 1
DATA MODULE
Dat a Extension: 3456 Nane:

Type: procr-intf COS: 1 Mai nt enance Extension:

Physi cal Channel: _ COR 1 Destination Nunmber:

lIT¢ ™: 1 Est abl i sh Connection? n
Li nk: DTE/ DCE: DTE Connected Data Module:
Enabl e Link: n

ABBREVI ATED DI ALI NG
Li st1:

SPECI AL DI ALI NG OPTI ON:  hot-1i ne
HOT LI NE DESTI NATI ON
Abbrevi ated Dialing D al Code (From above |ist):

ASSI GNED MEMBER (Station with a data extension button for this data nodul e)

Ext Nane
1.
This form applies when the Destination Number field is set to ei a (and Link = 1).
add dat a- nodul e next Page 1 of 1
DATA MODULE
Dat a Extension: 3456 Nane:

Type: procr-intf COS: 1 Mai nt enance Extension:

Physi cal Channel: _ COR 1 Desti nati on Nunber: eia__
IT¢ ™: 1 Est abl i sh Connection? n
Link: 1 DTE/ DCE: DTE Connected To:
Enabl e Link: n C ocki ng: _

ABBREVI ATED DI ALI NG
Listl:

SPECI AL DI ALI NG CPTI ON:

HOT LI NE DESTI NATI ON
Abbrevi ated Dialing D al Code (From above |ist):

ASSI GNED MEMBER (Station with a data extension button for this data nodul e)

Ext Nane
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Common Fields See Common Data Module Fields (256) for descriptions of fields on this screen that
are not listed below.

Physical Channel A number used by the switch software to identify the physical channel.

Valid Value ‘ Usage

A 2-digit A multi-carrier cabinet system supports the use of two
number equal to| Processor Interface circuit packs, the first circuit pack
thelink number | (mounted in Control Carrier A) supports physical channels or
entered on this links 01 through 04; the second (mounted in Control Carrier
screen. A) supports physical channels or links 05 through 08. A
single-carrier cabinet system supports one Processor Interface
circuit pack and physical channels or links 01 through 04 only.

Maintenance Extension The extension used to perform maintenance functions on the standby physical
channel in aduplicated system. Thisis the extension specified on the dial plan. The
standby remote loop around tests fail if thisfield is not administered.

Abbreviated Dialing Specifies the type of abbreviated dialing list.

List1
Valid Value ‘ Usage
s (system) If g or p isentered, agroup humber or personal list number
g (group) also isrequired. Entry inthis field supports Data Hot Line.
p (personal) Thisfield can be left blank.
e (enhanced)
blank

Note: See Administrator’s Guide555-233-502, for detailed information on
abbreviated dialing.

Special Dialing Option  ldentifies the type of dialing when this data module originates calls.

Valid Value ‘ Usage

hot-line, default, or| Leave blank for regular (normal) keyboard dialing.
blank.
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Assigned Member Ext  Display only. Extension and name of a previously administered user who has an
and Name associated Data Extension button and who will share the use of the module.

Clocking Displays only when the Destination Number field is set to eia (and Link = 1). This
field sets the clocking for the physical layer of the protocoal.

Valid Value Usage

internal, external Entering inter nal specifiesthat the clocking is provided by
the eiaport, and exter nal (default) specifiesthat clockingis
provided by the other end of the link. One end of the link
should be set to internal and the other end should be set to
external.

Administration for Network Connectivity
268 CID: 77730 555-233-504 — Issue 1 — April 2000



Networking Screens A Screens Reference

Data Module - type X.25 (used for BX.25 connections with ther model)
Thisform applies only to the r model.

Page 1 of 2
DATA MODULE
Data Extension: _ Nane:
Type: x.25 Renot e Loop- Around Test? n
Port: COR 1 Destination Nunber:
Baud Rate: ™: 1 Est abl i sh Connection? n
Endpoi nt Type: Connected Data Mdule:
Link: 1 DTE/ DCE: Error Loggi ng? _
Enabl e Li nk? n
Permanent Virtual Circuit? _ Hi ghest PVC Logi cal Channel :
Switched Virtual Circuit? _
Common Fields See Common Data Module Fields (256) for descriptions of fields on this screen that

are not listed below.

Baud Rate Specifies the data transmission rate for this connection.

Valid entries Usage

9600, 19200, switched Set to 9600 for DCS connections to the st model, or to
an r model with an external 9600 baud data line.

Set to swi t ched for r-to-r connections with
common-channel signaling on DS1 trunks.

Set to 9600 for connections to Intuity.

Set to either 9600 or 19200 for CM S, depending on
the physical connectivity.

Endpoint Type Must be assigned as adjunct. An endpoint typeis atype of packet switched data
endpoint that uses X.25 call control procedures. The X.25 Endpoint connects to
external ports on the PGATE board and to the TDM bus viaa DS trunk. Ports
connected to the adjunct endpoint can be either DTEs or DCEs.

Valid entries ‘ Usage
adj unct ‘ Set to adj unct for DCS, CMS, or Intuity AUDIX.
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Error Logging? Used to record X.25 protocol errorsin the hardware error log.

Valid Value ‘ Usage

y/'n ‘ Set to n for normal operations. Set toy for testing.
Permanent Virtual Indicates that the logical channelsfor PV C are allowed for this port; defaultisy
Circuit? (cannot be changed).

Valid Value ‘ Usage

y/'n

Defaultisy.
Switched Virtual Indicates that the Switched Virtual Circuit is not allowed for this port; default isn
Circuit? (cannot be changed).

Valid Value ‘ Usage

y/'n

Defaultisn.
Highest PVC Logical Indicates that 1 to 64 Logical Channels are allowed on this port.
channel Valid Value Usage

1- 64 Leave at 64 for normal operations.

defaultis64

Data Module - type x.25 (Page 2)

Page 2 of 2
DATA MODULE
LAYER 2 PARAMETERS
Nurmber of CQutstanding Franes (w): 4
Retry Attenpt Counter (N2): 2
Frane Size (N1): 135
Retransm ssion (T1) Tiner (1/10 seconds): 10
Idle (T4) Timer (1/10 seconds): 30
LAYER 3 PARAMETERS
Number of CQutstandi ng Packets: 2
Restart (T20) Tinmer (seconds): 8
Reset (T22) Tiner (seconds): 10

Number of Outstanding Specifieslayer 2 window size (1-7frames). If the valueis 2, up to 2 frames can be
Frames (w) sent without confirmation. Default is 4.
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Retry Attempt
Counter (N2)

Frame Size (N1)

Retransmission (T1)
Timer (1/10 seconds)

Idle (T4) Timer (1/10
seconds)

Number of Outstanding
Packets

Restart (T20) Timer
(seconds)

Reset (T22) Timer
(seconds)

A Screens Reference

Specifies the number of times (0—7) to send one frame when this frame is not
confirmed for a period of time. Default is 2.

Specifies the number of bytes (135-263 in aframe. Default is 135. If thevalue is
135, there can be up to 1080 bits within aframe. Thisvalueis suitable for al adjuncts
and for DCS.

The T1 timer is started at the beginning or the end of the transmission of aframe. At
the end of thistimer (0—250, retransmission of aframe isinitiated according to the
procedures for link set-up and disconnection or information transfer. Default is 10.

The T4 timer is a system parameter that represents the time a DTE allows without
frames being exchanged on the data link (0-25Q. Default is 30.

Specifies the number of packets (2—7) that can be sent without confirmation. Default
is2.

The T20 timer isa DTE time-limit (0-50Q started when DTE issues arestart
indication and terminated when the restart request isreceived or confirmed. Default is
8.

TheT22timer isaDTE time-limit (0-50Q started when DTE issuesareset indication
and terminated when the reset request is received or confirmed. Default is 10.
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Data Module - type pdm (used for BX.25 connections with ther model)

Thisform applies only to the r model.

Thisform assigns a Modular Processor Data Module (MPDM) data module (700D,
7400B, 7400D or 8400B). The MPDM is an external hardware device that provides a
Data Communications Equipment (DCE) interface for connection to equipment such
asdataterminals, CDR output devices, on-premises administration terminal, Message
Server, Property Management System (PMS), AUDIX, and host computers. It also
provides a Digital Communications Protocol (DCP) interface to the digital switch.

Use the tdm data module type to assign an MTDM, which provides an EIA Data
Terminal Equipment (DTE) interface for connection to off-premises private line trunk
facilities or a switched telecommunications network and a DCP interface for
connection to the digital switch.

Page 1 of 1
DATA MODULE
Dat a Extension: 30 Nanme: 27 BCC.
Type: pdm___ COs: 1 Renot e Loop- Around Test? n
Port: COR 1 Secondary data nodul e? n
ITC. restricted TN 1 Connected to: dte

ABBREVI ATED DI ALI NG
Listl:

SPECI AL DI ALI NG CPTI ON:

ASSI GNED MEMBER (Station with a data extension button for this data nodul e)

Ext Nanme
1: 1002 27 character station name
Common Fields See Common Data Module Fields (256) for descriptions of fields on this screen that

are not listed below.

Secondary data module Specifies whether this PDM isthe primary or secondary data module.
Valid Value Usage

y/'n Enter y if this PDM isthe secondary data module used for
Dual I-channel AUDIX networking. Enter n if thisisthe
primary PDM, or if this data moduleis not used for AUDIX
networking. The primary data module must be administered
before the secondary data module may be added. If Port is
X, thisfield must be set to n.
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Communication-Interface Processor Channel

PROCESSOR CHANNEL ASSI GNVENT

Proc G wy Interface Desti nati on Sessi on Mach
Chan Enable Appl. To Mde Link/Chan Node Port Local/Renpte |ID

[eNeloNooNolololoNoNololololeNe)

Proc Chan Displaysthe BX.25 vi

rtual channel number or the TCP/IP listen port channel to carry

this processor (virtual) channel.

Valid entries

1- 128 (csi model)
1- 256 (si model)
1- 384 (r model)

’ Usage

Enter information about the processor channel in the row
corresponding to the processor channel number you want
to use. Any Processor Channel number can be used in the
range appropriate for the switch model.

For connectionsto adjuncts, processor channel numbers 1,
2, 3, etc. are typically used. For connections between
switches, it may be convenient to use processor channel
numbers that are indicative of the endpoints of the
connection. For example, processor channel 13 for a
connection between switch 1 and switch 3.

Enable Typey to enable aprocessor channel. Type n (default) to disable a processor channel.

Valid entries

y/'n

Usage

Enter y when assigning the processor channel. This field must
be set to n before you can change any of the processor channel
parameters.
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Appl. I dentifies the switch application used on thislink.
Valid entries Usage
audix, dcs, fp-mwi, gateway, The gateway application is used for conversion
gtwy-tcp, mis, msaamwil, between ISDN and either TCP/IP or BX.25.
msaclk, msahlwc, msallwc, The gtwy-tcp application is used for

msamcs, gsig-mwi, and blank conversion between BX.25 and TCP/IP.

These application types are used on the
gateway switch only.

Gtwy To Used for gt wy- t cp applications only. Identifies the processor channel that this
processor channel is serving as a gateway to.

Valid entries ‘ Usage

1- 128 (csi model) Two processor channels on the gateway switch are needed
1- 256 (si model) to set up agtwy-tcp gateway, which converts between

1- 384 (r model) X.25 and TCP/IP protocols. For each of the two gtwy-tcp
processor channels, the Gtwy To field points to the other
gtwy-tcp processor channel.

For example, if processor channels5 and 17 are used for a
otwy-tcp gateway, Gtwy To for processor channel 5
would be set to 17 and Gtwy To for processor channel 17
would be set to 5.

Mode Identifies whether the |P session is passive (client) or active (server).
Valid Usage
entries

c (client) | Thisfield must be blank if the type of interface link is x.25 (r model)
s (server) | or procr-intf (st model). Thisfield cannot be blank if the type of
blank interface link is ethernet or ppp.

Set the Modeto s for ppp or ethernet connectionsto CMS. Set
opposite values (c<-->s) on the endpoints for ppp or ethernet
connections between switches or between a switch and Intuity
AUDIX.
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link carrying this processor (virtual) channel.

Usage

For the csi model, al links (up to 25) must be used for tcp/ip
connections.

For the s model, links numbered 1 through (4 times the number
of Pl circuit packs) can be either x.25 or tcp/ip. Therest of the
links (up to 25) must be tcp/ip.

For the r model, links numbered 1 through (4 times the number
of PGATE circuit packs) can be either x.25 or tcp/ip. The rest
of the links (up to 33) must be tcp/ip.

Interface Link Identifies the physical
Valid entries ‘
1- 25 (csi, §i)
1-33 ()

Interface Chan Identifiesthe BX.25v

irtual channel number or the TCP/IP listen port channel to carry

this processor (virtual) channel.

Valid entries
1- 64 (x.25)

0, 5000- 64500
(ethernet or ppp)

‘ Usage

The channel number 0 means any available port can be used
(which will be automatically selected by the system).

For TCP/IP connections, the following values are
recommended:

+ 5001 CMS(Appl.=m s)

« 5002 Intuity AUDIX (Appl. = audi x)

« 5003 DCS (Appl. = dcs, not agateway)

These three values should be reused for multiple

instances of these applications; for example, if there are
two Intuity AUDIX’s, use 5002 for both; or if there are
four DEFINITY ECS'’s, use 5003 for all four. The
combination of Link, Interface Channel, and Mach ID
must be unique.

e 6000+ (Appl. =gt wy-t cp)

The Interface Channel number must be unique for the
gt wy-t cp and gat eway application types.

Destination Node | dentifies the switch or adjunct at the far end of thislink.

Valid entries

Usage

A nodenamepreviously| Thismust be aname entered on the Node Names screen.
entered on the Node For ppp connections, it must match the Destination

Names screen or bl

ank. | Node Name entered on the ppp Data Module screen.

Administration for Network Connectivity
555-233-504 — Issue 1 — April 2000

CID: 77730 275



Networking Screens A Screens Reference

Destination Port I dentifies the port number of the destination.

Valid entries ‘ Usage

0, 5000-64500 | The channel number O means any available port can be
used (which will be automatically selected by the system).

Session Local A number used by the system to identify one end of a connection.

Valid entries ’ Usage

1-128 (csi)| TheLloca and Remote Session numbers can be any value
1-256 (si) between 1 and 256, but they must be consistent between
1-384 (r) endpoints. For each connection, the Local Session number on
the local switch must equal the Remote Session humber on the
remote switch and vice versa.

It is allowed, and sometimes convenient, to use the same
number for the Local and Remote Session numbers. For
example, it is frequently convenient (but not necessary) to use
the processor channel number for both the session numbers.

For theqgsi g- mM and f p- mai applications, the Local
Session numbers must be unique on the switch. For other
applications, it is allowed, but not recommended, to use the
same Session numbers for two or more connections.

Session Remote See Session Local, above.
Mach 1D The machine identification number.
Valid entries ‘ Usage

1- 63 (si model) For switches and Intuity AUDIX, the Machine ID isthe
Local Node Number on the dial plan. For the gsi g- mni
and f p- mni  applications, the Machine ID is the index used
on the Message Waiting Indication Subscriber Number
Prefixes screen. Machine ID is not used for the CM S adjunct.
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Circuit Packs

A Screens Reference

This screen administers circuit packs to carrier slots before the circuit packs are
actually installed in the carrier or cabinet. This allows the system to be configured
(administered) when the circuit packs have not yet been physically inserted in their
appropriate slots. Before any voice terminals, attendant consoles, or trunks can be
administered in the system, the correct type of circuit pack must be installed in the
appropriate slot, or using the Circuit Pack screen, acircuit pack must be assigned to

the dot.

The Circuit Pack Administration screens do not have to be completed if the system
cabinet is equipped with the circuit packs at the time of administration. However, for
switch node carriers, these screens must be administered.

Note: Forinitia installation procedures, circuit packs should only be assigned
slots per the hardware Configuration Layout record (obtained from the
factory or Customer Services Support Organization). Arbitrarily
assigning circuit packs to slots should not be attempted because this
eventually requires (at the time of installation and test) realignment of the
circuit packs and reworking associated wiring to agree with the software
tranglations or new software translations to agree with the shipped
hardware configuration.

Page 1 of X
Cl RCU T PACKS
Cabi net : Carrier:
Cabi net Layout: Carrier Type:
Sl ot Code Sf Mode Nane Sl ot Code Sf Mdde Nane
oo. 11: MEDPRO _ RESERVED- | P
o1 12: MEDPRO _ RESERVED- | P
o2:. 13: TN802_ B MAPD
03 4.
o4. 5.
o5. 6.
o6: 7.
o7. 8.
o8 19:
o9: 20
0. 2.
'# indicates circuit pack conflict.

Note:

Each page of the screen represents one carrier within the cabinet
specified on the command line. For G34i, all carriers and slots appear
even if they are not included in the actual hardware. This supports
reconfiguration.

Cabinet Thisfield shows the cabinet number as entered on the command line.

Valid

entries ‘ Usage

Display-only field. |
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Carrier Thisfield shows the letter of the carrier (A through E) circuit packs are being
administered on.

Valid entries ‘ Usage

Display-only field. |

Cabinet Layout Thisfield isonly displayed for G3r. Thisfield describes the physical layout of the
cabinet.

Valid entries ’ Usage

Display-only field. Valuesthat may display arefive-carrier and
single-carrier-stack.

Carrier Type Thisfield shows the type of carrier.

Note: Note: For G3r, if the Carrier Type (as administered through the Cabinet
Administration screen) does not match the physical hardware, the Code
fields may display question marks.

Valid entries ‘ Usage

Display-only field. Valuesthat may display aredup- swi t ch- node,
expansi on-control, not-used, port,
processor,andsw t ch- node.

Slot The dlot equatesto the physical slot of the given carrier; the number of slots displayed
depends on the system being configured.

»  For G3r, the number of dotsrepresent all administrable slots available for the
given carrier type.

» For G3d, al dotsthat could possibly be administered are displayed, even if they
do not apply to the current configuration of the system. Thisisto accommodate
the situation when a system is being reconfigured.

Valid entries ’ Usage

Display-only field. |

Administration for Network Connectivity
278 CID: 77730 555-233-504 — Issue 1 — April 2000



Networking Screens

Code

Sfx

Mode

Name

A Screens Reference

Enter the circuit pack code. If thereis aphysical circuit pack installed in the dot, the
entry must match that of the circuit pack. If there is equipment administered on aslot,
the equipment must be removed from the circuit pack before the circuit pack can be
changed or removed.

Valid entries Usage

TN followed by a3- or
4-digit number of avalid
DEFINITY circuit pack.

avaid ADXxxx number
avaid ASAIxx number
avalid DIGx humber
LGATE

TN802 For the IP Interface assembly (TN802B/MAPD).

There must be at least two empty slots preceding the
slot administered as code TN802. The Codefield for
these empty slots will automatically be populated
with DSMAPD, which must be changed to
MEDPRO for the MedPro mode of the IP

Interface/ TN802B.

Enter the circuit pack suffix, if applicable.
Valid entries ‘ Usage
BtoZ |
blank |

Thisisadisplay-only field that shows the circuit pack mode, if applicable.
Note:
Valid entries ‘ Usage

Display-only field. |

Thisisadisplay-only field showing the al phanumeric name of the circuit pack (such
as Digital Line).

Note: Note: When the circuit pack physically inserted in the dot differs from
what has been administered on this screen, a"#" displays between the Sfx
and Name fields.

Valid entries ‘ Usage

Display-only field. |
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Signaling Group
The Signaling Group screen defines the signaling parameters for ISDN-PRI, H.323, and ATM signaling groups.

Type ISDN-PRI The | SDN-PRI Signaling Group screen identifies groups of DSL interface B-channels
for which a given D-channel or D-channel pair carries associated signaling
information. The Non-Facility Associated Signaling (NFAS) feature allows a
D-channel to convey signaling information for B-channels that are located on DS1
facilities other than the one containing the D-channel. With NFAS, a signaling group
does not necessarily correspond to asingle DS1 interface. The Signaling Group
screen is administered to show how B-channels and D-channels are related.

The Signaling Group screen also supports Facility Associated Signaling (FAS). The
screen establishes the fact that a D-channel carries signaling information for all
B-channels on its associated DSL interface, and for no others.

In addition, the screen administers Temporary Signaling Connections (TSC) used in
support of DCS Over ISDN-PRI D-channel (includes ISDN-PRI D-channel DCS
AUDIX).

Screen for ISDN-PRI Non-Facility Associated Signaling

Page 1 of 5
S| GNALI NG GROUP
G oup Number: 2 G oup Type: isdn-pri
Associ ated Signaling? n Max nurmber of NCA TSC. 0
Pri mary D- Channel : Max nunmber of CA TSC. 0
Secondary D- Channel : Trunk Group for NCA TSC
Trunk Group for Channel Sel ection: X-Mobility/Wrel ess Type: NONE
Suppl enentary Service Protocol: a
Trunk Brd Interface ID Trunk Brd Interface I D
1: 11:
2: 12:
3: 13:
4: 14:
5: 15:
6: 16:
7: 17:
8: 18:
9: 19:
10: 20:
Screen for ISDN-PRI Facility Associated Signaling
Page 1 of 5
S| GNALI NG GROUP
G oup Number: 2 G oup Type: isdn-pri
Associ ated Signaling? vy Max nurmber of NCA TSC. 0
Primary D- Channel : Max nunmber of CA TSC. O
Trunk Group for NCA TSC
Trunk Group for Channel Sel ection: X-Mobility/Wrel ess Type: NONE
Suppl enentary Service Protocol: a
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Group Number

Display-only field when the screen is accessed using an administration command
suchasdi spl ay or change.

Valid entries ‘ Usage

Display-only field |

Associated Signaling

For FAS, the D-channel can carry signaling information only for B-channels located
on the same DS1 circuit pack.

Valid entries ‘ Usage
y ‘ Indicates Facility Associated Signaling
n ‘ Indicates Non-Facility Associated Signaling.

Primary D-channel

Enter a 6- to 7-character port number associated with the DS1 Interface circuit pack
port. The port number assigns the primary D-channel in the Signaling Group. For
24-channel facilities, the 24th port is assigned as the D-channel. For 32-channel
facilities, the 16th port is assigned as the D-channel.

Valid entries ‘ Usage
01 through 44 (G3r) First and second characters are the cabinet number
01 through 03 (G3si)

Athrough E Third character isthe carrier.

01 through 20 Fourth and fifth characters are the slot number
16 or 24 Sixth and seventh characters are the port
blank
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Secondary D-channel

Enter a 6- to 7-character port number associated with the DS1 Interface circuit pack
port used for secondary D-channel signaling. Displays when the Associated Signaling
fieldisn (indicates NFAS). The port number assigns the secondary D-channel in the
Signaling Group. For 24-channel facilities, the 24th port is assigned as the D-channel.
For 32-channel facilities, the 16th port is assigned as the D-channel.

Valid entries ’ Usage
01 through 44 (G3r) First and second characters are the cabinet number
01 through 03 (G3si)

Athrough E Third character is the carrier

01 through 20 Fourth and fifth characters are the slot number
16 or 24 Sixth and seventh characters are the port
blank

Max Number of NCA TSC

The maximum number of simultaneous Non-Call Associated Temporary Signaling
Connections (NCA-TSCs) that can exist in the Signaling Group. This number
includes all NCA-TSCs that are administered on this screen and those NCA-TSCs
that tandem through the switch in-route to another switch in the network.

Valid entries ‘ Usage
0 to 256. |

Max number of CA TSC

The maximum number of simultaneous Call Associated Temporary Signaling
Connections (CA-TSCs) that can exist in the Signaling Group. Typically, the number
of ISDN-PRI trunk group members controlled by the Signaling Group.

Valid entries ’ Usage

0 t0400. |

Trunk Group For NCA TSC

The ISDN-PRI trunk group number whose incoming call handling table will be used
to handle incoming NCA-TSCs through the Signaling Group. Enter the assigned
ISDN-PRI trunk group number whose call handling table will be used to route the
incoming NCA TSCs. (An ISDN-BRI trunk group may not be used.)

Valid entries ‘ Usage
11099. |
blank |
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Trunk Group for Channel Selection

Enter the assigned trunk group number. (An ISDN-BRI trunk group may not be used.)
Valid entries ’ Usage
1 t099. |
blank |

Supplementary Service Protocol

Determines whether AT& T NCA TSCsor QSIG NCA TSCs are sent over the

interface. To change thisfield from a to b, first check the Adm’d NCA TSC Index

field on thelSDN TSC Gateway Channel Assignments (page.2d&ke sure no

NCA TSC on the Signaling Group screen is administered as a Gateway Channel. If
they are, you must remove the NCA TSC Gateway assignment first before this field
can be changed to

Valid entries ‘ Usage
a ‘ AT&T protocol

b QSIG protocol. This field may be set to only if the Basic
Supplementary Services field on the System-Parameters
Customer-Options screenyislf this field isb, pages 2 through
5 do not appear.

Trunk Brd

Enter a 5-character DS1 Interface circuit pack number that has trunk members
belonging to this Signaling Group. Displays when the Associated Signaling freld is
(indicates NFAS).

Valid entries ’ Usage
01 through44 (G3r) First and second characters are the cabinet
01 through03 (G3si) number
A throughE Third character is the carrier
01 through20 Fourth and fifth characters are the slot number
blank

Interface ID

In an NFAS Signaling Group, an Interface ID must be assigned to each DS1 facility
so that it can be referenced by both interfacing switches. When a call is established
between switches, the Interface ID at each end is used to determine which B-chann
is to be used to establish the call. The Interface ID numbers on both ends must be t
same. Displays when the Associated Signaling field (idicates NFAS). Enter an
interface ID for the corresponding DS1 Interface circuit pack.Pages 2 through 5 of th
screen.
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NCA TSC The Non-call associated temporary signaling connections (NCA TSC) are
administered on pages 2-5 of the ISDN-PRI and H.323 Signaling Group screens, al
on pages 3—-6 of the ATM Signaling Group screen.

ADM NI STERED NCA TSC ASSI GNIVENT Page 2 of 5
Servi ce/ Feature: As-needed | nactivity Tine-out (mn): _
TSC Local Adj . Mach.
I nde Ext. Enabl ed Established Dest. Digits Appl . Narme I D

1:

10:

12:
13:
14:

16:

Service/Feature
The service type for all administered NCA-TSCs assigned in this Signaling Group.
Valid entries Usage
accunet
i 800
i nwat s
| ds
mega800
nmegacom
mul ti quest
oper at or
sdn
sub- oper at or
wat s- max- bnd

Facility Type 0 and 1
user - def i ned
servi ces.

blank
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As-needed Inactivity Time-out (min)

Theinactivity time-out for as-needed NCA-TSCs assigned in the Signaling Group.
An as-needed administered NCA-TSC staying inactive in this time period will be
removed from service.

Valid entries ’ Usage
101090 |
blank |

TSC Index
Specifies the administered NCA-TSCs assigned.

Valid entries Usage

Display-only field. The administered NCA TSC index represents
one DCS or DCSAUDIX logica channel
connecting any two switches. The Index
number ranges from 1-64.

Local Ext

Used to assign an extension on the switch to the administered NCA-TSC. The
extension cannot be previously assigned to another administered NCA-TSC, station,
or data module, and so on.

Valid entries ‘ Usage

An unassigned extension number. ‘
blank |

Enabled
Enables or disables the administered NCA-TSC.
Valid entries ‘ Usage
y ‘ Entery to enable the administered NCA-TSC.

: |

Establish
Used to indicate the strategy for establishing this administered NCA-TSC.

Valid entries Usage

per manent An entry ofper manent means that the administered
NCA-TSC can be established by either the near end or the far
end.

as- needed An entry ofas- needed means the administered NCA-TSC

will be established the first time the administered NCA-TSC is
needed. It can be set up either by the near end or far end switcl

blank
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Dest. Digits

Used to route the administered NCA-TSC to the far end switch. These digits are sent
as entered to the destination switch; no routing or other digit manipulation is
performed.

Valid entries Usage

0 through 9 Can include up to 15 digits.
+

*

#
blank

Appl.
Specifies the application this administered NCA-TSC is going to be used for.

Valid entries | Usage

audi x Used for ISDN-PRI D-channel DCS AUDIX feature.
dcs Used for the DCS Over ISDN-PRI D-channel feature.
gat eway Used when the administered NCA-TSC will be used as one end

in the gateway channel connecting to aBX.25 link. If gateway
is entered, then the ISDN TSC Gateway Channel Assignments
screen must be completed.

masi
blank

Adjunct Name
Only displays for G3r configurations. Displays when the Appl field isaudix.
Valid entries ‘ Usage

Enter the name of the AUDIX asit appears on
the "Adjunct Names" screen.

Machine ID

Used to indicate the far-end PBX or the AUDIX machine to which this administered
NCA-TSC will be connected. This number is the Local Node Number administered
on the Dia Plan Record screen.

Valid entries ‘ Usage

1- 63 | ForDCS
1-99 ‘ For AUDIX
1-12 ‘ For MAS
blank |
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Type H.323 The H.323 signaling group typeis used for H.323 trunks.

Page 1 of 5
S| GNALI NG GROUP

G oup Number: 2 G oup Type: h.323
Max number of NCA TSC. 0
Max nunber of CA TSC: 0
Trunk Group for NCA TSC
Trunk Group for Channel Sel ection:
Suppl enentary Service Protocol: a

Near - end Node Nane: Far - end Node Nane:
Near -end Listen Port: 1720 Far-end Listen Port:
LRQ Required? n Calls Share I P Signaling Connection? n

Bypass If I P Threshol d Exceeded? n

I nt er net wor ki ng Message: PROGr ess

Near-end Node Name

Valid entries Usage

A node name administered on Enter the node name for the C-LAN IP interface
the Node Names form on this on this switch.
switch.

Far-end Node Name

Valid entries Usage

A node name administered on| Optional. If entered, thisis the node name for the
the Node Names form on this| far-end C-LAN IP Interface used for trunks
switch. assigned to this signaling group.

Near-end Listen Port

Valid entries ‘ Usage
1719, 1720 or Enter an unused port number. The number 1720 is
5000-9999 recommended.

If LRQissettoy, thisfield must be 1719.
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Far-end Listen Port

Valid entries Usage

blank or Optional. If entered, the same number as entered in
the Near-end Listen Port field is recommended; if not
left blank, this number must match the number
entered in the Near-end Listen Port field on the
signaling group form for the far-end switch.

0-65535

IRQ Required?

Valid entries ‘ Usage

y Leave the default (n) if the far-end switchisa

n (default) DEFINITY ECS. Settoy only if the far-end switchis
anon-DEFINITY switch and requires alocation

reguest (to obtain asignaling address) in its signaling

protocol.

Calls Share IP signaling connection?

Valid entries ‘ Usage

y Entery for inter-DEFINITY connections. Otherwise,

n (default) leave the default (n).

Bypass if IP Threshold Exceeded?

Valid entries Usage

y Set to y to automatically remove from service trunks

n (default) assigned to this signaling group when | P transport
performance falls below limits administered on the
Maintenance-Related System Parameters (sys par
maint) screen.

Internetworking Message

Specifies whether the system sends alerting or progress if an incoming trunk call is
routed to anon-1SDN trunk group (for example, CO or tie). Thisfieldis
administerable on a per-port basis.

Valid entries ‘ Usage
PROGress (default) |
ALERTing |
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Type ATM The atm signaling group type is used for atm trunks.

Page 1 of 5
S| GNALI NG GROUP

G oup Number: 2 G oup Type: atm

Max number of NCA TSC. 0
Max nunber of CA TSC: 0
Trunk Group for NCA TSC
Trunk Group for Channel Sel ection:
Suppl enentary Service Protocol: a

Cl RCU T PARAMETERS
Virtual Path ldentifier: O
Virtual Channel ldentifier:

Si gnal i ng Mode: isdn-pri Circuit Type: T1
Idle Code: 11111111 Connect: network
I nterface Compandi ng: nul aw
Country Protocol: 1
Protocol Version: a

DCP/ Anal og Bearer Capability: 3.1kHz

I nt er net wor ki ng Message: PROG ess

Virtual Path Identifier
Thisisadisplay-only field.

Virtual Channel Identifier

Valid entries ‘ Usage
blank or 32-1023 |

Signaling Mode
Thisisadisplay-only field.

Idle Code
Valid entries Usage

An 8-digit binary number.
defaultis11111111

Interface Companding

Valid entries ‘ Usage

mulaw or alaw Use mulaw in the U.S., Canada, and Japan. Use
alaw elsewhere.
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Country Protocol

Valid entries ’ Usage

1-25 oretsi ‘ Use 1 for the U.S.

Protocol version

Valid entries ‘ Usage

a,b,orc ‘
Circuit Type

Valid entries ’ Usage

TlorEl ‘ Use T1 for U.S. and Japan. Use E1 elsewhere.
Connect

Valid entries ‘ Usage

host, network, orpbx ‘

DCP/Analog Bearer Capability

Valid entries ’ Usage

3.1kHz orspeech ‘

Internetworking Message

.Specifies whether the system sends alerting or progress if an incoming trunk call is
routed to anon-1SDN trunk group (for example, CO or ti€). Thisfieldis
administerable on a per-port basis.

Valid entries ‘ Usage
PROGress (default) ‘
ALERTIng ‘
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ISDN TSC Gateway Channel Assignments

This screen is required when the switch isto act as a gateway between a switch that supports the Temporary
Signaling Connections (TSC) feature and a non-TSC-compatible switch. The gateway provides interface
protocols necessary for communications to exist between a switch administered with Non-Call Associated TSCs
inaSignaling Group on the ISDN side and a processor channel (BX.25) onthe non-ISDN side. A NCA-TSCisa
type of virtual connection established for exchanging user information messages on ISDN-PRI D-channels.
There is no B-channel related to the connection.

Page 1 of 2
| SDN TSC GATEWAY CHANNEL ASSI GNVENT
Sig Adm'd NCA Processor Appli- Sig Adm'd NCA Processor Appli-
Group TSC Index Channel catio Group TSC Index Channel cation
1: 17:
2. - I £ & H o
3_ _ 19 _ -
4: - . 20:_ o
5 - . S o
6:_ _ 22 -
7 - 23 o
8 _ - 24 o
9: _ 25 -
10: - 26 -
11: . - Y CA -
12: _ _ . 28_  _ -
13: . - 29 -
14: - 30 -
15: _ - 3 -
16: . - 32 -
Sig Group Used to indicate the Signaling Group to which the NCA-TSC belongs.

Valid entries ’ Usage
1 t0 30. |
blank |

Adm’d NCA TSC Index  Used to indicate the administered NCA-TSC that acts as one endpoint of the gateway.
Valid entries ‘ Usage
11064, |
blank |
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Processor Channel Used to indicate the processor channel to which the administered NCA-TSC index
will be mapped. This processor channel is used as another endpoint of the connection
in this gateway assignment.

Valid entries ‘ Usage
l1to64 ‘
blank |

Application Used to indicate the feature this gateway is used for. Gateway channels can be used
for DCS+ or ISDN-PRI DCS AUDIX feature.

Valid entries ’ Usage

audi x

|
dcs ‘
bl ank ‘
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Other Networking-Related DEFINITY Screens

Communication Interface Links

This screen is display-only starting with Release 7. The fields are now administered on the Data Module screens
associated with the link. There is one Interface Link screen per System. Interface Links provide a physical
interface between the system and the other nodesin a DCS, ISDN, a Message Server Adjunct, aCMS, an ISDN
Gateway adjunct (supports CPN/BN), or AUDIX.

Page 1 of x
| NTERFACE LI NKS
Link Enable Est Extn Type Destination DTE Conn Nare
Conn Nurber DCE Mod.

1: n n

2: n n

3: n n

4. n n
17:

Link Indicates the interface link number that connects to another node in a DCS network, a
Message Server, CMS, ISDN Gateway, or AUDIX. Interface links always terminate
on aport in aPGATE circuit pack for G3r or on the NetPkt (or Pl for X.25) circuit
pack for G3si.

Valid entries ‘ Usage
Display-only field. |
Enable Thelink is enabled on the Data Module screen.

Valid entries ’ Usage

y |y ~link is enabled.
n n — link is not enabled. Message flow over the link is
suppressed.
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Est Conn

Ext

Type

Destination Number

DTE/DCE

Conn Mod.

Name

If the physical link isover aDS1 interface, it is possible (except for ISDN signaling
links) for one switch to set up the entire connection (see Destination below). In this
case, the other switch will not initiate any part of the connection between the two
endpoints. Typically, when using a DS1 interface, the Enable field isy on both the
originating and terminating switches but only one link between the two switches will
have Est Conn set to y. The originating switch is defined as having Est Conn settoy.

Valid entries Usage

y The System is responsible for any part of the call setup
required for the link between the System and the far-end data
module. Should bg if the link is to be used for ISDN
signaling.

n The System is not responsible for any part of the call setup.

The extension of the associated local data module for thislink. Thisfield is similar to
the pre-R7 Pl Ext field for the st model and the X.25 Extension field for the r model.

The type of connection — x.25, ethernet, or ppp. This field replaces the pre-R7
Protocol field.The type of connection — x.25, ethernet, or ppp.

This field is similar to the pre-R7 Destination Digits field for the si model and the
Destination Number field for the r model. Displays the destination of the link. It does
not apply to Ethernet links.

Applies to si-models only. It is administered on the Data Module screen — type
proc-intf for the si model and type x.25 for the r-mode. If one endpoint of a link is
DTE, then the other must be DCE, and vice versa. The assignments must be
coordinated on a network-wide level. Endpoint Switch Links are generally DTE and
Tandem links are generally DCE. If both endpoints are of the same type (that is,
endpoints or tandem), then the assignment of which is DTE and which is DCE is
arbitrary. Typically, when using a DS1 interface, the originating switch should be
administered aBTE and the terminating switch &CE.

This field is similar to the pre-R7 Connected Data Module field. It is administered on
the Data Module screen — type proc-intf for the si model and type x.25 for the r
model.

Used for identification purposes only. It is administered on the Data Module screen.
This field is similar to the pre-R7 Identification field.
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DATA MODULE
Dat a Ext ensi on: _ Nane:
Type: netcon CCs:
Physi cal Channel: _ COR
Nanme: TN:

ITC. restricted

ABBREVI ATED DI ALI NG
Li st1:

SPECI AL DI ALI NG CPTI ON:

HOT LI NE DESTI NATI ON

Page 1 of 1

BCC. _
Mai nt enance Ext ensi on:

Maxi num Bit Rate:

Abbrevi ated Dialing D al Code (From above list): _
ASSI GNED MEMBER (Station with a data extension button for this data nodul e)

Ext Nane
1.

Common Fields
are not listed below.

Physical Channel

I dentifies the number of the Network Control/Packet Interface data channel

(identified as a netcon data channel). This field appears only the st models.

Valid Value ‘ Usage

1to8 ‘

See Common Data Module Fields (256) for descriptions of fields on this screen that

Maintenance Extension The extension used to perform maintenance functions on the standby physical
channel in aduplicated system. Thisis the extension specified on the dial plan. The
standby remote loop around tests fail if thisfield is not administered.

Maximum Bit Rate
fieldisy.
Valid entries

300, 1200, 2400, 4800,
9600, 14400, 19200, and
28800

default is 9600

‘ Usage

| dentifies the maximum allowabl e bit rate for the modem. Displaysonly if the Modem
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Abbreviated Dialing Specifies the type of abbreviated dialing list.

List1
Valid Value ‘ Usage
s (system) If g or p isentered, agroup humber or personal list number
g (group) also isrequired. Entry in thisfield supports Data Hot Line.
p (personal) Thisfield can be left blank.
e (enhanced)
blank

Note: See Administrator’s Guide555-233-502, for detailed information on
abbreviated dialing.

Special Dialing Option  ldentifies the type of dialing when this data module originates calls.

Valid Value ‘ Usage

hot-line, default, or| Leave blank for regular (normal) keyboard dialing.
blank.

Assigned Member Ext  Display only. Extension and name of a previously administered user who has an
and Name associated Data Extension button and who will share the use of the module.
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Data Module - type analog-dm

Thistype of data module behavesidentically to a 2500 set, but it accepts rotary dial pulses.

Page 1 of 1
DATA MODULE
Data Extension: _ Nane:
Type: anal og-dm CCs:
Port: COR:
ITC restricted TN:

ABBREVI ATED DI ALI NG
Li st1:

SPECI AL DI ALI NG OPTION:  __
HOT LI NE DESTI NATI ON
Abbrevi ated Dialing D al Code (From above list): _
ASSI GNED MEMBER (Station with a data extension button for this data nodul e)

Ext Nanme

Common Fields See Common Data Module Fields (256) for descriptions of fields on this screen that
are not listed below.

Abbreviated Dialing Specifies the type of abbreviated dialing list.

List 1
Valid Value ‘ Usage
s (system) If g or p isentered, agroup number or personal list number
g (group) also isrequired. Entry in thisfield supports Data Hot Line.
p (personal) Thisfield can be left blank.
e (enhanced)
blank

Special Dialing Option  ldentifies the type of dialing when this data module originates calls.
Valid Value ‘ Usage

hot-line, default, or| Leave blank for regular (normal) keyboard dialing.
blank.

Assigned Member Ext  Display only. Extension and name of a previously administered user who has an
and Name associated Data Extension button and who will share the use of the module.
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Extended Trunk Access Call Screening

This screen alows a set of digit stringsto be identified that should not be routed via
ETA. This screen can aso block the routing of certain FACs or TACs. For example,
if the system administrator were to notice a digit string being mistakenly dialed
repeatedly that ended up being routed via ETA to aremote PBX only to have the
remote PBX return intercept treatment, then that digit string would be a candidate for
the entry into the ETA call screening table. Entry into thistable would have the effect
of return intercept treatment to the caller without first attempting to route the digitsto
the remote PBX for interpretation via ETA.

Page 1 of 1
ETA CALL SCREENI NG TABLE
Entry
No. Call Screening Entry
0:
i
2:
33
4.
5
6:
7.
8
9

Call Screening Entry Assign those digit strings (up to 10) that should be blocked for this RNX. Each string
can have up to 6 digits and/or special or wildcard characters.

Valid entries ‘ Usage
Digits 0 through 9
X
X
*
# The # character may only be used as the
first character.
blank
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Extension Number Portability Numbering Plan

Page 1 of 1
EXTENSI ON NUMBER PORTABI LI TY
NUVBERI NG PLAN

ENP ENP ENP ENP ENP ENP ENP ENP ENP ENP

Code Code Code Code Code Code Code Code Code Code
Ox: _ Ix: _  2x: 3. _ 4x: __ bx: _ 6x: _ Ix: 8. 9.
0o0: _ 10: _ 20: ___30: _  40: _  50: __60: ___70: ___ 80: ___ 90: __
01: _ 11: _ 21: _ 31: __ 41: __ 51: 61 ___ 71: ___ 81: ___ 91:
02:  12:  22: _ 32: ___ 42: 52 62 ____T72: ___ 82: ___ 92:
03: _  13: _  23: _ 33 __ 43 _ 53 __ 63 __ 73 ___ 83 ___ 93 __
04: _ 14: _ 24: _ 34: __ 4A4: 54 64 T4 84: 94
05:  15: __ 25: 35 45 55. @65 ___75. 85 95
06: _ 16: _ 26: ___36: __ _46: __ 56: __ _66: ___76: ___ 86: ___ 96: __
o7: ___ 17: ___ 27: ___ 37: ____A7: 57 ____67. ____77. ___ 87: 911
08:  18: _ 28: 38 48 58 68 78 88 98
09: _ 19 29 _ 39 _  49: 59 69 ___79: __ 89 __ 99 _
EPN Code Assign a 3-digit code to translate each 4- or 5-digit UDP extension that is node

number routed to a7 digit, AAR-like number used for outpulsing a call within an
ENP sub network. This field maps each leading digit of a UDP extension to an ENP
Code or blank.

Valid entries ‘ Usage
000 t0 999 ‘ Enter 3-digit ENP code
blank |
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This screen assigns Hop Channels. The maximum number of connections that may be established between
channels on the system'’s interface links varies depending on System configuration.

Li nk/ Channel A Li nk/ Channel B Li nk/ Channel
1. - - - 17. .
2 . . . 18: .
3. - - - 19: .
4. - - - 20: .
5 . . . 21 .
6. - - - 22: .
7. - - - 23. .
8. . . . 24 .
9. - - - 25. .

10: - - - 26: .

11: . . . 27, .

12: - - - 28: .

13:. - - - 29: .

14: . . . 30: .

15:. - - - 31 .

16: 32:

HOP CHANNEL ASSI GNMVENT

A Li nk/ Channel B

Page 1 of 4

Observe the following when assigning hop channels:

«  TheLink/Chan pair must not be assigned to alocal processor channel on the

Processor Channel Assignments screen.

« Thefour associated hop channel fields must be either filled in or left blank.

Pages 1 through X of the Screen

Li nk/ Chan

HOP CHANNEL ASSI GNMVENT
Li nk/ Chan Priority Li nk/ Chan

Page 1 of 2
Li nk/ Chan Priority

Thisis atwo-page screen for G3si and a four-page screen for G3r.

300
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Link Enter an interface link number in each field.
Valid entries ‘ Usage
1to8 ‘
blank |

Chan(nel) Enter a channel number in each field. Thisfield islabeled "Channel" for G3r and
"Chan" for G3si.

Valid entries ’ Usage
11064 |
blank |

Priority I ndicates whether the hop channel has high or low priority. Priorities should be
assigned based on the operational speed of the links and the number of hopsin the
network channel. Displays for G3si only.

Valid entries ’ Usage
hi gh |
| ow ‘

|

blank

Implementation notes

Thefieldsthat appear on a particular screen will vary depending upon the system
configuration (Cabinet Layout and Carrier Type) being administered.

The number of Slot fields displayed will vary depending on the system being
configured. For G3r, the number of Slot fields displayed will represent all
administrable slots available for the given Carrier Type. For G34i, all possible Slots

will display.
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Node Number Routing

This screen specifies the routing pattern associated with each node in a public or private network. NNR isa
required capability for Extension Number Portability (ENP) and is associated with the Uniform Dia Plan (UDP).

change node-routing 87 partition 2 Page 1 of 2
NCDE NUMBER ROUTI NG
Partitioned G oup Number: 2
Rout e Rout e Rout e Rout e Rout e Rout e Rout e
Pat Pat Pat Pat Pat Pat Pat
15: 300 45; 60: 75 90:
1. 16: 31 46: 61. 76 91.
20 17: 32: 47: 62: 77 92:
3 18: 33 48: 63 78 93:
4. 19: 34. 49: 64:. 79. 94.
5 20 35 50 65 80: 95:
6: 21 36: 51: 66: 81: 96:
7. 22. 37, 52. 67. 82. 97.
8: 23 38 53: 68: 83 98:
9: 24: 39: 54: 69: 84: 99:
10: 25: 40: 55: 70: 85
11: 26: 41: 56: 71 86:
12: 27 42: 57. 72: 87:
13: 28: _ 43: 58: _ 73 88: _
14: 29: 44; 59: 74. 89:
Partitioned Group This read-only field displays the partitioned group number associated with the node
Number numbers being administered.

Valid entries ’ Usage

Read-only field | The partitioned group number is either specified on the
command line or defaults to partitioned group number 1.

Node Number This display-only field lists the node number to be changed.

Valid entries ‘ Usage

Display-only Two pages display simultaneously for atotal of 200 nodes (100
field per page). For example, entering change node-routing 87
displays nodes 1 through 199, and entering change
node-routing 151 displaysnodes 100 through 299. However,
entering change node-routing 999 displays nodes 900
through 999 on one page.

Route Pattern Enter the routing pattern associated with the corresponding node number. Thisfield
repeats the same number of times as there are node numbers on the page.

Valid entries ’ Usage
1to254 ‘
blank |
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Message Waiting Indication Subscriber Number Prefixes

Theinformation entered on this screen enables MWI messages to be routed to the
subscriber’s switch in a QSIG network.

Page 1 of 1
MESSAGE WAI TI NG | NDI CATI ON SUBSCRI BER NUMBER PREFI XES

Machi ne | nserted Routing AUDI X Machine Inserted Routi ng AUDI X
| Digits Digits Mach ID ID Digits Digits Mach | D

PEHFGLBNE
[EEY
(o]

[EEN

Inserted Digits to form  Displays only if this machine-ID is assigned to the gsig-mwi application in the
Complete Number Change Communication-Interface Processor-Channels form.

Valid entries ‘ Usage

up to 12 digits| The entered digits are those needed in front of the Intuity

(0-9) AUDIX subscriber number which allows the Message Center
PBX to obtain a complete number for the subscriber. This digit
string has a valid entry in the AAR or ARS analysis tables
enabling a route to the Remote PBX associated with a particular
process channel.

blank

Note: Both of the following two fields must be filled in. If either one is filled in
and the other is left blank, an error displays.

Routing Digits (e.g. Enter the desired numbers (up to 4 digits).
AAR/ARS Access
Code) Valid entries ‘ Usage

up to 4 digits These digits comprise the AAR or ARS access code. Blank
(0-9, *, #) is not a valid entry.

AUDIX Mach ID This field value corresponds to the AUDIX number serving that switch as translated
in the AUDIX number field of the Switch Interface Administration Screen on the
AUDIX platform.

Valid entries ‘ Usage

(1-99)
blank
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Synchronization Plan

This screen assigns primary and secondary external synchronization sources. This provides synchronization
between the switch and digital facilities that the switch is connected to. When the switch is connected to digital
facilities, the switch (both Processor Cabinets and Expansion Cabinets) must be synchronized to the incoming
datarate of 8,000 frames-per-second. Thistiming information reference may be derived from DSL1 facilities or
from a Stratum 3 external clock. Loss of the reference signal, excessive phase changes, and variation in timing
frequency can cause loss of data or dropped data connections. When no external digital facilities, including
Stratum 3 external clocks, are present or when a switch isthe "master” node of a network providing timing to the
rest of the network, the timing can come from an oscillator on the switch'’s tone/clock circuit pack.

The Synchronization Plan may not be required for some digital connections. The switch’s internal clock may
suffice.

Page 1 of the screen

Page 1 of X
SYNCHRONI ZATI ON PLAN
SYNCHRONI ZATI ON SOURCE (circuit pack | ocation)

Stratum
Port Network: _
Primary: _ Secondary:
Locati on Nane Slip Type Locati on Nare Slip Type
oi1ci7 D UDS1- BD _ -
01C18 Y TBRI - BD _ _

NOTE: TN722B & TN464B DS1 sources result in stratum 4, type Il synchrani zation

Stratum Enter the stratum level to be used for synchronization.
Valid entries ‘ Usage

3,4 Stratum 3 capability is only possible when
using a TN780 Tone Clock circuit pack.

Port Network Only displays when the Stratum field3s

Valid entries ‘ Usage

Display-only field. ‘
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Primary Enter the 5-character circuit pack location number for the circuit pack that will
function as the primary synchronization source. The clock circuit pack’s internal
source is the implicit last choice. Only one switch in the network can function as the
primary synchronization source. Only displays when the Stratum fidld is

The Primary and Secondary synchronization sources (DS1 or BRI trunk facilities)
must be on the same Port Cabinet (that is, PPN, EPN1, or EPN3).

Valid entries ‘ Usage
01 through 44 (G3r) First and second characters are the cabinet number
01 through 03 (G3si)

Athrough E Third character isthe carrier
01 through 20 Fourth and fifth characters are the slot number
blank A blank entry means no external source.
Secondary The system will select automatically the secondary circuit pack if the primary circuit

has a failure. Only displays when the Stratum fieldl is

The Primary and Secondary synchronization sources (DS1 or BRI trunk facilities)
must be on the same Port Cabinet (that is, PPN, EPN1, or EPN3).

Valid entries ‘ Usage
01 through 44 (G3r) First and second characters are the cabinet number
01 through 03 (G3si)

Athrough E Third character is the carrier
01 through 20 Fourth and fifth characters are the slot number
blank A blank entry means no external source.

Pages 1-X of the screen

Location/Name | dentifies the location and name for each DS1 or BRI trunk circuit pack administered
viathe DS1 or BRI Trunk Circuit Pack screen. Only displaysif the Stratum field is 4.

Valid entries ‘ Usage

Display-only field. |
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Slip Displaysasy if the Slip Detection field has been enabled for any of the 8 ports on the
DS1 Circuit Pack screen.

Valid entries ‘ Usage

Display-only field. ‘

Type Contains a value for each displayed circuit pack that indicates the circuit pack’s
maintenance name. For example, UDS1-BD appears for a TN464 circuit pack, and
TBR1-BD appears for a TN2185 circuit pack.

Valid entries ’ Usage

Display-only field. ‘

Administration for Network Connectivity
306 CID: 77730 555-233-504 — Issue 1 — April 2000



Other Networking-Related DEFINITY Screens A Screens Reference

Uniform Dial Plan

This screen administers the Uniform Dial Plan (UDP).

Page 1 of 2
UNI FORM DI ALI NG PLAN
Ext Codes: __

Ext Code: __ Type: __
dd Type dd Type dd Type dd Type dd Type
ox: =  _ Ix: 2x: 3x: ax:
oo: _ 0. 20 0. _ 40: _
o1: _ 1. 2. 31: 41:
o2: 12: 22:. 2. 42:
03 3: 23 33 43:
o4: _ 4. 24: 4 44
os5:. 5 25 _ 35: 45
o6: _ 6: 26: 6: _ 46: _
o7: 7. 27 37 47.
os: = 8 28 8 48:
o9: . 9: 2: 39: _ 49:

Page 2 of 2
UNI FORM DI ALI NG PLAN
Ext Codes:

Ext Code: __ Type:
dd Type dd Type dd Type dd Type dd Type
5«: ex: > 8x: 9.
5. = 60: _ . g8o: %: _
51 _ 61: _ 7 81: _ = 91. _ =
522 .~ 62: _ 2. 82: _ = °%2: =
5. = 63: _ 73 83 93 _ =
54: 64: _ 74 84: _ °%4.
5. = 65: _ 7% 8s: . =
5. _ 66: _ 6. 8e: _ %6: _
57. 67: _ 7. 87. _ or. _
58. _ = 68: _ %8 88: 9. .
5. = 69: _ 9 8y 9. =
Ext Codes Displays a string of digits, "x", and "dd." The position of the dd shows which digit

positions of the Ext Codes are being administered. For example, 512dd means that
the last two digits of the Ext Codes, for the leading digits 512, are being administered
on the screen. The string, 5ddxx, shows that the second and third digits of the Ext
Codes, for the leading digit 5, are being administered on the screen (these entries
would all be wildcard entries).
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Ext Code, Type (and Displays what rules apply if the entries on the screen are not administered. For
associated data) example, shows a screen for Ext Codes starting with 512. I these entries are not
administered, the entry for Ext Code 51xxx applies to these entries, and if Ext Code
51xxx is not administered, the entry for Ext Code 5xxxx applies to these entries. In a
5-digit UDP, these read-only fields display only if at least 3 digits are specified in the
command-line key, although one set (the set on the left) of these fields would still
display if 2 digits are specified in the command-line key. If only 1 digit is specified or
if 'x" or "X’ is specified in the command-line key, then neither of these sets of fields
display, since there is no Ext Code more general than those listed on the screen.

Valid entries Usage
AARCode
ENPNode
Local

TenmpOOS
UDPCode
blank

dd Displays the two digits (or X’s) representing the extension or group of extensions to
be administered. For this field, "xx:" is repeated on both pages, since it is the defaul
for all other entries on both pages. Changing the type associated with this field on or
page changes it on both pages.
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Type

Location Code

Node Number

Specify the type of treatment for the extension. That is, specify whether the extension
should receive intercept treatment, be converted to AAR, or be converted via ENP.
Thedifference between AAR L ocation Codes and UDP Location Codesisthat 7-digit
AAR Numbers created from AAR Location Codes may be changed during AAR
analysisby AAR digit conversion before being routed. Seven-digit AAR Numbers
created from UDP Location Codes are not subject to digit conversion before being
routed with AAR digit analysis.When an extension code that is displayed on the UDP
screen is not administrable because it conflicts with the trandationsin the first and/or
second digit tables, then the type field for that extension code displays "NotInDP."

Valid entries Usage

AARCode

ENPNode

Local

TenpOOS The entry TenpOGCS indicates an extension is temporarily
out-of-service. Callsto these extensions receive reorder.

UDPCode

blank A blank entry indicates this Ext code is not administered. If no
matching code can be found, then the call receives intercept
treatment.

Specify the 3-digit location code for Ext Codes administered with atype of AARCode
or UDPCode. Thisfield displaysif AARCode or UDPCode is entered as the type.

Specify the node number for Ext Codes administered with atype of ENPNode. This
field pops up if ENPNode is entered as the type.

Note: Note: Thisnode number must not be the same as the local node number
on the dial plan screen.
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B Private Networking

This appendix contains five main sections: (1) a description of Distributed Communications
System (DCS) and the features that can be used transparently on a DCS network, (2) a
description of ISDN Plus networking capability, (3) a description of QSIG and its features, (4) a
brief description of Centralized Voice Mail with Mode codes, and (5) a brief description of Japan
TTC private networking protocols.

Contents of this Appendix
Distributed Communications System (page 312)
ISDN Feature Plus (page 355)

QSIG (page 360)

Centralized Voice Mail ViaMode Code (page 395)

Japan TTC Q931-a Private Networking Protocols (page 400)
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Distributed Communications System

Distributed Communications System (DCS) allows you to configure 2 or more
switches asif they were asingle, large DEFINITY ECS. DCS provides attendant and
voice-terminal features between these switch locations. DCS simplifies dialing
procedures and allows transparent use of some of the DEFINITY ECS features.
(Feature transparency means that features are available to all users on DCSregardless
of the switch location.)

Configuring a DCS network is a complex process that involves 4 major steps:

3

3

3

3

Description of DCS

Planning your DCS network

Connecting the physical equipment in the network
Administering the physical layer (hardware connections)
Administering the link layer to create a DCS

DCS network configurations can be:

3

TCP/IP DCS network — A DCS network configured with 2 or more switches
using TCP/IP (PPP or 10/100BaseT Ethernet) signaling for transporting DCS
feature transparency information.

Traditional DCS network — A DCS network configured with 2 or more switches
using BX.25 signaling for transporting DCS feature transparency information.

D-channel DCS network (private network only) — A DCS network that includes
DEFINITY ECS using the ISDN-PRI D-channel DCS transparency information
(D-channel signaling). ISDN-PRI facilities with this type of network use only
private-line facilities.

D-channel DCS network (public network access/egress) — A DCS network that
includes DEFINITY ECS using D-channel signaling. At least one of these
ISDN-PRI facilities uses a public network ISDN-PRI.

Integrated DCS network (private network only) — A DCS network that contains a
variety of switches using TCP/IP, BX.25, or D-channel signaling methods. At
least one DEFINITY ECS serves as an ISDN-PRI DCS Gateway node. This nod
can interwork DCS transparency information between the three signaling
protocols.

An ISDN-PRI DCS Gateway node provides backward compatibility to existing
traditional DCS networks.

Integrated DCS network (public network access) — The same as D-channel DCS
Network (Private Network Only), but the D-channel of at least one ISDN- PRI
facility uses a public network ISDN-PRI.
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DCS Features

Once you have connected and set up your DCS network, you can provide the
following features across the network:

Alphanumeric Display for Terminals

This feature allows calling-name display, called-name display, and miscellaneous
identifiersto be transferred from aterminal on one node to aterminal on another
node.

Attendant Control of Trunk Group Access

DCS Attendant Control of Trunk Group Access allows an attendant at any node in
the DCSto control an outgoing trunk group at an adjacent node in the cluster. The
attendant uses a remote-tgs feature button on the console for this purpose.

To use thisfeature, you must have a DCS Trunk Group between the local and
remote switches, and the trunks in that trunk group cannot insert digits on
incoming calls. If you need digit insertion on these trunks, it should be added on
the outgoing trunk based on the dialed string.

Note: DCS Attendant Control of Trunk Group Accessis not available if
you are using D-channel DCS.

Attendant Direct Trunk Group Selection

DCS Attendant Direct Trunk Group Selection allows attendants at one node to
have direct access to an idle outgoing trunk at a different node in the DCS. This
feature functions the same as regular Direct Trunk Group Selection. However, the
attendant uses a remote-tgs feature button on the console for this purpose.

Note: DCSAttendant Direct Trunk Group Selection isnot availableif you
are using D-channel DCS.

To use this feature, you must have a DCS Trunk Group between the local and
remote switches, and the trunksin that trunk group cannot insert digits on
incoming calls. If you need digit insertion on these trunks, it should be added on
the outgoing trunk based on the dialed digits.

You can assign a Trunk Hundreds Select button to access atrunk group at the local
node or atrunk group at aremote node. A Trunk Group Select button assigned to
access aremote node is referred to as aremote Trunk Hundreds Select button.
Pressing aremote Trunk Group Select button is the same as dialing the tie trunk
group access code for the remote node and the trunk access code of the selected
trunk.

Attendant Display

The DCS attendant consol e displays calling-party I1D and called-party ID
information for calls to and from remote switches in the network.
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Automatic Callback

DCS Automatic Callback allows auser at one node to make an automatic callback
call to auser at another node in the DCS.

A DCS Automatic Callback call can be initiated from aterminal at one node to a
terminal at another node in the same way asif at alocal node under the following
conditions.

~ If the called party is at a System 85, Generic 2, or Enhanced DIMENSION
PBX node, the callback call can only be activated if the called node is
returning busy tone or special audible ringback.

~ If the called party is at a Generic 3, Generic 1 or System 75 node, the callback
call can be activated if the called node is returning busy tone, Call Waiting
ringback tone, or ringback tone.

~ The calling party must disconnect within 6 seconds after hearing the
confirmation tone for Automatic Callback activation.

Note: If thecalling party is on a System 85, Generic 2, or Enhanced
DIMENSION PBX node and is unable to receive the callback call
(for example, abusy single-line voice terminal without Call
Waiting), Automatic Callback is reactivated by the calling party’s
node. If the calling party is on a Generic 3, Generic 1, or System 75
node and is unable to receive the callback call, the callback call is
canceled.

Automatic Circuit Assurance

DCS Automatic Circuit Assurance (ACA) allows a voice-terminal user or
attendant at a node to activate and deactivate ACA referral calls for the entire DC
network. This transparency allows the referral calls to originate at a node other
than the node that detects the problem.

If referral calls are generated at a node for one or more remote nodes, the remot
nodes are notified when ACA referral is activated or deactivated.

Busy Verification of Terminals and Trunks

DCS Busy Verification of Terminals and Trunks allows attendants and
multiappearance voice-terminal users to make test calls to voice terminals and
trunk groups that are located at other nodes in the DCS.

To use this feature, you must have a DCS Trunk Group between the local and
remote switches, and the trunks in that trunk group cannot insert digits on
incoming calls. If you need digit insertion on these trunks, it should be added on
the outgoing trunk based on the dialed digits.

Multiappearance voice terminal users can busy-verify an adjunct at a remote
location by pressing Verify and dialing the TAC of the tie trunk group to the
remote node. Then they must press Verify a second time and dial the desired TA
and the trunk group member number to be verified. Verification of the trunk then
continues as if the trunk is on the same node.
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Call Coverage

DCS Call Coverage provides DCS messaging required for calls to be covered on
remote systems when thereisa DCS signaling link (BX.25, PPP, or ISDN-PRI)
for the trunk groups. Calls to an extension on one system are covered by
extensions on remote systems that are administered as coverage points.

Figure 4 shows an example of DCS Call Coverage.
Figure 4. DCS Call Coverage
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1. Station A 7. PGATE or Pl Board
2. System A - DEFINITY ECS 8. X.25 or ISDN PRI DCS Signaling
3. DCS Tie Trunk Groups Link
4. System B - DEFINITY ECS 9. Hop or ISDN TSC Gateway
5 Station C 10. Station D
6. Station B 11. AUDIX Voice Lines

12. AUDIX - x34000

In Figure 4, callsto Station A can be covered first by Station B, then by Station C
or D, and finally by the AUDIX on system A. Alternatively, calls could be
covered by Station C, then Station B, then Station D, and so on.

If the called party answers after the call goes to coverage and the coverage point
has answered, then the called party, calling party, and coverage point are all
conferenced together.

If the called party answers and the coverage point has not answered, the call to the
coverage point drops and the called party connects to the calling party.

Exceptionsto DCS Call Coverage
DCS Call Coverageis similar to Call Coverage, with the following exceptions:

~ Coverage Answer Groups across nodes are not supported.

~ Under the following error conditions, a call follows the coverage point's
coverage path.
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Error Condition Action

DCS link not up. The call is routed to the remote coverage
point. If the call is answered, it is treated as
Call Coverage Off Premises (also called
DCS trunk is not available. Remote Call Coverage). If the call is
redirected at the remote coverage point
before the DCS SRI expires, the remote
DCS Call Coverage feature point’s path is followed. If the call is not
is not activated on the answered within the DCS SRI time-out
remote system. period, the next coverage point is tried with
DCS Call Coverage from the local systen.

or

or

All trunks to the remote | The next coverage point is tried with DCS,
system, DCS or otherwise, Call Coverage from the local system.
are busy

~ Whenthe DCSIlink isdown, call consult operates differently. If Station A calls
Station B but the call coversto Station C, then Station C consults back to
Station B and Station B receives the consult call on the next call appearance.

~ DCS Call Coverage does not support Coverage Call Back from a remote node.

Additionally, in some DCS Call Coverage situations, call coverage operation may
deviate, including:

~ A call to the principal redirects to the remote coverage point, which is
unavailable. The coverage point is considered unavailable when:

» The coverage point is not avalid extension, QDN, or VDN.

» The coverage point is busy with no hunting, forwarded, or has send all
calls activated, or activates send all calls after ringing.

» The coverage point has no staffed agents or aninvalid vector.

When the coverage point is unavailable, the local system determines the
availability status from atime-out or from a message from the remote system.
When the local system discovers that the coverage point is unavailable, it tries
the next coverage point. If the last coverage point is unavailable, the previous
coverage point rings until it is answered or until the caller hangs up. If only
one coverage point exists in the path and it is unavailable, the principal’s
station rings until it is answered or until the caller hangs up.

~ A call to the principal is forwarded and the forwarded-to extension is not
available. In this case, the first coverage point in the principal’s path is tried.
Note t